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xPortal3000 Checklist

IMPORTANT!
Step 1: Check your computer requirements.
System Requirements
CPU Intel Core i3-3220, 3.3 GHz or higher
RAM (Minimum) 2 GB (3 GB recommended)
oS Microsoft Win7/ 8 Pro, 2003/ 2008 Server
(Home & Starter Editions not supported)
Microsoft .Net Yes (Version 3.5)
Framework
Ethernet & Serial Port Yes
USB Port Optional — for USB Dongle
Display Yes (1024 x 768 x 16 bit colours)
Mouse/ Keyboard Yes
Hard Disk (Free Space) 50 GB
Firebird Database Version 1.5 & above
Windows Media Player Yes (To play installation guide video)

Step 2: xPortal3000 supports only Firebird v1.5 and above. If your computer has
installed Firebird Database with below Version 1.5 (such as v1.0), please
uninstall the existing Firebird Database first.

Step 3: If Standalone or Full edition:

Plug in USB dongle to USB port.
Step 4: Insert the software CD into CD drive to start installing xPortal3000.
Step 5: Choose to watch the Installation Guide Video, To start Installing Server

or Client from xPortal3000 Installation launcher.

V1.1 20/10/2014
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xPortal3000 Quick Installation Guide

Important Note: If you plan to upgrade from xPortal2005 v1.x, please check the current version from
‘About’ menu. This is to ensure a correct version is selected for database migration later. Before
proceed, make sure you have exit the xPortal2005 completely.

Insert software CD to start the installation. If your software is Standalone of Full edition, please plug
in USB dongle to USB port before starting the installation.

Visit our Youtube channel to watch xPortal3000 Installation Guide video at
http://www.youtube.com/channel/UCa3aOR6ke60eHzdgzDVUnhg

A. xPortal3000 Server

1. Right-click xPortal3000 Server.exe > run as administrator.

Mame Date modified Type Size

\ IS5etupPrerequisites  27/11/2013 7:25 PM File folder

| Autorun.inf 26/11/2013 5:39 PM  Setup Information 1 KB

¥Portal2000 Client.exe  25/11/201311:17 PM  Application 75,247 KB

xPﬂrtaBﬂﬂﬂ R A —— wr mme en |
Open

'@‘.‘ Run as administrator

Figure 1 - xPortal3000 Server.exe
2. Click Install. *Microsoft .Net Framework 3.5 will be installed automatically if does not exist.

MicroEngine xPortal3000 Server - InstallShield Wizard ‘

- MicroEngine xPortal3000 Server requires the following items to be installed on your
[%®  computer, Click Install to begin installing these requirements,

Status  Requirement
Pending Microsoft \MET Framework 3.5 SP1 (Windows Feature)

: Instail { [ Cancel

Figure 2 - Install Microsoft .Net Framework

V1.1 20/10/2014 6
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3. xPortal3000 Server InstallShield Wizard window will appear.
a. Click Next.

%] MicroEngine xPortal3000 Server - InstallShield m = &5 |

Welcome to the InstallShield Wizard for
MicroEngine xPortal3000 Server

The Installhield(R) Wizard will install MicroEngine xPortal 3000
Server on your computer, To continue, dick Mext,

WARNIMG: This program is protected by copyright law and
international treaties.

Figure 3 - InstallShield Wizard

V1.1 20/10/2014 7
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b. License Agreement: Please read the license agreement carefully. If you accept and
agreed with the terms in license agreement, Select | accept the terms in the license
agreement > Click Next.

ﬁ! MicroEngine xPortal 3000 Server - InstallShield Wiﬁrd-

License Agreement

=

Flease read the following license agreement carefully.

MICROENGINE xPortal3000 SERVEE. VERSION 1 ]

MICROENGINE NO-NONSENSE LICENSE STATEMENT AND LIMITED
WARFEANTY

IMPORTANT -READ CAREFULLY

This license statement and limited warranty constitutes a legal agreement ('License
Agreement") between you (either as an individual or a single entity) and
MICROENGINE TECHNOLOGY SDN BHD ("MICROENGINE") for the software

product (" Software") identified above, including any software, media_and -

@ I accept the terms in the license agreement

() I do not accept the terms in the license agreement

Installshield

<Back | Next> | | Cancel

Figure 4 - License Agreement

V1.1 20/10/2014 8
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c. Customer Information: Enter User Name & Organization.

1] MicroEngine xPortal3000 Server - InstallShield m S

Customer Information

Please enter your information.

User Mame:
IL.Iser

Organization:
IMicroEngine Technology|

Installshield

Figure 5 - Customer Information

V1.1 20/10/2014 9
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d. Destination Folder: Click Change to install at other location.

ﬁl MicroEngine xPortal3000 Server - InstallShield Wiza_

Destination Folder
Click Mext to install to this folder, or dick Change to install to a differe

Install MicroEngine xPaortal3000 Server to;

C:\Program Files (x88) \MicroEngineyPortal 3000\Server,
Installshield
<Back || MNext> || cancel

Figure 6 - Destination Folder

V1.1 20/10/2014 10
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e. Ready to Install the Program: Click Install.

‘_ﬁl MicroEngine xPortal3000 Server - InstallShield Wiza_

Ready to Install the Program

S5

The wizard is ready to begin installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

Current Settings:

Setup Type:
Typical
Destination Folder:

C:\Program Files (x88)\MicroEnginepPortal 3000 5ervery,

User Information:
Mame: User

Company: MicroEnagine Technaology

Installshield

<gack || okl ) [ cancel

Figure 7 - Ready to Install Program

4. Database Settings Configurations Wizard will appear.

V1.1 20/10/2014 11
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a. For a new database, configuration wizard will continue to step 4 (b) > Click Next.

& ot

Welcome to the Database
Settings Configuration
Wizard

This wizard wil guide you how to setup the database

To continue, dick Mext

Back

Figure 8 - Configure Database Settings Wizard

V1.1 20/10/2014 12
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b. For existing xPortal2005 database(s): Select database version to be migrated from >
Click Next.

e e |

Databasze Migration
System found this machine contains one or more xPortal2005 database

Please select the database version to be migrated from. r'i @
I|

i@ Skip Migration { Initialize New xPortal3000 Database )

71 xPortal2005 v1.1
71 xPortal2005 v1.2
") xPortal2005 v1.3

) xPortal2005 v2

Figure 9 - Database Migration
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c. General Information: Enter Company Name & Description > To save database at

different location, click D > choose the location.

General Information
Setup the general information for the system

Company Hame : MicroEngine

Description : ¥Portal 3000 Access Control System

Config. Log and Folder :  C:\ProgramData'MicroEngine'xPortal3000 v1\Server | |

Store at Ci\ProgramDataMicroEnginewPortal 3000
v1\Server

Database Folder : C:\ProgramDataMicroEngine \wPortal 3000 v 1\server\Database | |

Store at C:\ProgramDataMicroEngine wPortal 3000
v1\Server \Database

Figure 10 - General Information

V1.1 20/10/2014
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d. Target Database Engine: Change database settings if necessary.

& ot

Target Database Engine
Select Database Engine and Database User Log In Details

Database Engine : Firebird -
server Name : localhost
User ID: syzdba
Password : masterkey
........... S | | Next | | —

Figure 11 - Target Database Engine

V1.1 20/10/2014 15
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e. Initialize Database: Set a new password if necessary.

Initialize Database
The database initialization may takes few minutes

Database Name: wPortal3000
Client Default User ID @ Manager
Hew Password : Manager 1

Figure 12 - Initialize Database

f. Database configuration and initialization will start.

V1.1 20/10/2014 16
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g. Company Logo: Untick Use Default Logo > click Browse to upload the company logo.

& Configure Database Settings Wi E

Company Logo
|ploading your company logo into xPortal 3000 system.

Use Default Logo

Microkngine,

Irmrgrated SREucy Systems

Figure 13 - Company Logo

V1.1 20/10/2014 17
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h. Click Finish.

..Cunﬁgure Database Settings Wizard

Completing the wizard

To dose this wizard, dick Finish

You have successfully completed the wizard

Cancel

Figure 14 - Completing the wizard

5. Tick the checkbox to start xPortal3000 Service after installation.

—
Installation Status

Dot Net Framework 3.5

xPortal3000 Server and Configuration Manager
Firebird Database Driver

Windows Service for xPortal3000

Initialize Default Database

4
"4
4
«” Application Registry Settings
L4
V!

Start xPortal3000 Service after installation ?

Figure 15 - Installation Status

V1.1 20/10/2014 18
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6. Plugin USB dongle if applicable.

sowwsene SN s

Please make sure that the USE dongle for Standalone / Full edition has
been plugged in before the service starts!
You can ignore this message if you are running Free edition,

Figure 16 - USB Dongle message box

7. Click Finish.

4 MicroEngine xPortal3000 Server - InstallShield m [

InstallShield Wizard Completed

The InstallShield Wizard has successfully installed MicroEngine
wPortal 3000 Server, Click Finish to exit the wizard,

Launch the program

] | Cancel

Figure 17 - Successfully installed xPortal3000 Server
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B. xPortal3000 Client

1. Right-click xPortal3000 Client.exe > run as administrator.

Mame Date modified Type Size

\ I55etupPrerequisites  27/11/2013 7:25 PM File folder

£k | Autorun.inf 26/11/2013 5:39 PM  Setup Information 1KE
| xPortal3000 Client exe —>=S2oainas aaons o o . 2r na wn

Open

ﬂ. xPortal3000 Server.exe
@ Fun as administrator

Figure 18 - xPortal3000 Client.exe
2. Click Install. *Microsoft .Net Framework 3.5 will be installed automatically if it does not exist.

-
MicroEngine xPortal3000 Client - InstallShield Wizard —

T MicroEngine xPortal3000 Client requires the following items to be installed on your
i..."'..‘ computer. Click Install to begin installing these requirements.

Status  Reqguirement
Pending Microsoft .MET Framewaork 3.5 SP1 (Windows Feature)

mstal | [ cancel

Figure 19 - Install Microsoft .Net Framework

3. xPortal3000 Client InstallShield Wizard window will appear.

V1.1 20/10/2014 20
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a. Click Next.

14l MicroEngine xPortal2000 Client - InstaliShield Wiza- [

Welcome to the InstallShield Wizard for
MicroEngine xPortal3000 Client

The InstallShield(R) Wizard will install MicroEngine xPortal 3000
Client on your computer. To continue, dick Mext.

WARMING: This program is protected by copyright law and
international treaties.

Figure 20 - InstallShield Wizard

b. License Agreement: Please read the license agreement carefully. If you accept and
agreed with the terms in license agreement, Select | accept the terms in the license
agreement > Click Next.

V1.1 20/10/2014 21
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License Agreement

Please read the following license agreement carefully,

-
ﬁ! MicraEngine xPortal 3000 Client - InstallShield leard-

S5

MICROENGINE xPortal3000 CLIENT VERSION 1

WARFEANTY

IMPORTANT - EEAD CARFFULLY

@) I accept the terms in the license agreement

(7)1 do not accept the terms in the license agreement

Installshield

MICROENGINE NO-NONSENSE LICENSE STATEMENT AND LIMITED

This license statement and limited warranty constitutes a legal agreement ('License
Agreement”) between vou (either as an individual or a single entity) and
MICROENGINE TECHNOLOGY SDN BHD ("MICROENGINE") for the software
product (" Software") identified above, including any software, media, and

-

<Back || DNexts

||

Cancel |

Figure 21 - License Agreement

V1.1 20/10/2014
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c. Customer Information: Enter User Name & Organization.

-
4 MicroEngine xPortal3000 Client - InstaliShield vrzan'—u

Customer Information

| |
Please enter your information.

User Mame:
IL.Iser

Organization:
IMicroEngine Technology|

Installshield

<Back || Next> |[ cancel

Figure 22 - Customer Information
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d. Ready to Install the Program: Click Install.

-
ﬁl MicroEngine xPortal3000 Client - InstallShield W'lzaa-

Ready to Install the Program

The wizard is ready to begin installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

Current Settings:

Setup Type:

Typical

Destination Folder:
C:\Program Files (x88)\MicroEnginewPortal 3000 Client,

User Information:

Mame: User

Company: MicroEnagine Technaology

Installshield

Figure 23 - Ready to Install

V1.1 20/10/2014 24
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4. Click Finish.

1] MicroEngine xPortal3000 Client - InstaliShield Wizarc

InstallShield Wizard Completed

The Installshield Wizard has successfully installed MicroEngine
wPortal3000 Client. Click Finish to exit the wizard.

Launch the program

J |

Figure 24 - Successfully installed xPortal3000 Client

V1.1 20/10/2014 25



Microkngine,

Integrated Security Systems xPortal3000 User Manual

Getting started with xPortal3000 Server Configuration

xPortal3000 Server runs as a Windows service. The service will run
1. After completed xPortal3000 Server’s installation.
2. When computer starts.

Launching xPortal3000 Server Configuration Manager

i.  To run xPortal3000 Server Configuration Manager, double-click on LnManager | jcon at Windows
Desktop. The following screen will be shown (Refer Figure 25 & 26).

Note: If your software package comes with USB dongle, please ensure that USB dongle is inserted
into the computer’s USB port before starting/ restarting the computer in order to get USB dongle key
detection successful upon service startup.

&£ ¥Portal3000 Server Configuration Manager ol

J Systern Status Software Settings Database Settings Utilities |

Service State : Running

0]
I.\.I
e
a

Stop

Systemn Status
View System Log

Database Connection Controller Polling

% g= v

(1

xPortal3000 Service (Standalone version)
3.0.0.6 (17/6/2014)

ﬁ Startup xPortal3000 Server successfully

&
Service State : [ Running ] Startup Mode : [ Automatic ] ) e : [ Connected ] Contraller Polling : [ On ]

Figure 25 - xPortal3000 Server Configuration Manager (Standalone/ Full version)

V1.1 20/10/2014 26
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&£ xPortal3000 Server Configuration Manager - =

J System Status Software Settings Database Settings | Utilities

[95]
B
t

Service State : Running | | Stop |

Systemn Status
View System Log
Database Connection Controller Polling
= adl
= L e
— & g ¢ 4
xPortal3000 Service (Free version)
3.0.0.6 (17/6/2014)

ﬁ Startup xPortal3000 Server successfully

Service State : [ Running ] Startup Mode : [ Automatic ] Database : [ Connected ] Controller Polling : [On ]

Figure 26 - xPortal3000 Server Configuration Manager (Free version)
Listed below are the common symbols that are used in the operation.
Table 1 - Common System Status Symbol

Symbol Indication
Database connection success.

([

A

Database connection failed.

([ [

(%]

Service is running, license key is not detected.
(Free version).

Service is running, license key is detected.

- (Standalone/ Full version).
4

V1.1 20/10/2014
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Service is not running.

|@|

Controller is connected.
\_-'//"

Controller down or not connected.
|i;§|

— xPortal3000 Server successfully startup.
WY Startup xPortal3000 Server successfully

xPortal3000 Service

i. What is Service?
A windows service is a computer program that operates in the background. Windows services
can be configured to start when the operating system is started and run in the background as
long as Windows is running. Alternatively, they can be started manually or by an event. These
services can be automatically started when the computer boots, can be paused and restarted,
and do not show any user interface.

ii. When does Service run?
By default, xPortal3000 Service will automatically started when the computer is boots. To change
the Startup Mode, please (Refer Table 4) below.

iii.  What are the operations that can be done to Service? Where it can be done?
For xPortal3000, we can perform Start and Stop operation (Refer Table 2 & 3) below:

Table 2 - xPortal3000 Startup Service

Symbol Indication
Start the service
Start
Stop the service
] Stop

Alternatively, you may also configure xPortal3000 Service manually at Windows Services (Refer
Table 3) below:

Table 3 - Location of Windows Services

Operating System Location of Windows Services
Windows XP Control Panel > Administrative Tools - Services
Windows Vista Control Panel > System and Maintenance -> Administrative

V1.1 20/10/2014 28
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Tools = Services

Windows 7 & 8 Control Panel > System and Security = Administrative Tools -
Services

Windows Server 2003, 2008 & Administrative Tools - Services

2008 R2

Windows Server 2012 Server Manager - Tools > Services

iv. Changing Service Startup Mode
1. Go to Software Settings tab.
2. Select the Startup Mode. (Recommendation: Automatic Startup Mode).
3. Click on Save button to confirm and save settings.

Table 4 - Startup Mode

Startup Mode Description
Automatic Service will automatically run when computer is started
Manual Service will run manually
Disabled Service will be disabled
| xPartal3000 Server Configuration Manager - =
| System Status Software Settings Database Settings Utilities |

Please noted that restart services is required after modified sefings.

Save Cancel
Startup Mode : Automatic -
Automatic
Software Port : Manual
Disabled

Service State : [ Running ] Startup Mode : [ Automatic ] Database : [ Connected ] Controller Polling : [On ]

Figure 27 - xPortal3000 Server Configuration Manager (Startup Mode)

V. Server Connection Setup
You need to setup the server connection setting by specifying the TCP port number that is used
in communication between your Server and Client applications. By default, Software Port number
is set to 7381 (Refer Figure 28) below.

(Recommendation: It is recommended to not make any changes here).

V1.1 20/10/2014 29
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Vi. Changing Service Software Port

1.

Go to Software Settings tab.

2. Set your Software Port number in the text box provided.
3. Use the same Port number in Server Connection Setup when you run xPortal3000 Client
later.
4. Click on Save button to confirm and save settings.
& xPortal3000 Server Configuration Manager - =
| System Status Software Settings Database Settings Utilities |

Please noted that restart services is required after modified settings.

Save Cancel
Startup Mode : Automatic -
Software Port : 7381 -

wvice State : [ Running ] Startup Mode : [ Automatic ] Database : [ Connected ] Controller Palling : [ On ]

Figure 28 - xPortal3000 Server Configuration Manager (Software Port)

Configuring Database Settings

In Database Settings tab (Refer Figure 29), you may configure your configuration file location,
initialize new database, configure your schedule backup settings, backup software database, restore
from backup database and also rollback to xPortal2005.

Restore Transaction

In Utilities tab (Refer Figure 30), you may launch restore transaction tool to restore database
transaction.

V1.1 20/10/2014 30
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B xPortal3000 Server Configuration Manager = B
| System Status | Software Settings Database Settings Utilities

Please noted that restart services is required after modified settings.
| Edit \
Current Configuration File : C:\ProgramDatz\MicroEnginelxPortal3000 v1\Server p
\¥PDBSetingDefault.cfg
(i

‘ Create New ‘ Initialize new database.
| Schedule Backup ‘ Configure your schedule backup settings.
| Manual Backup ‘ Backup software database to FBK file format

Restore from backup datsbase. For safety reason, backup current database is

Restore -

required.

| Rolback | Rollback to xPortal2005.

tate : [ Running ] Startup Mode : [ Automatic ] Database : [ Connected ] Controller Polling : [On ]

Figure 29 - xPortal3000 Server Configuration Manager (Database Settings)

& %Portal3000 Server Configuration Manager > B
| System Status | Software Settings Database Settings Utilities l
| Restore Transachon Tool ‘ Launch Restore Transacon Tool

Startup Mode : [ Automatic ] Databa [ Connected ] Controller Polling : [On ]

Figure 30 - xPortal3000 Server Configuration Manager (Utilities)
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Getting started with xPortal3000 Client
Launching xPortal3000 Client

i)

wPortal3000

i. To run xPortal3000 Client, double-click on Client icon at Windows Desktop. The following

window will appear.

xPortal3000 Client Login

* UserlD and Psssword sre Case Sensitive

(®) English (United States)
Language : )
(_) Bahasa Malaysia

UserID :

Password :

£

Connection Setup ‘ |/ 0K ’ ‘x Cancel I

LOCALHOST : 7381

Figure 31 - xPortal3000 Client Login Window
ii. If you are starting xPortal3000 Client for the first time, you need to setup the server connection
setting by specifying the TCP Port number that is used in communication between Server and
Client applications.

Table 5 - Client Login Window Description

Name Description
Language You may choose your interface language either English or Bahasa Malaysia for
your client
User ID Default user ID is Manager (case-sensitive)
Password Default password is Managerl (case-sensitive)

Connection Setup You may choose your server location from options provided and specify the
Port Number. (Refer Figure 31)

Note: Only one user can logged in to xPortal3000 Client at one time
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Server Connection Setup

i. Configuring Connection Setup:

| g5 Connection Setup

1. Click on button.
2. The following window will be shown:

—Server Location

{* Same Computer

i~ Identified by IP Address

i~ Identified by Computer Name

Port: 7381 £

[y‘* oK 'H Cancel]

Figure 32 - Server Connection Properties
3. Choose Server Location according to your system configuration (Refer Table 6) :

Table 6 - Server Location Description

Server Location Description
Same Computer The xPortal3000 Server application is installed and run within the same
workstation.
Identified by IP The IP address of workstation where the xPortal3000 Server application is
Address installed and run.
Identified by The xPortal3000 Server application is installed and run in the computer that is
Computer Name connected with the same LAN. You can browse the computer name from the

list by clicking on Browse Computer Name button.

4. Set port number. Default is 7381. The value must be same with the port number set in the
Server Configuration Manager.

Software Port : 7381 o= Port: 73811
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5. Click OK to confirm and save settings.

Startup Wizards

A Startup Wizards will be shown after you logged in to the xPortal3000 Client. Using this startup
wizard, it will guide you step by step on how to setup the hardware, work schedule, and manage card
users’ details and generating report.

| ) Welcome to xPortal3000 Client

This page will guide you how to setup the door access system.

Setup connection, controller, door,
@ alarm panel, output, input, lift panel,

and floor relay for your access control
system. a
Setup work schedule that will be
assigned to card users in the next
Hardware

step. You may skip this step if you do
not use the time attendance feature.

Shift Schedule

@ Generate transaction report and staff's =S \

time attendance report.

Card User
Manage card user details for your door
@ access system.
Help
Run on software startup ® Close ]
Figure 33 - Startup Wizards
Table 7 - Startup Wizards Description
Name Description
Hardware Setup connection, controller, door, alarm panel, output, input, lift panel, and
floor relay
Shift Schedule Setup work schedule that will assigned to card users. (Skip if not use time
attendance feature)
Card User Manage card users details
Reporting Generate report
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Hardware

A. New Controller Wizard

-

Hardware

i

1. Click on button.

2. The following window will be shown. You can select the operating mode such as Door Access/

Car Park, Lift Access and Door Access + 10. For this example, we will choose Door Access/ Car
Park operating mode (Refer Figure 34).

This page will guide you how to setup the door access system.
Select operating mode :

(=) Door Access / Car Park

O Lift Access system hardware and software. You need to let the

software knows how it should communicate with each

Defining and setting up connection method between 6

() Door Access + 10 controller.
Controller is an important component in an access
i control system. You need to specify the configuration
New Controller Wizard a settings of each controller (hardware) that installed in
—_— this system.

| OR

| Doorin the access control system also means the
reader of the controller. It will controls the locking
J device and monitor the exit push button and door

sensor input.

Device Lookup

Run on software startup |§uﬂ Back | |'3 Close

Figure 34 - Startup Wizards (Door Access/ Car Park)
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3. To configure the hardware, you can use the Controller Wizard by clicking on *

button.

E_ Controller Wizard

Microkngine,

Integrated Security Systems

4. The following window will be shown (Refer Figure 35).

Welcome to Controller Setup Wizard

This wizard will guide you to setup a new controller with basic settings.
If you wish to set the controller to active mode, please make sure the controller is properly connected to the
computer.

Supported Controllers List :

- XP-CPROS - XP-SR1000 - XP-CPROSE

- ¥P-CPRO10 - ¥XP-M1000XE - XP-CPRO10E
- XP-CPRO20 - XP-M1000CPX - XP-CPROZ0E

- ¥P-CPROL - ¥XP-GT3200LE

- XP-GT3200L - XP-GT 3200LCPX - XP-5R.1000E

- ¥P-GTR3200L - ¥P-GTR1200LE - ¥P-SR1000CPX
- XP-M1000X - XP-GTR1200LCPX - XP-CPROLE

- ¥XP-M1000i - XP-GTR3000LE

- XP-M2000i - XP-GTR3000LCPX

- ¥XP-C2000

Please make sure the controller model is correct,

To continue, dick Mext

Next> | Cancel

Figure 35 - Controller Wizard

5. Please check your controller model from the Supported Controller List provided.

6. Click Next to continue.

7. The following window will be shown (Refer Figure 36).
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) Controller Wizard =
Controller Settings

Configuring controller model and settings

Controller Image

Model No : GT-3000
Code: GF Ctrl

Description : Ground Floor Contraller

Site : MainQffice
Unit No : o

¥ Download Controller Setting

V¥ Download Card Setting

| < Back | | MNext = | | Cancel
Figure 36 - Controller Settings
8. Enter the information of the controller as described below:
Table 8 - Controller Settings Description

Fields Description
Model No Controller model.
Code*** A short name to represent this controller. Max Length = 15.
Description A descriptive name about his controller. Max Length = 40.
Site Specify site where this controller is located.
Unit No Specify address of this controller, must be unique by connection. Value = 00 to 15.

Note: If your controller is a single-door controller, your Unit No must be set to 0.
***Note: This field cannot be edited after saved the setting.

Table 9 - Download Setting

Fields Description
Download Controller Setting The software will automatically send the Controller Setting to the
selected door controller(s) if you tick the checkbox.
Download Card Setting The software will automatically send the Card Setting to the

selected door controller(s) if you tick the checkbox.

9. Click next to continue.
10. The following screen will be shown.
- You may use the existing connection which is using Direct Serial Port (Default using COM 1)
or you may create another new connection.
- If you check the “Create New Connection” checkbox, you may create either Direct Serial Port
connection or Local Area Network (LAN) connection. Refer Figure 37 below for LAN
connection setup.
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] controller Wizard !

Connection Settings
Configuring connection settings

Use Existing Connection : | |

- ¥ Create New C ction @

Network Type : |LAN (Buit-In) I~

Code: |Lan 1 |
Description : |LAN Connection

Comm No : | |

Baud Rate : | |

Remote IP Address : (o] [wsE .| 16 .| uE

| <Back || Mext> || cancel |

Figure 37 - Connection Settings (LAN Connection)

11. This is the connection setup using Direct Serial Port (Refer Figure 38).

"_'_ Controller Wizard

Connection Settings
Configuring connection settings

Use Existing Connection : | |

- ¥ Create New Connection @

Network Type : |Direct Serial Port |

Code: |comz |

Description : |com2 rsa8s

Comm Mo : |comz [v] [ Show al
Baud Rate : ormal |

Remote IP Address : | | . | | . | | .| |

((ms J(ro ) (o )

Figure 38 - Connection Settings (Direct Serial Port)
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12. Enter the information of the connection as described below:

Fields
Network Type

Code***
Description
Comm No
Baud Rate

Remote IP Address

Table 10 - Connection Settings Description
Description

Specify a connection method. Available choices are as follow:
1) Direct Serial Port
- The controller is connected to PC using RS232 or RS485 (through MCI/ USB
to RS485 converter).
2) LAN (Built-In)
- The controller is connected to PC using controller’s built-in interface module
or using external LAN interface unit.
A short name that describes the connection. Max length = 15.
Longer description for the connection. Max length = 40 characters.
Specify Serial Comm Port number.
Specify Direct Serial port connection speed in bits per second (bps),
1) Normal
- Data will be transmitted at 2400 bps.
2) Advance
- Data will be transmitted at 9600 bps.
2) Super Advance**
- Data will be transmitted at 19200 bps.
Specify controller’'s IP Address or Remote IP Address of the external LAN
interface unit.

Note: If your MCI jumper is shorted, set the baud rate to Advance. Otherwise, set to Normal.
Note: MCI = MicroEngine Serial Converter.

**Note: This is applicable for C2000 controller.

***Note: This field cannot be edited after saved the setting.

13. Click next to continue.
14. The following screen will be shown (Refer Figure 39).
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T controller Wizard FE
Door Settings

Configuring doar reader and details

Code: Main Door i
Description : Main Door H
Door Model : Controller

Reader Type : MicroEngine A10

Is Attendance Capturing Door : Yes. Use both Entry and Exit for Att.In and Att.Out

[~ skip this step. I will setup it later

< Back | | Mext = | | Cancel
Figure 39 - Door Settings
15. Enter the information of the door as described below:
Table 11 - Door Settings Description

Fields Description
Code*** A short name to represent this door. Max length = 15.
Description A descriptive name about this door. Max Length = 40.
Door Model Specify Reader Interface model.
Reader Type Specify reader output format.
Is Attendance Specify how this door will be used in attendance calculation.

Capturing Door

Note: If you wish to setup the door settings later, check the “Skip this step. | will setup it later”
checkbox.

***Note: This field cannot be edited after saved the setting.

16. Click next to continue.
17. The following screen will be shown (Refer Figure 40).
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@ controler Wizard . ®m

Door Access Assignment {Door Code : Main Door)
Grant access of this door to selected staff(s)

¥ all staff Time Zone : 001
Specific Staff

Find

Select Al UnSelect all Update

[ skip this step. I will setup it later

| < Back || Next > | | Cancel

Figure 40 - Door Access Assignment

If you are configuring the door access for the first time:
- You will not see any staff records yet so you will not be able to select specific staff.
- The Time Zone will only show you the default Time Zone which are 000 (No Access) and 001

(Full Access).
- Please check “All Staff’ checkbox and select the Time Zone 001.

Note: If you wish to setup the door access assignment later, check the “Skip this step. | will setup it
later” checkbox.

18. Click Next to continue.

19. The following screen will be shown (Refer Figure 41).

20. The summary will show you settings that you have set, before you continue on saving the
settings.
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T controller Wizard 23]
Summary
Listed below are summary of various settings before proceed to settings saving.
Model Mo : GT-3000 "
Code : GF Ctrl
Description : Ground Floor Controller
Site : MainOffice
Unit Mo @ 0
===============—==——==——= Connection Configuration ==============—c==cc==oo-
Metwork Type @ LAN (Built-In)
Code : LAN 1
Description : LAN Connection
Remote IP Address @ 192, 168.001.014
========================= Door Configuration =========================
Code : Main Door
Description : Main Door
Door Model : Controller
Reader Type : MicroEngine A10
Is Attendance Capturing Door ; Yes, Use both Entry and Exit for Att.In and Att.Out
TTL In Reader No : NOT USED
TTL Out Reader No : NOT USED
Lnit Mo = 0
v
| <Back |f Next> i | cancel

Figure 41 - Controller Wizard Summary

21. Click Next to continue.
22. The following screen will be shown (Refer Figure 42).
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7 . Controller Wizard X

Settings

Saving device settings into databasze. Please wait for a moment,

Step 1: Adding Connection
Success.

Step 2: Adding Controller
Success.,

Step 3: Adding Door(s)
Success.,

xPortal3000

Fleaze wait for a moment while refreshing the
contraller record!

20%

Step 3: Adding Door({s)

Figure 42 - Refreshing controller window

23. The refreshing controller record pop up message will be shown. Click OK to proceed.
24. Make sure your delivery report has no error and all sending data is OK (Refer Figure 43).
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Settings
Saving device settings into database. Please wait for a moment.

g Delivery Report | x|

Step 1t -
‘:ucE'P!:. Delivery Report
Step 2:| [T oma o
cuccess == No.t 31, Sending Clear Time Set for Door Controller [GF Ctrl] "
Step 3: ++ Send OK!
cuccess |=®No.t 32, Sending Set Time Set for Door Controller [GF Ctrl], Rec No : [0]
Step 4| [++Send OK!
> Now: 33, Sending Set Time Set for Door Controller [GF Ctr], Rec No @ [1]

++ Send OK!

== No.: 34, Sending Clear Time Zone for Door Controller [GF Ctrl]

++ Send OK!

> No.: 35, Sending Set Time Zone for Door Controller [GF Ctrl], Rec MNo @ [0]

++ Send OK!

> No.: 36, Sending Set Time Zone for Door Controller [GF Ctrl], Rec MNo @ [1]

++ Send OK!

> No.: 37, Sending Set Door Parameter for Door Controller [GF Cirl], Rec Mo : [0]

++ Send OK!

##% Sent 137, Error :0 %5

v
|@ Close

— ]
| Step 4: Downloading Controller Settings j

Figure 43 - Delivery Report

25. Click Close to continue.
26. A completing the controller setup
£} controller Wizard

Miﬂ[‘ﬂl}“gi“ﬂ@ Completing the Controller Setup Wizard

|ntegrated Secur]ty Systems You have successfully completed the wizard, You can chedk and modify the settings after this from Control Panel/
Hardware,

wizard screen will be shown (Refer Figure 44).

Click "View Summary' to view the summary of the device settings that you just performed.

‘ View Summary |

Click Test Connection' to check the contraller's connection status. You can view the connection status of all the
controllers at the Device List also,

‘ Test Connection |

[ Continue to add anather contraller

_ = Tocdose this wizard, dick Finish

Figure 44 - Completing the Controller Setup Wizard
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27. Click “View Summary” button to see the summary of the device settings that you just performed.
28. Click “Test Connection” to check the controller's connection status (Refer Figure 45).

! Diagnose Controller @
—Controller —Connection ] .
_— o el _—— 1A |@ Edit Controller |
Description: Ground Floor Controller Connection Type: LAN (Built-In) 2 Refresh Connection |
Unit No: oo Comm Ne: ; :
Model No: GT-3000 Baud Rate:
Remote IP: 132.168.1.14
[5131:us | Test Result Remarks ]
@P Chedk Controller Status of Same Bus This controller is UP.
Check Network Availability IP Address for Communication = 192, 168,1.239,
Status: Found

Active network adapter(s) found:1
J 1. Realtek PCIe GBE Family Contraller
Status: Up
DHCP: False
IP Address: 192.168.1.239
Subnet Mask: 255,255,255.0,64
Gateway: 192.168.1.1

Check Network Controller Status Found Other Metwork Controller (s) is Up.
Last Packet Received Time: 24/6/2014 11:01:26
AM
@P Ping Controller at 192, 168.1.14 Ping succeeded

st to Send Command to Controller Send command succeeded

Version:XP-GT3200L ver 3.00

[W Chedk Again | |@ Close |

Figure 45 - Diagnose Controller

29. Click Close to exit the wizard.

B. Device Lookup

1. Device lookup will search for controllers that connected to the same subnet. To start searching for

controller, click on Q— button.
2. The following screen will be shown (Refer Figure 46).
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ﬁ.: Controller Discovery

3

— —
Q &3 L
Search Device  Configure Controller  Add Controller
Found Controller Name IP Address Controller Model Serial Mo "
192.168.1.25 XP-M1000i M2K123456789012 00:04:AT:
Device Discovery
Searching for controller, remain time out = 4
|| =
Controllers found: 1
W
£ >

Figure 46 - Device Lookup

3. A Device Discovery window will be shown (Refer Figure 47). Device discovery will search for
available controller and display the controller in Controller Discovery window (Refer Figure 48).

Device Discovery

Searching for controller, remain time out = 4

= s |

Controllers found: 1

Figure 47 - Device Discovery
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ﬁ.: Controller Discovery

3

= —
Q &3 L
Search Device  Configure Controller  Add Controller
Found Controller Name IP Address Controller Model Serial Mo "
192,168.1.25  XP-M1000i M2K123456789012 00:04:A3:
v
< >

Figure 48 - Controller Discovery

L

4. Click on | #Add Controller | jcon to add the controller.

5. To configure the controller, click on |<enfigure Controller | jcon to configure the controller without
going to web diagnostic. Configure controller window will be shown (Refer Figure 49).
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[ configure Controller

v @

0K Close
Model No: KP-M 10000
Unit No:: 0
Serial No: M2K 123456789012
Default MAC Address- 0o + 04 TA3 HIE = =32 : |FB
Default IP Address: 132 .| 168 . 1 -| 10 [T InDiagnosticMode
—Settings
Device Name: M10001
Device Description: NOT SET
MAC Address: 00 |04 :|A3 i3 1|32 :|FB [T Use Default
IP Address: 2. 8. 1| »E
Subnet Mask: 25503 . 2550 . 255 -] o
Gateway: w2l .8 . 1B 1B
Primary DNS: . 24 . 1B 1B
Secondary DNS: oH. . - oF
Board Port 6268 [2]
Server Settings
Current Server |P Address: 192.168.1.136 [] Use Selected Server IP Address
Server IP Address: w2 . w8l . 1E]- 2=
Server Port 5263 E
Enhanced Network Encryption (AES 128): () off (*) on (Motes: Set Only)

Figure 49 - Configure Controller

6. You can change the settings in the controller such as IP Address, Server IP Address, Subnet
Mask and Gateway. Click OK to save the changes.

Note: Device Lookup only applicable for XP-M1000i and XP-M2000i controller using LAN connection.
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Shift Schedule
A. Method 1 Using existing shift schedule

Shift Schedule
1. Click on icon.
2. The following screen will be shown (Refer Figure 50).
) Welcome to xPortal3000 Client 23

This page will guide you how to setup the door access system.

- ~
Code Description In Grace (mins) Out Grace (mins) Details
» |Default Default Shift 005 020 More. ..
| ] Shift 2 Fixed Working Time without Capture Lunch 002 020 Mare...
] shift 3 Flexible Working Time with 1 hour lunch 02 020 Mare. ..
] Shift 4 Flexible Working Time without lunch capture 02 020 More...
] Shift 5 Fixed Working Time with OT Claims 02 020 Mare. ..
] shift & Flexi Waorking Time with OT Claims 02 020 More...

. »

} H@H@”@Q\

Using Wizard to quide you step
by step in order to create a Existing shift list in database.
new shift record.

Manually add new shift record. Delete selected shift record.

Edit selected shift record.

Run on software s@rtup LQ,-H Back J Lﬂ Close J

Figure 50 - Shift Schedule

3. Choose the existing shift that you want to use click to edit or delete the shift schedule
(Refer Figure 51).
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) shift Info - Default

Lunch Lunch 3
\S;ca::tking E'.I::rking Lo Lunch End IEL A Ei;i:riﬂd I&I;I;ct:rEend & ::I'I;rking Is Flexi
Start Capture Capture - Claims?
Time Time ) Begin End Hour
Begin End

» Monday 0 | 17:30 12:30 13:30 12:00 13:00 13:01 14:00 N 08:00 M
Tuesday 03:30 17:30 12:30 13:30 12:00 13:00 13:01 14:00 N 0§:00 M
Wednesday 08:30 17:30 12:30 13:30 12:00 13:00 13:01 14:00 N 08:00 N
Thursday 08:30 17:30 12:30 13:30 12:00 13:00 13:01 14:00 N 08:00 M
Friday 03:30 17:30 12:30 13:30 12:00 13:00 13:01 14:00 N 08:00 N
Saturday 1 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 2 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 3 00:00 00:00 0o:00 00:00 00:00 00:00 00:00 0o:00 N 00:00 M
Saturday 4 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 5 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Sunday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Holiday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Descnphon: Default Shift

In Grace (mins): 0os
Qut Grace (mins): 020
Trans. Coverage Start Time: 00:00
Working Hour Formula: {Last Clock Out if Early Out, End Working Time If Late Out) - (First Clock In If

Late In, Start Waorking Time If Earty In)
Lunch Break Fomula: (Break Last Clock In If Late In, End of Break If Early In) - (Break First Clock Out If
Early Qut, Start of Break If Late Qut)

Over Time Formula: Compute On Early In Late Qut Case

Deduct Late Out Grace (mins): No

OT Round Down Time (mins): 1

L|_..,.. Delete J L“ Close J

Figure 51 — Shift Info

, you will be directed to the following screen (Refer Figure
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[ Edit Shift Setting

v R

OK  Cancel
J' shift Schedule || Over Time |
Code: Jshift 2
Descnpbon: IFixed Working Time without Capture Lunch
Working Hour Formula: Last Clock Out if Early Out, End Working Time If Late Out Minus |First Clock In If Late In, Start Working Time If Early In
Lunch Break Formula: Break Last Clock In If Late In, End of Break If Early In Minus |Break First Clock Qut If Early Out, Start of Break If Late Out
In Grace (mins): 2 @
Out Grace (mins): 20
Transaction Coverage Start Time: [ili} H ]

Schedule Details

Start End Min
} .| Lunch | Lunch |Lunch Start Lunch Start | Lunch End Lunch End ; } )

Working| Working Start |End | Capture Begin | Capture End | Capture Begin | Capture End OT Claims? | Working | Is Flexi

Time Time Hour
» Monday |09:00 18:00 00:00 00:00 EEIEI:EIEI i Edit 00:00 N 08:00 N

i
Tuesday 09:00 18:00 00:00 00:00 00:00 7 5 = e e ] 08:00 N
Wednesday |09:00  18:00  00:00 00:00 00:00 0py kow To TUTUT 0 08:00 N
Thursday 09:00 18:00 00:00 00:00 00:00 Reset Cell 00:00 N 08:00 N
Friday 09:00 18:00 00:00 00:00 00:00 00:00 N 08:00 N
Reset Row

Saturday 1 | 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 2 | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 3 | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 4 | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 5 | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Sunday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Haoliday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N

* Mouse right click on the grid row to change.
*OT Claim and Flexi Shift: ¥ =Yes , N = No

Figure 52 - Edit Shift Setting

5. You can right click on the grid to edit the Start Working Time, End Working Time, Lunch Start,
Lunch End, Lunch Start Capture Begin, Lunch Start Capture End, Lunch End Capture Begin,
Lunch End Capture End, OT Claims, Min Working Hour and Is Flexi.

6. Click OK to update the record.

B. Method 2 Using wizard to create new shift

‘ o

—
EE

Lsing Wizard to guide you step
by step in order to create a
new shift record.

1. Clickon icon.
2. The following screen will be shown (Refer Figure 53).
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) shift Wizard

TR T[T wetcome to shiresetup wizare

Integrated Security Systems This shift wizard simplifies the implementation of create a new shift record by guiding you through a
series of simple steps.

ot et
G e s o D €41 e et e

0 3. o 12 oo e ot o bt

. v v bk e €
= s e
v Lot Ot 7 4' i S s ) o
| E po 3 et o T St T
Loy Twe: 3] 1 Oetety | s u - by et
| ey | ww o o -
) P U e - » 1
ot L e | wan l H ——— -
U it o I | H 1
©osmay| *
| =R | | 1 i T 1 |
L U
LT i A E e o - -
U et | ww L
| e
.
Pae Nt ik o0 8o g ErT
Reproni be
) St g v g ed
§ o g B: =3
i e v 341
imd ool m ommgl

_ ’ . To continue, click Next

e ) (o)

Figure 53 - Shift Setup Wizard

3. Click Next to start using the wizard.
4. The following screen will be shown (Refer Figure 54).
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c Shift Wizard

shift Work Setting
Assign a new name for your shift work.

1. Assign new shift name.
Shift Name :

Long Description :

Description

After successful created the new shift, the code then will be appear in edit staff details form.

|‘ Back | | Mext | | Cancel

Figure 54 - Assign shift name
5. Enter the information in the blank field. Click Next to proceed.

Table 12 - Shift Setting Description

Fields Description
Shift Name Assign shift name for the new shift.
Long A description about the new shift. Eg: Shift for Block A.
Description

6. The following screen will be shown (Refer Figure 55). You need to select the formula to calculate
the total working hour and formula to calculate the total lunch break. Click Next to proceed to the
next screen.
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F_:E Shift Wizard

shift Work Setting

Configure the formula of the shift work and lunch break.

2. How to calculate the total working hour?

Last Clock Qut if Early Out, End Working Tirme If Late Out Minus
Description

First Clock In If Late In, Start Working Time If Early In

The formula to calculate Total Working Hour in Daily Attendance Report.

If Is Flexi = N, Working Hour = Work End Time Rule - Work Start Time Rule

If Is Flexi = ¥, Working Hour = Last Clock Out - First Clock In

3. How to calculate the total lunch break?

Break Last Clock In If Late In, End of Break If Early In

Minus

Description

Break First Clock Out If Early Out, Start of Break If Late ...

The formula to calculate Lunch Deduction Hour in Daily Attendance Report.

Lunch Break Deduction = Lunch End Time Rule - Lunch Start Time Rule

|‘ Back | | Mext | | Cancel

Figure 55- Configure formula of shift work and lunch break
7.

In this screen, you need to configure the starting time of capture transaction and grace period
(Refer Figure 56). You can refer to the description provided to configure the settings. Click Next
to proceed to the next screen.
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c Shift Wizard

shift Work Setting
Configure the starting time of capture transaction and grace period.

4. What time start record the attendance transaction for a new day?
Transaction Coverage Start Time: 00 : 00

Description

Atransaction time will only be considered as valid transactions when it flows between Transaction Coverage Start Time and
23:59:59 (The end time in one day).

5. Configure grace period for late clock in and early clock out.
In Grace Period: SEI minis)

Description
A compassion of time (in minutes) that will be given to determine whether a staff is Early In in Attendance Report.

Compassionate Start Working Time = Start Working Time + In Grace (minute)

6. Configure minimum extra working time for auto OT claims.
Out Grace Period: 202 min{s)

Description

This is the minimum extra working time that must be fulfilled in auto OT calculation. This setting is used to determine whether staff
is eligible to claim OT if this is not a flexi shift.

|‘ Back | | Mext | | Cancel

Figure 56 - Configure start time of capture transaction and grace period

8. The following screen will be shown when you click Next (Refer Figure 57). You can configure the
calculation for staff who working overtime. You can refer to the description provided to configure
the OT. Click Next to proceed to the next screen.
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F_:E Shift Wizard

shift Work Setting

Configure calculation for working overtime (OT).

7. How to calculate the total overtime of a day?
Compute On Early In & Late Out Case

Description

The formula to calculate OT Wark Time in Daily Attendance Report. Only applicable if OT Claims = ¥ and Flexi = .

If Is Flexi = N, OT Work Time = Last Clock Qut - End Working Time - Out Grace {minute)

If Is Flexi = ¥, OT Work Time = Last Clock Out - First Clock In - Min Working Hour

8. Deduct late out grace?

Ho

Description

To determine whether Out Grace Time should be deducted from OT Work Time. Only applicable if OT Claims =Y.

9. How many OT round down time in minute?

OT Round Down: 1 min(s)

Description

The time block for counting the OT waork Time. Only applicable if OT Claims =Y.

|‘ Back | | MNext | | Cancel

Figure 57 - Configure calculation of OT

9. After you click Next, you will be directed to this screen (Refer Figure 58). You can configure the
weekly schedule for the new shift you have created. Right click on the grid row to change the
time.
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shift Work Setting
Configure the weekly schedule for the new shift.
10. Configure the weekly schedule.
Monday : . oo, 00:00
Tuesday 00:00 w Edit 00:00 00:00 00:00 00:00 00:00 00:00 M N
Wednesday | opion B]  CoPY Row To 00:00 00:00 00:00 00:00 00:00 00:00 M N
Thursday 00:00 é Reset Row 00:00 00:00 00:00 00:00 00:00 00:00 M N
Friday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 M M
Saturday 1 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 M N
Saturday 2 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 M N
Saturday 3 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 M N
Saturday 4 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 M N
Saturday 5 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 M N
Sunday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 M N
Holiday 00:00 00:00 00:00 0o:00 00:00 00:00 0o:00 00:00 Q000 M N
* Mouse right click on the grid row to change.
* 0T Claim and Flexi Shift : ¥ = Yes , N = No
| Back | | Mext | | Cancel

Figure 58 - Configure weekly schedule

10. The following screen will be shown after you right click on the grid row (Refer Figure 59). You
can configure shift hour and lunch hour in this screen. Click OK to update the changes.
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) configure Schedule - Monday

Attendance Start Lunch End Time Lunch End Time
Time recording recording from recording until ?—E't::(::goo:dfnn;
from here here here until here
] "
! I
Lunch Start Time Lunch Start Time " :
recording from recording until - i
here here i -
i i
: I
Shift Start Lunch Start i Lunch End i shift End
]
i I
! I
[} 1
¥ I
T I
i i
00:00 09:00 00:00 00:00 00:00 00:00 00:00 00:00 18:00 23:59
Schedule Qutput
"_l'
Is Working Day
[ Is Flexible Shift
’;j Start Working Time: 09 :00
% End Working Time: 18 S i
[11s Calculate Overtime (OT)
=]
o
i
L
=)
 y
-
—1
[ Help |§f' oK | |x Cancel |

Figure 59 - Edit schedule

11. A screen to duplicate setting will be shown to duplicate setting for other day of the week (Refer

Figure 60 and Figure 61).
xPortal3000 H

Duplicate same settings for another day?

Figure 60 - Duplicate settings
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" copy To 53]

Select the day of week to be duplicated to:

[ ] Saturday 1 [ | Sunday
Tuesday [] saturday 2 [ ] Holiday
Wednesday [] Saturday 3
Thursday [] saturday 4
Friday; [] Saturday 5

Figure 61 - Day to duplicate the schedule

12. Click Next and save setting screen will be shown (Refer Figure 62). Click Yes to confirm and

you have already create a new shift.
¥Portal3000 “

Save the setting?

v e« ]e w |

Figure 62 - Save setting

C. Method 3 Manually add new shift record

o

Manually add new shift record.

1. Click on icon.
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2. The following screen will be shown (Refer Figure 63).

v R

OK  Cancel
J' Shift Schedule || Over Time |
Code: |
Description: |
Working Hour Formula: Last Clock Out if Early Out, End Working Time If Late Out Minus |First Clock In If Late In, Start Working Time If Early In
Lunch Break Formula: Break Last Clock In If Late In, End of Break If Early In Minus |Break First Clock Out If Early Out, Start of Break If Late Out
In Grace (mins): 5
‘Dut Grace (mins): 20 %
Transaction Coverage Start Time: oo ]

Schedule Details

\F:tJZ:tking ‘.E'.I::rking ;:*_JMh Lunch | Lunch Start ) Lunch Start | Lunch End ) Lunch End OT Claims? \TI'I:rking Is Flexi

Time Time art | End Capture Begin | Capture End | Capture Begin | Capture End Hour
» Monday QUUHIL 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Tuesday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Wednesday | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Thursday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Friday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 1 |00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 2 | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 3 |00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 4 | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday 5 | 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Sunday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Holiday 00:00 00:00 00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N

* Mouse right click on the grid row to change.
=0T Claim and Flexi Shift: ¥ =Yes , N =MNo

Figure 63 - Add shift setting

3. Enter the information of the shift as described below:

Table 13 - Shift Setting Description

Fields Description
Code*** A short name to represent the shift. Max Length = 15.
Description A descriptive name about the shift. Max Length = 40.

Working Hour Specify formula to calculate Normal Working Hour in daily attendance report.
Formula

Lunch Break Specify formula to calculate Lunch Deduction Hour in daily attendance report. This
Formula setting is not applicable if the lunch shift is not set.

In Grace (mins) = Specify compassionate time that determines whether a staff is Early In or Late In.
Out Grace Specify time that will be deducted from OT work time. This is applicable if OT
(mins) Claims is Y and Is Flexi is N.

Transaction Specify the start time when attendance transactions will be considered as valid.
Coverage Start

Time

***Note: This field cannot be edited after saved the setting.

4. If you click on Over Time tab, the following screen will be shown (Refer Figure 64).
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I Shift Schedule I Over Time |

‘Over Time Formula: Compute On Early In & Late Out Case

Deduct Late Out Grace (mins): No

OT Round Down Time (mins): 15

Figure 64 - Over Time tab
Table 14 - Over Time Setting Description
Fields Description

Over Time Specify formula rule to calculate OT Work Time.
Formula
Deduct Late Deduct or ignore Out Grace in OT Work Time calculation.
Out Grace
(mins)
OT Round Specify time block for OT Work Time calculation. This setting is applicable if OT
Down Time Claimsis'Y.
(mins)

5. In Schedule Details, you can configure the time for the shift (Refer Figure 65). Right click on
the grid row to edit the time.

Schedule Details

Start End Min

#_onreking #_onreking Ié:‘.-lanrcth Iéﬁgd.l tiginrset%r:gin I(_Zggitrset%:d I(_Zgnpi':lrEengegin Iélggi:ringnd OT Claims? :‘;J:_dng Is Flexi
» Monday |JHL = 0:00 00:00 00:00 00:00 N 00:00 N
Tuesday | 00:00 0:00 00:00 00:00 00:00 N 00:00 N
Wednesday |00:00 Copy Row To 0:00 00:00 00:00 00:00 N 00:00 N
Thursday | 00:00 Reset. Cell 0:00 00:00 00:00 00:00 N 00:00 N
Friday 00:00 Recet Row 0:00 00:00 00:00 00:00 N 00:00 N
Saturday 1| 00:00 0:00 00:00 00:00 00:00 N 00:00 N
Saturday2 |00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday3 |00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday4 |00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Saturday5 |00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Sunday 00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N
Holiday  |00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00 N 00:00 N

* Mouse right click on the grid row to change.
=0T Claim and Flexi Shift: ¥ =Yes , N=No

Figure 65 - Schedule Details

6. To edit the time for the shift, the following screen will be shown (Refer Figure 66). You can

change the time according to your workplace.

v R

QK

Cancel
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Figure 66 - Edit Time

7. After you have finished configure the shift setting, click OK to save the setting.

Card User
A. Method 1: Creating Card User Record by Normal Mode

|_\li_|

Card User

1. Clickon icon.
2. The following screen will be shown (Refer Figure 67).

"—;: Welcome to xPortal3000 Client lz|
This page will guide you how to setup the door access system.
ﬁ Please select your option :
Metheod 1 : Creating card user record by normal mode. . —
Ca T AL ]
B [ gl A
= B = |
= = 1 eon |
\f"\;’
Run on software sartup |<,,.u Back | |x Close

Figure 67 - Startup Wizard (Card User)

This is startup wizard for card user. There are 2 methods to add user records.
a. Method 1: Creating card user record by normal mode.

b. Method 2: Importing card user record from Excel or CSV file.
3. Please click on method you wish to use.

V1.1 20/10/2014 62



Microkngine,

Integrated Security Systems xPortal3000 User Manual

4. If you choose Method 1, the following screen will be shown. (Refer Figure 68).
xPortal3000 x

Mo record found!

Figure 68 - No Record Found

5. You will see this message because you have not added any staff record yet. Click OK to
continue.
6. The following screen will be shown. (Refer Figure 69).

F Add staff Detail 23]
"
0K Cancel
J‘ & General Info Kl‘rje Door Accessibility ‘
Token Type: Proedmity Card Allow 1:M Finger Print Identification
Verification Mode: By Door
Card Na:
StaffNo:
Staff Name:
Branch: HO Start Date: 2014/06/24
Division: NfAvailable End Date: 2024/06/24
Department NfAvailable AntiPassback Enabled: Y GetImage Clear Image
Job Title: N/fAvailable Card Lock Enabled: Y Image Size : 160, 130
Attendance Door Group: N/Available Vehicle No:
Shift Code: Default Parking Lot
Floor Access Code: FreeAccess Customer ID:
Super Card: N Remark 1:
Activate: Y Remark 2
Remark 3:
User Define Field (Optional) Card Assignment Info
Assigned By:
Assigned Date:
Unassigned By:
Unassigned Date:
Date Of Creation: 2014/05/24
Figure 69 - Add Staff Detall
7. Enter the information of the Staff as described below:
Table 15 - Add Staff Description
Fields Description
Token Type*** Specify token type that represents staff’s identity.
Verification Mode Specify verification mode that staff need to pass to gain access.
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Allow 1:N Finger Print
Identification

Card No/ ID No***

Staff No***

Staff Name

Branch

Division

Department

Job Title

Attendance Door Group

Shift Code
Floor Access Code

Super Card

Activate

Start Date

End Date

Anti Passback Enabled

Card Lock Enabled

Vehicle No
Parking Lot
Customer ID
Remarks 1-3
Assigned By
Assigned Date
Unassigned By
Unassigned Date
Date of Creation
Get Image
Clear Image

Enable this staff to access a door by using finger print only.
(Note: This option only applicable for finger print controller)
Enter unique Card number/ ID number.

Enter unique staff ID.

Enter name of staff.

Specify branch of the staff attached to.

Specify division of the staff attached to.

Specify department of the staff attached to.

Specify job title of the staff.

Specify preset Door Group that will be included in staff's attendance
calculation.

Specify preset Work Schedule of the staff.

Specify preset Floor Accessibility of the staff. Floor Accessibility defines
staff’s accessibility to certain group of Floor Zone(s).

Specify staff's Super Card status. A Super Card staff can toggle the
Inhibit mode of the door which its Supervisor Mode is Yes.
Enable or disable the card.

Specify activation date of the card.

Specify expiry date of the card.

Enable or disable anti passback for the staff.

(Note: This is applicable to XP-M1000i and XP-M2000i only.)
Enable or disable card lock out for the staff.

(Note: This is applicable to XP-M1000i and XP-M2000i only.)
Enter staff’'s vehicle plat number.

Enter staff’'s parking lot number.

Enter customer ID.

Enter comment about the staff.

System User code who create this staff record (not editable).
Create date of this staff record (not editable).

System User code who delete this staff record (not editable).
Staff record deletion date.

Creation date of the staff record.

Load a staff's image (Supported format are .omp and .jpg only).
Remove the staff's image from the system.

***Note: This field cannot be edited after saved the setting.

8. Click on

E!_ Dioor Accessibility

tab to set the door accessibility for your staff.

9. The following screen will be shown (Refer Figure 70).
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] Add Staff Detail

OK  Cancel
Q. General Info E-) Door Accessibility}
=) E
[Ey Load Door Accessibility Template ]
. Load existing d list.
-- Door Access List -——— 9 200 2R bl UnSelect All
No | Is Selected | Door Name |T|me Zone
r h r Not Available 000
2 r Main Doar 000
< Total: 0

i. Press the 'Load Door Accessibility Template’
button to load existing door access list.

ii.  Tick the door(s) from the list to grant
permission for this staff.

iii. Double click the Time Zone agrid cell to set the
door access time zone.

iv. Default Time Zone :
000 = Mo Access 001 = Full Access

v.  Anew door access code will automatically
created if not matched with existing list.

vi.  An existing door access code will auto
assigned to this staff if selected data matched
with existing door access record.

Figure 70 - Door Accessibility

Note: You may see there are descriptions tooltips when you hover your mouse to the text field.

10. Click [E?

Load Door Accessibility Termplate

Template.

11. The following screen will be shown (Refer Figure 71).

icon to load your Door Accessibility
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) Salact Door Access

A P v %

Send Data Retrieve Data OK  Cancel

Door Accessibility:

Access Code Description Enable| Start Date | End Date
000 Mo Access Mo Access to All Doors M 2014/06/23  2034/06/23
101 Free Access Free fccess to All Doors Y 2014/06/23  2034/06/23

Office Staff A= Y |2014/06/25 | 2034/06/25
—Manage Doors
Mo | Is Selected | Door Code | Door Description |T|meZnne
3 | [v Main Door Main Door ooz
2 r N/Available Not Available 000
+/ Total1

Figure 71 - Select Door Access

12. Select your Door Access code and then click OK to confirm.
13. The following screen will be shown (Refer Figure 72).
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xPortal3000

Confirm load selected door access?

Figure 72 - Confirm Load Door Access

14. Click Yes button to confirm load the selected door access.
15. The following screen will be shown (Refer Figure 73).

! Add staff Detail

v B

QK | Cancel

‘ &General Info “ E—BDnur Accessibility |

[Ez Load Door Accessibility Template J

-- Door Access List —- Select All UnSelect All
No |IsSelected |DoorName | Time Zone

3 1 [v Main Door 002
2 I~ Not Available 000

Figure 73 - Loaded Door Access

16. Your Door Access List will show the selected Door Accessibility.
17. Click OK to confirm and save changes.
18. A "Record Added!" message will be shown. Click OK to continue (Refer Figure 74).
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xPortal3000

G Record added!

Figure 74 - Record Added

19. The software will automatically send user setting (install card) to all controllers.
20. After downloading all the settings, it will display a report of data being sent. Click Close to return
to Staff Detail Setup menu (Refer Figure 75).

! Delivery Report £
Delivery Report
[ Mo, @ 1f1, Sending Install Card for Door Controller [GF Ctrl], Rec Mo : [795643]
++ Send OK!

## Sent i1, Error ;0 ##

|@ Close |

Figure 75 - Delivery Report (Install User)

21. The newly added staff record will be added to the staff record list.

Staff No Card No Staff Name Branch Department Division Job Title Door Acc

795549 LEE GI KWANG Q N fAvailable N/favailable NjAavailable

Figure 76 - Staff Record List

B. Method 2: Importing card user record from Excel or CSV file

1. Create your staff record using Text File (Refer Figure 77) or Microsoft Excel (Refer Figure 78).
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~| Staff Records - Notepad - U

File Edit Format View Help

S5taff No, Card No, Hame L
STAFF 00000&, 00000&, STAFF &
STAFF 000007, 000007, S5TAFF 7
STAFF 000008, 000003, S5STAFF 8

Figure 77 - Staff Records.txt

HS- .
FILE HOME IMSERT PAGE LAYOUT
ol

B gE’C“t Calibri - |11
2 Co -

Paste P I u - if-

- ¥ Faormat Painter - -
Clipboard Fa Font

R20 - I
Fi B C D

1 |Staff No Card No Mame

2 |STAFF 000006 000006 STAFFG

3 |STAFF 000007 000007 STAFFY

4 |STAFF 000008 000008 STAFFS8

5

Figure 78 - Staff Records.xls

Card User

2. Click on L= " | button.
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Method 2 : Importing card user record from Excel or CSV file.

saser
[EaT I

[ P PR o T

e ue

3. Then click on

4. The following screen will be shown (Refer Figure 79).

5. Click on Data Source drop down list and select your data source type. There are 2 types of

source you can choose which are Text File or Microsoft Excel.

) Import Staff

Select Data Source
Please select the data source.

[
» TextFile w

Data Source:

&

— File Format

File Name: I

Column Delimiter: IComma Lk VI

Browse ... |

— Import Rules

{* Addonly

= Update matched records, Add if unmatch =
' Update matched records only *

' Delete only

* Only recands with the same Staff No are considerad matched.

Next = | Cancel I

button.

Figure 79 - Import Staff

6. You can select your Column Delimiter if you select Text File Data Source (Refer Figure 80).

- File Format

File Name:

IC:‘l.IJsers‘l,admin‘l,Desktop‘lSEFF Records.csy

Column Delimiter: IComma Lk ;I

Figure 80 - Column Delimiter (Text File)
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7. You can select your Sheet Name if you select Microsoft Excel Data Source (Refer Figure 81).

File Format
File Name: |C: Wsersadmin'Desktop\StaffRecords. xls
Sheet Mame: |Sheet15 j

Figure 81 - Sheet Name (Microsoft Excel)

8. Select Add Only under Import Rules.
Import Rules

f* Addaonly

(" Update matched records, Add if unmatch *
(" Update matched records only

(" Delete only

* Only record's wath the same 5taff No are considenad matched

Figure 82 - Import Rules

9. Click Next.
10. The following screen will be shown (Refer Figure 83).

11. Set the column number at Source Column No. for each Destination Field you wish to add.
Double click to update the value.

12. Make sure you set the right Start From Row and End At Row number.
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! Import Staff

52
Column Mapping I —
Please editthe mappings and import row range. ,__c' 4
Caol 1l Col 3 ~
STAFF 000006 | 000006 | STAFF 6
STAFF 000007 000007 STAFF7
STAFF 000008 000008 STAFF 3
v

Total Records - 8
General | Image |

You can edit the Source Column No. and Default Value as needed

Destination Field Sourc

Start From Row:
Staff Name 3 Il 3: Choose Selected Row |

End At Row:
VerificationMode

|3 3: Choose Selected Row |

Default Value [~ Update Selected Columns Only

Notes: Leave the Source Column No. fo 0 for defaulf value

o Optional, max. length = 50,

<< Back | Mext == Cancel

Figure 83 - Import Staff (Column Mapping)

13. Click Next.
14. The following screen will be shown (Refer Figure 84).
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! Import Staff x

Ready to Import ['
Please confirm the import action. i

Staff Name Taoken Type VerificationMode | Allow 1:N Finger Pr| Branch
1006 STAFF &
ooooo7
STAFF 000008 oooooa

<

|
Total Records - 3 Total Brors - 0 Refresh |
Referential Excephon List

& Resolve Seledted Exception |

Total Unresolved Excepiions : 0

<< Back | Confirm | Cancel |

Figure 84 - Ready to Import Staff

15. Click Confirm to continue.

16. The following screen will be shown (Refer Figure 85).

17. Click Close to continue.

18. The software will automatically send User setting (install card) to all controllers.

19. After downloading all the settings, it will display a report of data being sent. Click Close to return
to Staff Detail Setup menu (Refer Figure 86).
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i Import Staff Result (x|

Import Staff Result

Mo 173 - 2dd Staff Wo [STAFF 00000&]

—— Hecord Has Been Successfully Added !
Mo Z2/3 - hdd Staff No [STAFF 000007]

—— BRecord Has Been Successfully Added !
Mo 3/3 - &dd Staff Wo [STAFF 000008]

—— Hecord Has Been Successfully Added !

Total Records : 3 Total Errors : O

Figure 85 - Import Staff Result

! Delivery Report

Delivery Report
k== Ma. : 1/3, Sending Install Card for Door Controller [GF Ctrl], Rec Mo : [000008]
++ Send CK!

== Mo, : 23, Sending Install Card for Door Controller [GF Ctrl], Rec Mo ; [000007]
++ Send OK!

== Mo. : 3f3, Sending Install Card for Door Controller [GF Ctrl], Rec Mo : [000008]
++ Send OK!

## Sent : 3, Error :0 ##

Figure 86 - Delivery Report (Install Card)

20. The newly added staff record will be added to the staff record list (Refer Figure 87).
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Staff No | Staff Name | Branch | Department Division Job Title | Door Acc |
795649 LEE GI KWANG HQ M/Available M/Available MN/Available 002
STAFF NAME NjAvailable NfAvailable N/Available
STAFF 000002 | 000002 STAFF MAME 000002 HQ N/Available N/Available N/Available 002
STAFF 000003 000003 STAFF MAME 000003 HQ N/Available N/Available N/Available 002
STAFF 000004 | 000004 STAFF NAME 000004 HQ N/available N/Available N/Available 002
STAFF 000005 000005 STAFF NAME 000005 HQ N/Available N/Available N/fAvailable 002
STAFF 000006 | 000006 STAFF & HQ NfAvailable N/Available NfAvailable 000
STAFF 000007 000007 STAFF 7 HQ NfAvailable N/Available N/fAvailable 000
STAFF 000008 | 000008 STAFF 8 HQ NfAvailable N/Available NfAvailable 000
STAFF 525129 525129 STAFF NAME 525129 HQ NfAvailable NfAvailable N/fAvailable 002
Figure 87 - Staff Record List
Reporting
\ 'Y
1'\.
AN
Repaorting
1. Click on icon.

2. The following screen will be shown (Refer Figure 88).
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c Welcome to xPortal3000 Client FE
This page will guide you how to setup the door access system.
Transaction Report

The report displays all the events [ activities of the system.
You also can export the transaction records to a custom format.

Daily Attendance Report
The report shows the staffs' attendance record on the selected date.

You can track who comes late, leaves early, or absent. You also can get worked hours and overtime
report for payroll.

Monthly Attendance Report

The report displays the summary of daily attendance records for the month.
You can view the total working time, absenteeism, and tardiness of the month.

Door User | ist Report
i The report displays a list of card holders who have accessibility right to the selected door.
j In addition, you can trace the total Door Access Level that the selected doorinvalved in.

Staff Last L ocation Report
The report displays the door where the most recent transaction a card holder accessed to.
H g i Generate this report when you want to trace the cumrent location of card holders.

Who Still In Report
The report displays a list of card holders who are still inside or outside of a certain compound.
3 Eﬁ

In case of emergency, you might want to generate this report to find out who are still inside the
premise.

All the reports can be found from the 'Reporting” menu of main form

Run on software startup |Q,J: Barck | |’S Close

Figure 88 - List of Reports
3. You can choose many types of reports by clicking on the icon on the left side.

A. Transaction Report

The report displays all the events/ activities of the system. You also can export the transaction
records to a custom format.

1. Click on icon to open Transaction Report screen.
2. View Transaction screen will be shown (Refer Figure 89).
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[T} View Transactions E @
Transaction Report
Selection
From Date Time: 2014/08/11 12 s 00 AM
To Date Time: 2014/08/11 11 : 59 PM
Report Type: Simplified
Advanced Selection
Card No: [] Any Card No
Staff No: Any Stff No
[] 795643
Staff Name: [ 795650 Any Staff Name
L]525125 —— [] Unlisted User
| ok || cancel | .
Branch: —————————==7 | Any Branch
Department: Any Department
Division: Any Division
Job Title: Any Job Tide
Controller: Any Controller
Door: Any Door
System User: Any Systermn User
Transaction Type: Any Transacton
Sart Order
Sort Order Option: Any Sort Qrder
#1 | Date Time —
#2  Date Time <o
#3 | Date Time J.'
Transaction Count : 5
|§§ ExportTo ... | |é Export Attendance Transaction | |L§ Get [ Preview | |@ Close |

4,

5.

Figure 89 - View Transaction Screen

You can select From Date Time, To Date Time and Report Type to view the transaction that
you want. To select for specific card no, staff or branch, you can use the Advanced Selection.
Uncheck the checkbox at the right side and use the drop down list to search for the cards that
you want.

( A
=

Click |- icon to view the Transaction Report.

A report viewer will be shown to view the report.

Get [ Preview

B. Daily Attendance Report

The report shows the staffs’ attendance record on the selected date. You can track who comes late,
leaves early, or absent. You also can get worked hours and overtime report for payroll.
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-

1. Click on icon to open Daily Attendance Report screen.

2. The following screen will be shown (Refer Figure 90).
Q Daily Attendance

Flease dlick on the column header for intended sort order

Early In | Lateln |Early Out Lunch |Late Out Lunch | EarlyIn Lunch |Late In Lunch | EarlyOut | LateOut aT

Daily Attendance
Attendance Date: 2014/08/12] = Open | s Rebuild This Date |
Job Title Division i Normal Work Time | OT Work Time | Total Work Time

Absent [Mon-Warking | On Leave |InComplete | InCompletelLunch

Staff Details Working Hour ] Lunch Break |
Staff Code: Branch: Recorded:
Staff No: Department: Amended:
Card No: Division: Reason: ‘
Shift Schedule: Shift? Job Title:
Amend Time
|g Export To ... | |';_J Find | |$f*° Rebuild Daily | |’I.;.l Get / Preview | |'@ Close
Figure 90 - Daily Attendance
b3 Rebuild Daily
3. Click | " licon to rebuild daily attendance.

4. You can select From Date and To Date to view the daily attendance date that you want. To
select for specific card no, staff or branch, you can use the Advanced Selection. Uncheck the
checkbox at the right side and use the drop down list to search for the cards that you want

(Refer Figure 91). Click OK to continue.
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c‘; Salect Date Range and Card Holder

Select Date Range and Card Holder

Selection
From Date: 2014/08/12
To Date: 2014/08/12

Advanced Selection

Card No: [] Any Card No
Staff No: (| (Select All) Any Sff No
Staff Name: E ;gg:‘;g Any Staff Name
[] 525125
Branch: |i| |CLCE|| i\ [¥] Any Branch
Department: Any Department
Division: Any Division
Job Title: Any Job Tite
Shift: [] Any Shift
Attendance Door Group: ,E'Ln\)-r Attendance Door Group

[W oK | |@ Cancel |

Figure 91 - Select Date Range and Card Holder

5. The following screen will be shown (Refer Figure 92). You need to wait for the date selected
to finish rebuild.

¥Portal 3000

Rebuild Job Submitted! Please wait for it to finish!

.........................................

Figure 92 - Wait for the job to rebuild

|EJ Get [ Preview

6. After the rebuild is finish, click |- “licon to view the report.

7. The following screen will be shown (Refer Figure 93). You can select From Date Time, To
Date Time and Report Type to view the daily attendance report. To select for specific card no,

staff or branch, you can use the Advanced Selection. Uncheck the checkbox at the right side
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and use the drop down list to search for the cards that you want. Click Get/ Preview to

continue.
) Daily Time Attendance Reporting E @
Daily Attendance Report
Selection
From Date Time: 2014/08/13
To Date Time: 2014/08/13
Report Type: Simple attendance report with basic details.
Report details include staff basic information (card number, name, branch department,
division, job title), work recorded time, work amended time, calculated work hours, and
attendance summary.
Show Filter Criteria in Report
Advanced Selection
Card No: [] Any card No
Staff No: Any S&ff No
[] 795649
Staff Name: [] 795650 Any Staff Name
[]525125
Branch: ( ok |[cancel | .|[xJAnyBranch
Department: e Any Departrment
Division: Any Division
Job Title: Any Job Tide
Attendance Status: Any Attendance Status
Sort Order
Sort Order Option: Any Sort Order
1‘?‘1 e
2 1%,
#3 :_M\
|@ ExportTo ... | |LE'_| Get [ Preview | |@ Close |

Figure 93 - Daily Time Attendance Reporting

8. xPortal3000 Report Viewer will be shown to display Daily Attendance Report.

C. Monthly Attendance Report

The report displays the summary of daily attendance records for the month. You can view the total
working time, absenteeism, and tardiness of the month.

-

1. Click on “———————|icon to open Monthly Attendance Report screen.
2. The following screen will be shown (Refer Figure 94).
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[ Monthly Attendance

Card No

Attendance Month:

Year Month
/|8

Staff Code | Name Branch Dept

Flease dlick on the column header for intended sort order

EE

Monthly Attendance

(2

open (3 Rebuild This Month )

JobTitle Division Shift Normal Work Time| OT Work Time Total Work Time

Early In Early Out Lunch oT

Late In Late Out Lunch Absent

Early Out Early In Lunch Non-Waorking

Late Out Late In Lunch on Leave

InComplete InComplete Lunch Changed Working Hour

Changed Lunch Break

|@ Export To ... | |p Find | |>r

Rebuild Monthly | |I.g.l Get [ Preview | |@ Close

Figure 94 - Monthly Attendance

|2 Rebuild Monthly

Click

%,

icon to rebuild monthly attendance.

You can select Attendance Month to view the monthly attendance that you want. To select for
specific card no, staff or branch, you can use the Advanced Selection. Uncheck the checkbox
at the right side and use the drop down list to search for the cards that you want (Refer

Figure 95). Click OK to continue.
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c‘; Salect Month and Card Holder

Month and Card Holder Selection
Selection
Year Month
Attendance Month: 2014 I
Advanced Selection
Card No: [] Any Card No
Staff No: [l (select Al Any Staff No
[ ] 79584
Staff Name: [] 795650 Any Staff Name
[] 525125
[ oK 1 Cancel 1.
Branch: |—| |—| -i: | [v] Any Branch
Department: Any Department
Division: Any Division
Job Title: Any Job Tite
Shift: [~] Any Shift
Attendance Door Group: ,E'Ln\)-r Attendance Door Group
|Qé? oK | |@ Cancel |

Figure 95 - Select Month and Card Holder

5. You have to wait for the rebuild to finish (Refer Figure 96).
xPortal3000

Rebuild Job Submitted! Please wait for it to finish!

.........................................

Figure 96 - Wait for the job to rebuild

|E.I Get | Preview

6. After the rebuild is finish, click | “|icon to view the report.

7. The following screen will be shown (Refer Figure 97). You can select From Month, To Month
and Report Type to view the monthly attendance report. To select for specific card no, staff or
branch, you can use the Advanced Selection. Uncheck the checkbox at the right side and use
the drop down list to search for the cards that you want. Click Get/ Preview to continue.
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) Monthly Time Attendance Reporting E @
Monthly Attendance Report
Selection
Year Month
From Month: 2014 /8
To Month: 2014 /8
Report Type: Full attendance report with basic details.
Report details include staff basic information (card number, name, branch department,
division, job title), total work hours, normal work hours, total overtime and attendance
SUMIMmary.
Show Filter Criteria in Report
Advanced Selection
Card No: [1 any card o
Staff No: [ (Select All) Any Stff No
[ ] 795649
Staff Name: [] 795650 Any Saff Name
[] 525125
Branch: ok |[cancel | .|[AnyBranch
Department: Any Department
Division: Any Division
Job Title: Any Job Tide
Sort Order
Sort Order Option: Any Sort Order
#1  Date Time v -
—
#2  |Date Time e
/)
#3  Date Time —*V‘\
|@ Export To ... | |LE,'J Get/ Preview | |@ Close |

Figure 97 - Monthly Time Attendance Reporting

8. xPortal3000 Report Viewer will be shown to display Monthly Attendance Report.

D. Door User List Report

The report displays a list of card holders who have accessibility right to the selected door. In addition,
you can trace the total Door Access Level that the selected door involved in.

1. Click on

icon to open Door User List Report screen.

2. Door User List screen will be shown to select door (Refer Figure 98).
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" Door User List

Door User List

Select Door

& Press to select door ..

|@ Close

Figure 98 - Door User List

Select Door

‘@ Press to select door ..

3. Click on icon to select door. Select door
screen will be shown and allow you to select the door that you want (Refer Figure 99). Click

OK to continue to the next screen.
Csswivow &

(2] @ v R
Send Data RetrieveData OK  Cancel
Code Description Controller Unit No Reader Type Model Mo
» ENfAvailable Mot Available N/Available MicroEngine A10 Controller
DOCR. GT DOCR. GT GT3200L [ili} MicroEngine A10 Controller
B DOCR. M1000i M10001 [ili} MicroEngine A10 Controller
Details
Lock Release Time: 05 Exit Button Activation TZ: 000
Door Open Time: 10 AntiPassback Entry Zone Code: 00
Auto Lock Release TZ: 000 AntiPassback Exit Zone Code: 00
Higher Security Mode: Token Type + PIN Security Mode: N
Higher Secunty TZ: 000 Supervisor Mode: N
Emergency PIN: i Is Attendance Capturing Door- No. Don't include this door for
Emergency Mode: Lock-Release attendance calculation
R5485 Reader Model: NOT USED
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Figure 99 - Select Door

4. A screen will display the total door accessibility related with the selected door (Refer Figure

100).
xPortal 3000 “

Total Door Acc Invaolved : 2

VoK

"

Figure 100 - Total Door Accessibility Involved

5. A list of card holder that has been assign to the door access will be shown (Refer Figure
101

) Select Card Holder (Door. Code = DOOR GT)

= Q

Print Close

Staff No Card No Staff Hame Branch Department Division Door Acc
b [STAFF 795649 795649 STAFF NAME 795649 Q N/fAvailable N/Available

STAFF 525125 525125 STAFF NAME 525125 HQ N/fAvailable M/Available N/fAvailable 001

J’ General H User Defined Info |

Access Control

Pin No: 8854 Activate: i

Token Type: Prosdmity Card Start Date: 2014/07/22

Verification Mode: By Door End Date: 2024/07/22

Finger Print ldentification: i Super Card: N

Template Enroled: 1 AntiPassback Enabled: Y

Door Access Code: 003-DA 3 Card Lock Enabled: Y

Floor Access Code: NoAccess

Shift Code: Default Vehicle No:

Attendance Door Group: NjAvailable Parking Lot Date Of Creation: 2014/07/22
Total Records - 2 Total Templates - 1

Figure 101 - List of Card Holder
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E. Staff Last Location Report

The report displays the door where the most recent transaction a card holder accessed to. Generate
this report when you want to trace the current location of card holders.

fe"

1. Click on icon to open Staff Last Location Report screen.
2. An xPortal3000 report viewer will be shown to display the staff last location (Refer Figure
102).
Mil: '“e xPortal3000 System
- y - MicroEngine

Integrated Systems
. Staff Last Location Data Listing
—— ]
Staff No 1 STAFF 795850 Card No T 795850 Staff Name : STAFF MAME 795650
Branch t HQ Division : NiAvailable Dept : NiAvailable Job : Miavailable
Date Time Door Reader Access Type
20140722 113438 DOORGT oo PO

Total Record - 1

Figure 102 - Staff Last Location Report

Note: Staff Last Location Report only applicable in xPortal3000 Standalone/ Full version.

F. Who Still In Report

The report displays a list of card holders who are still inside or outside of a certain compound. In case
of emergency, you might want to generate this report to find out who are still inside the premise.

=

1. Clickon|——— licon to open Who Still In Report screen.
2. Who Sitill In screen will be shown to choose the Main Door Group (Refer Figure 103).
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3. Click on

) Who still In Report

Who Still IN Report

—Area Main Door Group

Press to Choose the Main Door Group

—Report Type
& still IN
" Qutside

:ﬁ} 0K | |ﬁ Cancel

Figure 103 - Who Still In screen

Area Main Door Group

Press to Choose the Main Door Group

icon to choose the Main Door

Group. Select area door screen will be shown and allow you to choose the area door that you
want (Refer Figure 104). Click OK to continue to the next screen.

" select Area Door Doors

v %

QK Cancel

Door Group
i Door 1

...........................................

Figure 104 - Select Area Door

4. Select the report type by choosing Still In or Outside (Refer Figure 105).
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Integrated Security Systems

Report Type
o Still IN
" Qutside

Figure 105 - Report Type

5. Click OK to view the report. A report viewer will be shown to display the Who Still In report
(Refer Figure 106).

xPortal3000 System

I [
Mlcr"E“umeE MicroEngine
Integrated Security Systems Who Still IN L\sting
——
Staff Code Card No Staff Name Branch Divisiol Department Job Title Door Code  Date Time
STAFF 525125 525125 STAFF NAME 525125 HQ i i DOORGT 201410818 10:56:3%
STAFF 795650 795650 STAFF NAME 795650 HQ i i DOORGT 20140722 11:34:38

Total Record - 2

Figure 106 - Print Who Still In Listing

o

Control Panel

Control Panel

icon at the top menu. The

To open Control Panel in xPortal3000 Client, click on
following window will appear (Refer Figure 107).

Coatrol Panel

System Settings

GrNnE/|®8eFa
EEAERARRE

Accessibifity Settings

Nl NN Bl W

Press ESC key to exit

Figure 107 - xPortal3000 Client Login Window
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ii. There are 3 sections in the Control Panel which are System Settings, Accessibility Settings and

Staff Settings.
Table 16 - Control Panel Description
Name Description
System Settings All settings related to the system.
Accessibility All settings related to the accessibility of the hardware and card user.
Settings
Staff Settings All settings related to staff.

System Settings

A. Connection

1. Click on icon.
2. The following window will be shown (Refer Figure 108). On the Connection Setup window, you
can see the information of the connection settings on the bottom of the window.

% ) e =) O

Add  Modify Delete  Print Close

Code Description Metwork Type
b HCOML 5

LAN GT LAN GT LAN (Built-In)
LAN M1000i LAN {Built-In)

Comm Nao:
Baud Rate:
Remote IP Address: 127.000.000.001

U=e Encryphon: b

Figure 108 - Connection Setup
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3. To add connection, click the Add button on the top menu. The following window will be shown
(Refer Figure 109).

Q Add Connection

oK

v R

Cancel

Network Type: Direct Serial Part

Code:

Descnplion:

Comm Mo: COM1 [ ] show al
Baud Rate: Mormal

Remote |P Address:

U=e Encryphon:

Figure 109 - Add Connection

4. Enter the information of the connection as described below:

Fields
Network Type

Code***
Description

Comm No
Baud Rate

Remote IP Address

Use Encryption

Table 17 - Controller Settings Description
Description

Specify a connection method. Available choices are as follow:
1) Direct Serial Port
- The controller is connected to PC using RS232 or RS485 (through MCI/ USB
to RS485 converter).
2) LAN (Built-In)
- The controller is connected to PC using controller’s built-in interface module
or using external LAN interface unit.
A short name that describes the connection. Max length = 15.
Longer description for the connection. Max length = 40 characters. Eg.: COM2
RS485
Specify Serial Comm Port number.
Specify Direct Serial port connection speed in bits per second (bps),
1) Normal
- Data will be transmitted at 2400 bps.
2) Advance
- Data will be transmitted at 9600 bps
3) Super Advance
- Data will be transmitted at 19200 bps (only support C2000)
Specify controller's IP Address or Remote IP Address of the external LAN
interface unit.
Specify to use the encryption.

***Note: This field cannot be edited after saved the setting.

©No O

Click OK to save the settings.

Click on Modify button to change the connection settings.

Click on Delete button to delete the connection.

Click on Print button to print the connection settings that you want (Refer Figure 110).
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Ml E ] xPortal3000 System
l[:rl] llu].“e,&, MicroEngine
Integrated Security Systems Connection Listing
Code Description Network Type Comm. No Speed Is User IP No IP No
COM1 COM1 R3435 Direct Serial Port 1 Normal M
LAN GT LAN GT LAN (Built-In) ¥ 182.168.001.028
LAN 10001 LAN (Built-In) ¥ 182.168.001.027
Total Record - 3

Figure 110 - Print Connection Listing

B. Controller

1. Clickon icon.
2. The following window will be shown (Refer Figure 111). On the Controller Setup window, you can
see the information of the controller settings on the bottom of the window.
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C Controller Setup

@.QD&-[}D&B‘E. e .

3

(X

Wizard Search Add  Meodify Delete  Print Send Data Retrieve Data Close
Code Description Connection Unit Mo Mode! Site
[N M/favailable Mot Available M{Available i
GT3200L GT3200L LAM GT oo GT-3000 MalnDFﬁce
M1000I NOT 5ET LAM M1000i 0o KP-M1000i MainCffice
f Descnphon: Not ~vailable
Auto PIN 1: nooo Auto PIN 6: oooo
Auto PIN 2: 0ooo Auto PIN 7: nooo
Auto PIN 3: 0000 Auto PIN 8: 0000
Auto PIN 4: oooo Auto PIN 9: oooo
Auto PIN 5: 0000 Auto PIN 10: oooo
M1000X Car Park Setting Advanced Controller Settings
Max Car Park Lot Count 0ooo AntiPassback Function Enable: N
Full Sign On Count 0000 Auto AntiPassback Reset Mode:
Multiple Reading: N Auto AntiPassback Reset Time:
Lo e N Card LockOut Funciion Enable: N
Record Manual Release Count N Card Expiry Checking Enable: "
Auto AntiPas=back Reset Mode: Mot Used Interdocking: N
Auto AntiPassback Reset Time: 00:00 Finger Print Controller Setting
Is Master Finger Print Controller: N

Figure 111 - Controller Setup

3. Click on Wizard button to add controller.
4. Click on Search button to use the Device Lookup.
5. Click on Add button to add controller manually (Refer Figure 112).

V1.1 20/10/2014 92



Microkngine,

Integrated Security Systems

xPortal3000 User Manual

" Add controller

QK Cancel

Descnphon:
Connection: COM1 I:
Unit No: 00 £

LT T M/favailable

General Settings || Auto PIN Settings

Advanced Settings |

Site: MainOffice

Dperation Mode: Door/Gate Access Only

AntiPazzback Function Enable: Mo
Auto AntiPassback Reset Mode:

Auto AntiPassback Reset Time:

Card LockOut Funchon Enable: Mo
Card BExpiry Checking Enable:

Interdocking:

Figure 112 - Add Controller

6. Enter the information of the controller as described below:

Table 18 — Controller Description

Fields Description
Code*** A short name to represent the controller. Max Length = 15.
Description A descriptive name about the controller. Max Length = 40.
Connection Select the connection for the controller.
Unit No Specify address of the controller, must be unique by connection. Value = 00 to 15.
Model No Controller model.

***Note: This field cannot be edited after saved the setting.
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7. You can setup the controller settings at the General Settings, Auto PIN Settings and Advanced

Settings (Refer Figure 113, Figure 114 and Figure 115).

J General Settings || Auto PIN Settings || Advanced Settings
Site: MainOffice IEI
O peration Mode: Dioor /Gate Access Only [v]
AntiPassback Function Enable: Mo [+]
Auto AntiPassback Reset Mode:
Auto AntiPassback Reset Time:
Card LockOut Function Enable: No [+]
Card Expiry Checking Enable:
Intedocking:
Figure 113 - General Setting
Table 19 - General Setting Description
Fields Description
Site Indicate the Site of the respective controller.
Operation Defines the controller operation mode. There are 5 modes to select:
Mode o Door/Gate Access Only
e Lift Floor Access
e Alarm Only
e Door Access + Alarm
e Guard Tour
AntiPassback AntiPassback is a function to prevent Double Entry or Double Exit access through a
Function door or area. When enabled, it will take effect on all the doors under the control of
Enable the controller.
Auto Auto Antipassback Reset Mode.
AntiPassback
Reset Mode
Auto Auto Antipassback Reset Time.
AntiPassback
Reset Time

Card LockOut

When this function is enabled, if a card holder supplies wrong Card PIN three times

Function consecutively, that particular card number will be blocked until its Card LockOut
Enable status is reset in Send User Setting menu.

Card Expiry = Every card has a validity period. When Check Card Expiry Function is enabled, the
Checking system will check whether a card is expired or not.

Enable

Interlocking Indicate the interlocking function for the controller.
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General Settings || Auto PIN Settings || Advanced Settings
Auto PIN 1: 0000 (£
Auto PIN 2: 0000 (£
Auto PIN 3: 0000 (£
Auto PIN 4: 0000 (£
Auto PIN 5: 0000 (£
Auto PIN 6: 0000 (£
Auto PIN 7: 0000 (£
Auto PIN 8: 0000 (£
Auto PIN 9: 0000 (£
Auto PIN 10: 0000 (£

Figure 114 - Auto PIN Setting
Table 20 - Auto PIN Setting Description

Fields Description
Auto PIN 1-10 | Auto PIN also stands for Authorized PIN is a 4-digit number that is used to access a
door when there is keypad reader installed. There are 10 sets of Auto PIN. Anyone
set of the Auto PIN can be used to access a door.

General Settings || Auto PIN Settings || Advanced Settings |_

M1000X Car Park Setting

Auto AntiPas s back Reset Mode:
Auto AntiPassback Reset Time:
Max Car Park Lot Count

Full Sign On Count

Multiple Reading:

Check Loop Detector:

Record Manual Releasze Count

Finger Print Controller Setting
Iz Master Finger Pnint Controller:

Figure 115 - Advanced Setting

Note: Advanced Setting only applicable for M1000X for Car Park Setting.

V1.1 20/10/2014 95



Microkngine,

Integrated Security Systems

xPortal3000 User Manual

8. Click OK to save all the settings.

9. Click on Modify to change the controller settings.

10. Click on Delete to delete the controller.

11. Click on Print to print the controller settings (Refer Figure 116).

xPortal3000 System

MicroEngine, [

Total Record - 3

Integrated Security Systems Controller Listing

R —
Controller Code Description Site Code Unit No Model No Network Type Connection Type
GT3200L 3T32000 MainOffice oo GT-3000 LAN (Built-In) LAN GT
M1000! NOT SET MainOffice 00 XP-M1000i LAN (Built-In) LAN M1000I
Hi&vailable Mot Available MainOffice EL) HiAvailable Direct Serial Port comi

E -

Figure 116 - Print Controller Listing

12. Click on L>%"9P3t8 |} t0n to download the settings to the controller.

E L4

Retrieve Data

13. Click on

button to retrieve the settings from the controller.

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

C. Door

1. Click on

icon.
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2. The following window will be shown (Refer Figure 117). On the Door Setup window, you can see
the information of the door settings on the bottom of the window.

) Door Setup @
- B 2 O
& b [ =
Add  Modify Delete Print | Send Data Retrieve Data Close
Code Description Controller Unit No Reader Type Model No
» EMfAvailable Mot Available MicroEngine A10 Controller
DOOR. GT DOOR. GT GT3200L i} MicroEngine A10 Controller
DOOR. M1000i M10001 0o MicroEngine A10 Controller
~
—Details
Lock Release Time: 05 Exit Button Activation TZ: 000
Door Open Time: 10 AntiPassback Eniry Zone Code: 0o
Auto Lock Release TZ: 000 AntiPassback Exit Zone Code: 0o
Higher Security Mode: Token Type + PIN Security Mode: N
Higher Security TZ: 000 Supervisor Mode: N
Emergency PIN: 1234 Is Attendance Capluning Door: No. Dont include this door for
Emergency Mode: Lock-Release attendance calculation
RS485 Reader Model: NOT USED

Figure 117 - Door Setup

3. Click Add button to start adding a door manually (Refer Figure 118).
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Ok  Cancel
Code:
Descnphon:
Controller: N/Available
Unit No: 0
General Settings || Advanced Settings
Model No: Contraller
Reader Type: MicroEngine A10
TTL In Reader No: NOT USED
TTL Out Reader No: NOT USED
RS485 Reader Model: NOT USED
Iz Attendance Caplunng Door: Yes, Use both Entry and Exit for Att.In and Att.Qut

Figure 118 - Add Door

4. Enter the information of the door as described below:

Table 21 - Add Door Description

Fields Description
Code*** A short name to represent the door. Max Length = 15.
Description A descriptive name about the door. Max Length = 40.
Controller Select the controller for the door.
Unit No*** Specify address of the door, must be unique by connection.

***Note: This field cannot be edited after saved the setting.
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5. You can set the door settings in the General Settings and Advanced Settings (Refer Figure 119

and Figure 120).

General Settings || Advanced Settings

Maodel No: Controller |E|

Reader Type: MicroEngine A 10 |E|

TTL In Reader No: NOT USED [v]

TTL Out Reader Na: NOT USED [~]

RS485 Reader Model: NOT USED [v]

Iz Attendance Capluring Door Yes. Use both Entry and Exit for Att.In and Att.Out |E|

Figure 119 - General Setting
Table 22 - General Setting Description
Fields Description

Model No Reader Interface model name.
Reader Type Specify current reader format.

TTL In Reader
NO**

TTL Out
Reader No**
RS485 Reader
Model

Is Attendance
Capturing Door

Specify TTL reader port number that will be assigned as an entry reader.
Specify TTL reader port number that will be assigned as an exit reader.

Specify RS485 reader model.

Specifying whether this door is used for calculating attendance. There are 10 types

of capturing way:

No. Don't include this door for attendance calculation
Yes. Use both Entry and Exit for Att.In and Att.Out
Yes. Use both Entry and Exit for Att.In Only

Yes. Use both Entry and Exit for Att.Out Only

Yes. Use Entry Only for Att.In and Att.Out

Yes. Use Entry Only for Att.In

Yes. Use Entry Only for Att.Out

Yes. Use Exit Only for Att.In and Att.Out

Yes. Use Exit Only for Att.In

Yes. Use Exit Only for Att.Out

**Note: This is applicable to M1000i and M2000i.
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General Settings || Advanced Settings [
Lock Release Time: 5F5
Door Open Time: 10 |§|
Auto Lock Release TZ: 000 [v]
Higher Securiy Mode: Token Type +PIN []
Higher Security TZ: 000 [¥]
Exit Button Activation TZ: 001 [v]
AntiPassback Eniry Zone Code: 0
AntiPassback Exit Zone Code: o
Emergency PIN: 1234 I%
Emergency Mode: Lock-Release (]
Supervisor Mode: Mo |E|

Fields
Lock Release
Time

Door Open
Time

Auto Lock
Release TZ

Higher Security
Mode

Higher Security
TZ

Exit Button
Activation TZ
AntiPassback
Entry Zone
Code
AntiPassback
Exit Zone Code

Figure 120 - Advanced Setting
Table 23 - Advanced Setting Description
Description

Duration for the lock to release before it automatically locks back if the door is
never push open.
Duration for the door to remain open after an access is granted after which the
buzzer will sound.
This is a time driven event that will release the lock automatically according to the
time and day set in the assigned Time Zone (TZ2).

Specify enhanced authentication mode that this door will be operating in.

Token type = Proximity Card/ ID Number/ Mifare Card/ MyKad

1) Token Type + PIN: Present token, then enter PIN

2) Token Type + Finger Print: Present token, then place a finger for verification.**
3) Token Type + PIN + Finger Print: Present token, enter PIN, then place a finger
for verification.**

Specify a preset Time Zone that specifies at which day and what time the door will

be operating in enhanced authentication mode.

Specify a preset Time Zone that specifies at which day and what time the exit
button will be usable.
This is the code to be stored when Card users access through the Entry Reader of

this door.
This is the code to be stored when Card users go out using the Exit Reader of this
door. This code must be different from the AntiPassback Entry Zone Code that

defined above.
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Emergency
PIN
Emergency
Mode

Supervisor
Mode

There are 3 emergency modes:

This PIN can be used to access the door in case of emergency (e.g. Fire).

Lock-Release - The system will release the lock in case of system
malfunction.
Check Site Code - The system will recognize the front 4-digit number of the
full 10-digit proximity card number.
Emergency PIN - Allow user to gain access by using the Emergency PIN
that defined above.

**Note: This is applicable for GT controller.

When this function is enabled, the system allows Super Card holder to enable or
disable Inhibit Mode.

6. Click OK to save the settings.
7. Click Modify to change the settings.
8. Click Delete to delete the door.
9. Click Print to print the door details (Refer Figure 121).
Ml xPortal3000 System
[:II MicroEngine
""‘9""" 5’”"’" Door Listing
Door Code escm !IOI1 Controller Unit No Reader'l! e Su|gr\risor Lock Rel Time Door Open Time Auto Lock Rel TZ Exit Button TZ
DOORGT DOORGT GT32000 o0 ] N 05 10 000 001
DOOR M1000i M1000! o0 ] N 05 10 000 001
M/Available Mot Available Midvailable 289 ] N 05 10 000 oco
Total Record : 3
Figure 121 - Print Door Listing
. Send Data .
10. Click on button to download the door settings to the controller.
11. Click on | RetrieveData |y, 10n to retrieve the door settings from the controller.

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

D. Alarm Panel

1. Click on

icon.
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2. The foIIowing window will be shown (Refer Figure 122).

E&-[}@- X/

Madify Delete Prlnt Close

Code Description Controller
¥ ENfAvailable '
Bus Na: [:11]
Unit Mo: o9
Model No: 0

Figure 122 - Alarm Panel Setup

3. Click Add button to add the new alarm panel. Add Alarm Controller window will be shown (Refer
Figure 123).

" Add Alarm Controller

Controller: M10001

Figure 123 - Add Alarm Controller

4. Enter the information of the alarm panel as described below.
Table 24 - Alarm Panel Description

Fields Description
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Code*** A short name to represent the alarm panel. Max Length = 15.

Description A descriptive name about the alarm panel. Max Length = 40.

Controller Select the controller for the alarm panel.

Bus No Specify the bus no of the alarm controller.

Unit No Specify address of the alarm panel.

Model No Specify the model no of the alarm controller.

***Note: This field cannot be edited after saved the setting.

5. Click OK to save the settings.
6. Click Modify to change the settings.
7. Click Delete to delete the alarm panel.
8. Click Print to print the alarm panel listing (Refer Figure 124).
Mi Ell L] xPortal3000 System
[:I.“ u“]e " MicroEngine
Integrated Security Systems Alarm Panel Listing
R — .
No. Alarm Panel Code Description Controller Code Bus No UnitHo Type
1 Alarm Panel 1 Alarm Panel 1 M1000I oo oo Built-In 12
2 MNisvailable Mot Availabie Misvailable 99 99 Midwailable
Total Record : 2
Figure 124 - Print Alarm Panel Listing
E. Output
1. Click on icon.
2. The following window will be shown (Refer Figure 125).
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% b = B 2 O

Add  Medify Delete Print | Send Data Retrieve Data Close

Code Description Alarm Panel
b EN/Available
Qutput 1 Output 1 Alarm Panel 1
J General Settings ][ Event Trigger Lists ]
Bus Mo: 95
Point Mo: 99
Signal Type: Constant
Pulse Time: 1] C 00
Delay Activation Time: 0o © |00
Event:
+ Total 0
OQutput Activation TZ: 0oon

Figure 125 - Output Setup

3. Click Add button to add new output. The following window will be shown (Refer Figure 126).
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. Add Output

v R

0K Cancel
Code |
Descnpbon
Alarm Panel: Alarm Panel 1
Point No: 0=
General Settings || Event Trigger On || Event Trigger Off
Signal Type: Constant
Pulse Time:
Output Activation TZ: 000
Delay Activation Time: v} @ 3 v} @

Figure 126 - Add Output

4. Enter the information of the output as described below.

Table 25 — Add Output Description

Fields Description
Code*** A short name to represent the output. Max Length = 15.
Description A descriptive name about the output. Max Length = 40.
Alarm Panel Choose the alarm panel related to the output.

Point No Specify the point number for the output.

***Note: This field cannot be edited after saved the setting.

5. You can setup the output settings in the General Settings, Event Trigger On and Event Trigger Off
(Refer Figure 127, Figure 128 and Figure 129).
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General Settings || Event Trigger On || Event Trigger Off
Signal Type: Constant
FPulze Time:
Output Activation TZ: 000
Delay Activation Time: IS 0

Figure 127 - General Setting

Table 26 - General Setting Description

Fields Description
Signal Type Select a signal type for the output.

e Constant — Output will be activated until its state is changed manually at
Output List tab or by Instruction Control.
o Pulse — Output will be activated for a period stated in Pulse Time.
Pulse Time Specify a period in minutes and seconds for the pulse output activation.

Output This is a time-driven event that will activate the output automatically according to
Activation TZ the time and day set in the assigned Time Zone (TZ).

Delay Define a default delay time before the output is activated.

Activation Time

|' General Settings || Event Trigger On || Event Trigger Off
Event Trigger On:
|§ Device Type Device Code Transaction
2
Controller
Doar
Input
Figure 128 - Event Trigger On
Table 27- Event Trigger On Description
Fields Description
Device Type Specify device type that will trigger this output on.
Device Code Specify device code that will trigger this output on.
Transaction Specify transaction that will trigger this output on.
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| General Settings

|| Event Trigger On || Event Trigger Off [

| Device Type Device Code Transaction
f
Controller
Doar
Input
Figure 129 - Event Trigger Off
Table 28 - Event Trigger Off Description
Fields Description
Device Type Specify device type that will trigger this output off.
Device Code Specify device code that will trigger this output off.
Transaction Specify transaction that will trigger this output off.
6. Click OK to save the settings.
7. Click Modify to change the settings.
8. Click Delete to delete the output.
9. Click Print to print the output details (Refer Figure 130).

Microngine.

xPortal3000 System

Event

MicroEngine
Integrated Security Systems Output Paint Listing
R —

HNo 1

Output Code MiAvailakls

Description Mot Availabe

Alarm Panel MiAvailable BusNo 85 Point Mo 95
Output Type Constant

Pulse Type (Minutes) (L]

Pulse Type { Seconds) o0

Qutput Activation TZ 000

Event !

No 2

Output Code Output 1

Description Output 1

Alarm Panel Alarm Panel 1 BusMo 0D Point Mo 00
Qutput Type Constant

Pulse Type (Minutes) (L]

Pulse Type [ Seconds) (L]

Qutput Activation TZ 000

!

Total Record : 2

Figure 130 - Print Output Point Listing
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E -

10. Click on e

button to download the output settings to the controller.

11. Click on | Retrieve Data

L4

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

F. Input

1. Click on

button to retrieve the output settings from the controller.

TR icon.
2. The following window will be shown (Refer Figure 131).
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F':_' Input Setup

Di-[}@-@il e

Madify Delete Print | Send Data Retrieve Data

Code Description Alarm Panel
M/Available Mot Available M/Available

J General Settings ][ Event Trigger Lists ]
Point No: o5
Delay Alarm Time | Sec): 000
Imput Arming TZ: ooo

Figure 131 - Input Setup

3. Click Add button to add new input. The following window will be shown (Refer Figure 132).
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) Add Input

v R

0K Cancel

Code

Description

Alarm Panel: Alarm Panel 1
Point No: 0

J' General Settings || Event Trigger Arm ‘||J Event Trigger Disarm

Delay Alarm Time (Sec): 10 E

Input Arming TZ: 000

Figure 132 - Add Input

4. Enter the information of the input as described below.

Table 29 - Add Input Description

Fields

Description
Code*** A short name to represent the door. Max Length = 15.
Description A descriptive name about the door. Max Length = 40.
Alarm Panel Choose the alarm panel related to the input.
Point No Specify the point number for the input.

***Note: This field cannot be edited after saved the setting.

5. You can set the input settings in the General Settings, Event Trigger Arm and Event Trigger
Disarm (Refer Figure 133, Figure 134 and Figure 135).

General Settings || Event Trigger Arm || Event Trigger Disarm
Delay Alarm Time (Sec): 10
Input Arming TZ- 000

Figure 133 - General Setting

Table 30 - General Setting Description

Fields Description
Delay  Alarm @ Specify the delay time (seconds) before this input triggers the output.
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Time (Sec)
Input  Arming Specify a preset Time Zone that specifies at which day and what time the input will
TZ be active.
|J General Settings || Event Trigger Arm || Event Trigger Disarm
Event Trigger Am:
| Device Type Device Code Transaction
] —_
Controller
Doar
Quiput
Figure 134 - Event Trigger Arm
Table 31 - Event Trigger Arm Description
Fields Description
Device Type Specify device type that will activate this input.
Device Code Specify device code that will activate this input.
Transaction Specify transaction that will activate this input.
|J General Settings || Event Trigger Arm || Event Trigger Disarm |_

Device Type Device Code Transaction
2]

Controller ‘

Door

Qutput

Figure 135 - Event Trigger Disarm

Table 32 - Event Trigger Disarm Description

Fields Description
Device Type Specify device type that will deactivate this input.
Device Code Specify device code that will deactivate this input.
Transaction Specify transaction that will deactivate this input.

Click OK to save the settings.

Click Modify to change the settings.

Click Delete to delete the input.

Click Print to print the input details (Refer Figure 136).

©o~No

V1.1 20/10/2014

111




Microkngine,

Integrated Security Systems xPortal3000 User Manual

Mil]l‘l]ﬁl i“e xPortal3000 System
u | MicroEngine
Integrated Security Systems . .
Input Point Listing
———— "
No 1
Input Code Mifvailabe
Description Mot Available
Alarm Panel Midvailabe BusNo &9 PointNo 9%
Input Type MIC
Input ON Text
Input OFF Text
Is Alarm O
Delay Alarm Time 000 Delay Arm Time 000
Input Arming TZ 000
Total Record : 1

Figure 136 - Print Input Point Listing

E -

Send Data

10. Click on button to download the input settings to the controller.

B -

11. Click on LRetrieveData |, 110n 0 retrieve the input settings from the controller.

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

G. Lift Panel

1. Clickon icon.
2. The following window will be shown (Refer Figure 137).
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Lift Satup

- o=

Delete  Print Close

Description Controller Lift Mo

Floor Relay List

Figure 137 - Lift Setup
3. Click Add button to add new lift panel. Add Lift window will be shown (Refer Figure 138).

v X

0K Cancel

Figure 138 - Add Lift

4. Enter the information of the lift as described below.
Table 33 — Add Lift Panel Description

Fields | Description
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Code*** A short name to represent the lift panel. Max Length = 15.

Description A descriptive name about the lift panel. Max Length = 40.

Controller Choose the controller for the lift panel.

Lift No*** Specify the lift number for lift panel.

***Note: This field cannot be edited after saved the setting.

Click OK to save the settings.

Click Modify to change the settings.

Click Delete to delete the lift panel.

Click Print to print the lift panel details (Refer Figure 139).

©No U

xPortal3000 System

Micro:ngine.

MicroEngine
IntegrateSE ey st Lift Panel Listing
——
Controller Lift Code Lift No Description
CPRO Lift 1 o0 Lift 1

Total Record - 1

Figure 139 - Print Lift Panel Listing

H. Floor Relay Name

1. Click on icon.

2. The following window will be shown (Refer Figure 140). On the right side of the Floor Relay
Name Setup window, you can see the relay number for MTA-R16.
! Aoor Relay Name Setup

e ) & = |0

Add  Medify Delete Print | Close

| Floor Name | Relay No | Lift Auto Floor Release TZ

Relay Mo as on the MicroEngine Relay Controller Board:

MTA-R16 is used as the expandable module for controlling lift floor
accessibility. k has 16 relay on each board.

MTA-R16 #1 (Addr 01): Relay No 001-016
MTA-R16 #2 (Addr 02): Relay No 017-032
MTA-R16 #3 (Addr 03): Relay No 033-048
MTA-R16 #4 (Addr 04): Relay No 049-064
MTA-R16 #5 (Addr 05): Relay No 065-080
MTA-R16 #6 (Addr 06): Relay No 081-096
MTA-R16 #7 (Addr 07): Relay No 097-089

Figure 140 - Floor Relay Name Setup
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3. Click Add button to add the new floor relay. The following window will be shown (Refer Figure
141).

! Add Floor Relay

v R

Ok Cancel

Lifc [ Press to Select .. ]
Relay No: =

Floor Name:

Auto Floor Release TZ: ( Press to Select ..

Figure 141 - Add Floor Relay

4. Enter the information of the floor relay as described below.

Table 34 — Add Floor Relay Description

Fields Description
Lift Choose the lift for the relay.
Relay No Specify the relay number.
Floor Name Specify a name for the floor name.
Auto Floor Choose the Time Zone for the floor.
Release TZ

Click OK to save the settings.

Click Modify to change the settings.

Click Delete to delete the floor relay.

Click Print to print the floor relay details (Refer Figure 142).

©No U

M][:['ﬂ[:“ume xPortal3000 System

MicroEngine
[ ted Security S
. Jesyems Floor Relay Name Listing

——— |
Lift Code Relay No Floor Name Auto Release TZ
Lift 1 000 Floor 1 001
Lift 1 001 Floor2 001
Lift 1 002 Floor3 001
Total Record © 3

Figure 142 - Print Floor Relay Name Listing

I. Real-Time Transaction Export

1. Clickon icon.
2. The following window will be shown (Refer Figure 143).
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|'_: Bxport Transaction

Real-Time Export Transaction

Destination Folder icroEngine \wPortal 3000 v 1\Server \Database \Expd |ﬁ Browse
File Creation (=) By Day

() By Hour
File Name Prefix trans

File Name Time stamp [ aMMaa|

File Name Suffix

File Name Extension  |.cav
xportromat | SE
Transaction Type (®) Attendance Transaction (only Valid Entry/valid Exit)

() all Transactions
Activate [ ] Activate

% Save @[j.use

Figure 143 - Export Transaction

3. Enter the information of the export transaction as described below.

Table 35 - Export Transaction Description

Fields Description
Destination Folder Specify the directory path to store the file that going to be written.
File Creation Determine whether the file creation duration is by day or by hour.
File Name Prefix The file that will be created is named according to the combination of file

name prefix, time stamp, suffix.

File Name Time <File Name Prefix><File Name Time Stamp><File Name Suffix>

Stamp If you wish to append the transaction record in a predefined file only, then you
only need to specify the file name prefix (or file name suffix) and file hame
File Name Suffix extension. Or else you prefer to create the file daily or hourly, you have to

define the time stamp format.
If you want the file to be created is named by date, then you can select the
date format (year, month, day, hour, _, -) that you preferred.
The last part of the filename.
File Name Extension = The default file extension is ".txt" and ".csv" only.
Export Format Select how the transaction record should be formatted.
Transaction Type There are two type of transactions that can be exported:
1. Attendance Transaction (only Valid Entry/Valid Exit) - Only export valid
entry and valid exit transaction that occurred at attendance captured door.
2. All Transactions - Export all transactions
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) Activate [ ] Activate _ _

4. Click to activate the real-time export.

5. Click Save to save the settings.

J. System Properties

1. Click on icon.

2. The following window will be shown (Refer Figure 144).

. System Properties

s = Q

Modify Print  Close

J General ][ Staff Custom Fields " Mifare Card Options ]
Code: MainPara
DB Version: 0300000103
Company Name: MicroEngine
Main Comm Port COm1
Monitoring Port et —CompanyLogao
Modem Port NOT USED
Pin Offzet 1234
Site Code 1: 0000
Site Code 2- oooo
Site Code 3: 0000
Site Code 4: nooo
Audit Trail: Yes
Card No Length: 08
Card No Start Posifion: 11
Simple Mode: Mo
Password Expire?- Yes
m;t Password Expiry Duration —
Network Port No: 6268
Fire Alarm Auio Release: Mo

Figure 144 - System Properties

3. Click Modify to change the system properties settings (Refer Figure 145).
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! Edit System Properties

v R

OK  Cancel

JJ General || Staff Custom Fields || Mifare Card Options ]

Company Name:

Main Comm Port
Monitoning Port
Modem Port

Pin Offset

Site Code 1:

Site Code 2

Site Code 3:

Site Code 4:

Audit Trail:

Card No Length:

Card No Start Position:
Simple Mode:
Password Expire?-
Default Password BExpi

Metwork Port No:

Fire Alarm Auto Release:

MicroEngine
coM1

NOT USED
NOT USED

s
IIEI 1 2 3 4

CompanyLogo

Size : 110 x 110 pixels

Clear Image GetImage

5 6 7 8 9 1@ 11 12 13 14 15 16

ry Duration (Days):
6268 [

Mo

4. Enter the informatio

Fields
Company Name

Main Comm Port

Monitoring Port

Modem Port

Pin Offset

Site Code 1-4

Audit Trail

Figure 145 - Edit System Properties

n of the system properties as described below:
Table 36 - System Properties Description

Description
Store the company of the site. This name will be displayed in the header of
reports.
Defines the comm port number that is used to communicate with the
controllers through MCI signal converter unit.
This is the comm port number that the software will use for Remote Console
Monitoring. The remote console will see transactions of the system in a DOS
program.
Defines the comm port that the modem is connected when dial up remote
monitoring is used.
This is an offset number that is used to generate default Card PIN for every
card installed in the system. You can change this number to increase security
so that even the same card number will not get same Card PIN in different
sites.
Site code is the front 4-digit of a 10-digit card number. It is the batch number
of the card. We can use it to differentiate card numbers between sites. You
can set 4 different site codes to a system. When a site code is set, the system
will compare the full 10-digit card number instead of just the last 6-digit card
number. This can improve the security of the system because it prevents
duplicated 6-digit card numbers to have access.
Audit Trail is a tracking feature that is used to log all activities in the software
in both Server and Client application. When this flag is set to Yes, it will record
all System Users activities in software such as Add Card or Delete Card and
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Card No Length

Card No Start
Position
Simple Mode

Password Expire?

Default Password
Expiry Duration
(Days)

Network Port No

Fire Alarm Auto
Release

save them as transaction records for later viewing. Currently this setting has
been defaulted to Yes.

This setting is used to set how many digits of card number the system will use
as both storage and identification. This feature is reserved for future use and
is currently defaulted to 6-digit.

This setting is used to set start position of the card number.

This is the Simple Mode setting for the software. When this flag is set to Yes,
there will be less features and settings available in the system. This feature is
reserved for future use and is currently defaulted to No.

This flag is used to set whether the system will check for System User's
password expiry date. When a password expires, the system will prompt the
user to change their password before they can continue log in to the system.
Currently this setting has been defaulted to Yes.

This setting sets the validity period of System User's password. Currently it
has been defaulted to 30 days.

This is the port number that is used to communicate with remote sites that
uses Ethernet communication between the Server application and controllers.
You can change this to another port number but you must set the same port
number for the LAN interface as well.

This setting is used to activate or deactivate door release during fire
emergency. Only doors specified in Fire Alarm Group will be released after
fire alarm signal is received by a specific controller. This function will work
only when the software is running.

5. Click OK to save the settings.

K. Site

1. Click on

button.

2. The following window will be shown (Refer Figure 146).
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% ) 2 =) O

Add  Medify Delete  Print Close

Code Description
k EMainOffice
M fAvailable Mot Available

Remote Modem Phone No: 0o00-0000000
Use IP Address: M

Remote IP Address: 127.000.000.001
Remote Computer Name: lncalhost

Figure 146 - Site Setup

3. Click Add button to add a new site (Refer Figure 147).
) Add site

v R

QK Cancel

Code:

Description:

Hemote Modem Phone No:

Use IP Address: No

Remote P Address: 2. o, .| 1B
Hemote Computer Name:

Figure 147 - Add Site

4. Enter the information of the site as described below.
Table 37 — Add Site Description

Fields Description
Code*** A short name to represent the site. Max Length = 15.
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Description A descriptive name about the site. Max Length = 40.

Remote Modem This is the phone line number that has assigned to the modem at remote site.
Phone No

Use IP Address Indicate whether this site setting is using IP address or not.

Remote IP Address Specify controller’s IP Address or Remote IP Address of the external LAN
interface unit.
Remote Computer Specify the remote computer name.

Name

***Note: This field cannot be edited after saved the setting.

©oNo O

Click OK to save the settings.

Click Modify to change the settings.

Click Delete to delete the Site.

Click Print to print the site details (Refer Figure 148).

Microngine.

xPortal3000 System

MicroEngine
Integrated Security Systems Site Listing
i —
Site Code Description Is User IP No IP No Computer Name Phone No
MainOffice Main Office M 127.000.000.001 locahost 000-0000000
Misvailable MotAvailable M 127.000.000.001 locahost 000-0000000
Total Record : 2
Figure 148 - Print Site Listing
L. Door Group
1. Click on icon.
2. The following window will be shown (Refer Figure 149).
V1.1 20/10/2014 121




Microkngine,

Integrated Security Systems xPortal3000 User Manual

™ Door Group Setting

% ) e =) O

Add  Modify Delete  Print Close

Code Description
N/Available | NotAvailable

AllDoors
Doaorl

—Door Insidethis group

Door

3.

Code: | |

Figure 150 - Add Door Group

4. Enter the Code and Description for the Door Group. Then, click OK to save the information.
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5. Click on |Q'J e | button at the bottom of the window to add door to the door group
(Refer Figure 151).
[ Selact Door. B

v B
OK  Cancel
Code Description Controller Unit No Reader Type Model No
» EMfAvailable Mot Available M/Available 999 MicroEngine A10 Controller
DOOR GT DOOR GT GT3200L 00 MicroEngine A10 Controller
| DOOR M1000i M10001 a0 MicroEngine A10 Controller
—Details
Lock Release Time: 05 Exit Button Activation TZ: 000
Door Open Time: 10 AntiPassback Entry Zone Code: oo
Auto Lock Release TZ: 000 AntiPassback Exit Zone Code: 00
Higher Security Mode: Token Type + PIN Security Mode: N
Higher Secunty TZ: 000 Supervisor Mode: N
Emergency PIN: 1234 Is Attendance Capluring Door- No. Don't include this door for
Emergency Mode: Lock-Release attendance calculation
R5485 Reader Model: NOT USED

Figure 151 - Select Door

Select door from the door list and click OK to save the settings.

Click on |'_' Delete Door | to delete the door in the Door Group.

6
7.
8. Click Modify to change the settings.
9.
1

Click Delete to delete the door group.
0. Click Print to print the door group details (Refer Figure 152).

xPortal3000 System

MicroEngine.

MicroEngine
Integrated Security Systems Door Group Listing
Code Description
Doar1 Doar1
No Door Code
1 DOORGT

Total Record - 1

Figure 152 - Print Door Group Listing
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M. Area Main Doors

1. Clickon icon.
2. The following window will be shown (Refer Figure 153).

| Area Main Doors Setting

X/

Add  Modify Delete  Print | Close

Code DoorGroup

Figure 153 - Area Main Doors Setting

3. Click Add button to add the new area main doors (Refer Figure 154).
| Add Area Main Doors

v R

Code: |
Door Group: [ Press to Select ..

Figure 154 - Add Area Main Doors

4. Enter the code and click the Door Group button to select the door group (Refer Figure 155).

V1.1 20/10/2014

124



Microkngine,

Integrated Security Systems xPortal3000 User Manual

Select Door Group

Description
| NotAvailable

AllDoors
Doaorl

—Door Insidethis group

Door

Figure 155 - Select Door Group

Click OK to save the settings.

Click Modify to change the settings.

Click Delete to delete the area main door.

Click Print to print the area main door (Refer Figure 156).

© N U
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xPortal3000 System
MicroEngine

| Area Main Door Group Listing

Door Group
Doori

All Doars

Total Record - 2

Figure 156 - Print Area Main Door Group Listing

N. Floor Plan

1. Click on icon.

2. The following window will be shown (Refer Figure 157).
.. Floor Plan Setup

% 2 | O

Add  Modify Delete | Close

Code: l:l Description: | E_IE List ] [« Prev ] [» MNext ] Rec:0
System Image Size (WxH) : (480,600) {941, 142)

Figure 157 - Floor Plan Setup

3. Click on Add button to add the new floor plan (Refer Figure 158).
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Add Foor Plan

Figure 158 - Add Floor Plan

4. Enter the code and description for the new floor plan. Click OK to save the information.
5. Right click on the blank section in Floor Plan Setup window and click Load Image (Refer Figure
159).

.. Floor Plan Setup

% 2 1 O

Add  Modify Delete | Close

Code: Floor Plan 1 Description: Floor Plan 1 | [ List J [ﬁ Frev ] [» Next ] Rec:1
System Image Size (WxH) : (480,600) Current Image Size (WxH) : {365, 144)

Figure 159 - Load Floor Plan

6. Browse for the floor plan image that you wish to load.
7. After the floor plan image has been loaded, right click on the floor plan image to add device such
as controller or door (Refer Figure 160).
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! Hoor Plan Setup

% 2 1 O

Add  Modify Delete | Close

Code: Floor Plan 1

Description: Floor Plan 1

System Image Size (WxH) : (480,600)

o= e

Prev | |» Next | Rec:1

Current Image Size (WxH) : (642,420)

(156, 125)

640
T
3 L o (I
Z |0 WOMENS MENS QFFICE4
CONFERENCE BATH BATH . PR
i 4211 E [ ERE (Rl ﬂ -
i
HALL
Load Image LR
| | Add Device 3 Controller
Delete Device Door
Sensor
RECEPTION 'Y, ENTRY 5 QFFICE 2
e NN Rakld __/ EEEIT Qutput
th

MO ArRITA,
AT

/|
ENTRY -]

T sts'/

QFFICE 1
1t e 1200

277 12"

Figure 160 - Add Device

8. You can add the device in the floor plan (Refer Figure 161).
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! FHoor Plan Setup

% 2 1 O

Add  Modify Delete | Close

Code: Description: Fioor Plan 1 |[ List J|4- Prev | |'-> Next | Rec: 1

System Image Size (WxH) : (480,600) Current Image Size (WxH) : (642,420) {616, 29)
64-0
m * i
i i
= WOMENS OFFICE 4 OFFICES MO IARITA.
COMFERENCE BATH HARELT ([ERLEETR T PAES
oS LR E TR - = i
s \ \.1 L/ L==-
; ENTRY
HALL Tl sts'//— Eﬁ!
R o
F 1 ﬁ .
i
. o4
RECEPTION 'Y, ENTRY QFFICE 2 CFFICE 2 QFFICE 1
e NN Lt 31211 142 12 14 121

SR D O0R G

Figure 161 - Devices on Floor Plan

9. Click Modify to change the settings.
10. Click Delete to delete the floor plan.

O. System User

1. Click on icon.
2. The following window will be shown (Refer Figure 162).
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£ System User Setup

& ) [k = O

Add  Modify Delete Print | Close

User ID Nam Branch
xPortal3000 3000 Default User |Y¥ 5 HQ ity
M | *Portal3000 Default Manag ¥ SuperlUser

partment Job Title

Manager

—Details
Change Pas sword Next LogOn: N Check Password Expiry: N
Next Password Change Date: 201410822 Account Validity Period Start 2014007122
Wrong Password Lock Out Enable: ] Account Validity Period End: 2024007122
Wrong Password Lock Out Count: 5 Remark 1:
Suspend: N Remark 2
Wrong Password Allempis: I:I Last Log In Date Time: |
[0 Reset Lock Out ] [@ Reset Password }

Figure 162 - System User Setup

3. Click Add button to add new system user (Refer Figure 163).
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) Add System User

v R

OK  Cancel

User ID: |

Name:

Is Super User: Mo

Menu Access Level: I: Press to Select .. :|
Branch: HOQ |:|
Division: N/Available |:|
Department Mfavailable |:|
Job Title: N/Available |:|
Change Password Next LogOn: Yes

Next Change Password Date: 201471107
Wrong Password Lock Out Yes

Wrong Password Lock Out Count: 3

Check Password Expiry: Yes

Expiry Date Start 2014/10/07
Expiry Date End: 2015/01/07
Suspend: Mo

Remark 1:

Remark 2

Figure 163 - Add System User

Note: To add System User, you need to use xPortal3000 Standalone/ Full version.

4. Specify the information in every field. Then, click OK to save the settings.

Fields
User ID***

Name
Is Super User

Menu Access Level
Branch

Division
Department

Job Title

Table 38 - System User Description

Description
This is the User ID for the System User that will be used during login to the
software.
The name of the System User.
Specify whether this System User is a SuperUser. A SuperUser has authority
to access every functions of the software.
If the user is not a SuperUser, you need to assigh a menu access level setting
to the System User.
Choose a branch that the System User belongs to.
Choose a division that the System User belongs to.
Select the department of the System User.
Select the job title of the System User.
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Change Password If this is set to Yes, the System User will be prompted to change the log in
Next LogOn password. After that, this flag will be reset to No.
Next Change You can set the date when the System User will be prompted to change the

Password Date
Wrong Password
Lock Out

Wrong Password
Lock Out Count
Check Password
Expiry

Expiry Date Start
Expiry Date End
Suspend
Remarks 1-2

log in password again. This is to increase the security of the system.

Set whether the System User will be lock out from the system if the user
enters the wrong password exceed the Wrong Password Lock Out Count.

Set how many times a System User can retry if wrong password is received.

Set whether the software should check for System User password expire date
as stated by Next Change Password Date.

Defines the start date of the System User validity period.

Defines the end date of the System User validity period.

Select Yes to suspend the System User and No to restore user status.

Extra field to enter System User information.

***Note: This field cannot be edited after saved the setting.

5. If the system user has been locked out, click on

system user.

6. To reset the password of the system user, click on

@ Reset Lock Out
to reset the

P Feset Password

at the bottom of

System User Setup window.
7. Click Modify to change the settings.
8. Click Delete to delete the system user.
9. Click Print to print the system user (Refer Figure 164).

xPortal3000 System
I e@ MicroEngine
3 Software User Listing
No 1
User ID Manager
User Name %xPortal3000 Default Manager User
Is Super User A
Menu Access SuperUser
Branch HQ
Diepartment Security
Division Midvailable
Job Title Manager
Change Password Next |:| Next Change Password Date 201411007
LogOn
Check PW Expiry? O Valid Period Start 2014007022
Valid Period End 2024107022
Wrong PW 1L ock Out O Wrong PW Lock Qut Interval &
Enable
Suspend? O
Remark 1
Remark 2
Wrong PW Attempts 0 Last Login Time

Figure 164 - Print Software User Listing
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P. Software Skin

1. Clickon icon.
2. To change the skin, click on the drop down list and choose the skin that you want (Refer Figure
165).

! skin Setting

Skin Name : Caramel

Maney Twins

The Asphalt World

Figure 165 - Skin Setting

3. Click OK to save the skin setting.

Note: Software Skin only applicable in xPortal3000 Standalone/ Full version.

Accessibility Settings

A. Menu Access Level

_(1

1. Clickon button.
2. The following window will be shown (Refer Figure 166). On the Menu Access Level Setup
window, you can see the information of the Menu Resource Control and Site Access.

V1.1 20/10/2014 133



Microkngine,

Integrated Security Systems

xPortal3000 User Manual

) Menu Access Level Setup

2 2 O

Add  Modify Delete | Close

NotAvailable [ Site Access
Superlser Full Accessto All Resources All Site: N
No Access Mo Access to All Resources
Admin Admin Access Site 01: M/Available Site 06: Mi&vailable
User User Access Site 02 MNiAvailable Site 07: MNiAvailable
Site 03: NiAvailable Site 08: NiAwvailable
Site 04: MiAvailable Site 03: NiAvailable
Site 05: MNiAvailable Site 10 NiAvailable
—Menu Resource Control
Modules Description Can Execute | Can Add | CanDelete | Can Change | CanPrint | Can View
» Software User xPortal3000 Software User
N Attendance Report Attendance Report/Posting/Change Export Attendance D D D D D D
|| Transaction Report Event Reporting/Expart Transaction L4 L] L] L] a
] Download/Upload Settings  Send/Retrieve Data |:|
|| Floor Plan Floor Plan Configuration ] O ] O ]
| staffrecords Staff Database L] L] L] a a
| | Staff Security Setting Door [Floor Accessibility L] L] L] L] a
| | Staff Attendance Schedule  Attendance shift/Schedules Od Od Od a a =
|| staffprofie Department, Job Title, Branch, Division O O O a a
|| Time Setting Time Set, Time Zones, Holidays L] L] L] L] a
| | software Setting Commm Ports, LAN Ports, Logos.. L] a a
|| Device Operation Settings  Lock Release Time, Card+PIN Mode .. ¥l ¥l ¥l L] a
N System Device Settings Device Physical Setting, address, controllers, doors .. |:| |:| |:| |:| |:|
| screen atarm Adk Online Alarm/Change Sounder Duration L] L]
N Log IN Able to Log In L] =
E]
Figure 166 - Menu Access Level Setup
3. Click Add to add a new access level (Refer Figure 167) and click OK to save the settings.
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! Add Menu Access Level

v R

0K Cancel
Code:
Description:
Al Site: No
Site 01: M/ Available
Site 02 NjAvailable
Site 03: Njavailable
Site 04: Njavailable
Site 05: N/Available
Site 06: NjAvailable
Site 07: Njavailable
Site 08: Njavailable
Site 09: N/Available
Site 10: NjAvailable

Figure 167 - Add Menu Access Level

[@ Maodify Resource J

4. Click on to configure the access level (Refer Figure 168).
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Can Execute Can Delete Can Print | Can View

Software User xPortal3000 Software User O O
N Attendance Report Attendance Report/Posting/Change Export Attendance O O O O O |
N Transaction Report Event Reporting/Export Transaction |:| |:| |:|
N Download/Upload Settings Send/Retrieve Data O
N Floor Plan Floor Plan Configuration O O O O O
] Staff Records Staff Database O O O
N Staff Security Setting Door fFloor Accessibility O O ] | ]
|| Staff Attendance Schedule  Attendance Shift/Schedules O O O O
] Staff Profile Department, Job Title, Branch, Division O O |
N Time Setting Time Set, Time Zones, Holidays O | O
N Software Setting Commm Ports, LAM Ports, Logos.. |:| |:| |:|
N Device Operation Settings Lock Release Time, Card+PIN Mode .. O O O | ]
] System Device Settings Device Physical Setting, address, controllers, doors .. O O O O O
N Screen Alarm Ack Online Alarm/Change Sounder Duration O O
| Lo Able to Log In

Figure 168 - Edit Resource Access
5. Inthe edit resource access window, you can set the access level of the system user. Just tick the
checkboxes to allow access to the system user. Click OK to save the settings.
6. Click Modify to change the settings.
7. Click Delete to delete the access level.

Note: Menu Accessibility Control only applicable in xPortal3000 Standalone/ Full version.

B. Time Set

1. Clickon icon.
2. The following window will be shown (Refer Figure 169).
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"' Time Set Setup
Madify  Delete Pnnt Send Data  Retrieve Data Close
TimeSet Na Code Description
Wil Mo Access Mo Access
001 Full Access Full Access
002 152
Interval #1 Interal 82— Interval #3
Start 0000 Start 00:00 Start 0000
End: 00:00 End: 00:00 End: 0000
Figure 169 - Time Set Setup

3. Click Add button to add new time set (Refer Figure 170).

" Add Time Set

v B

OK  Cancel
TimeSet No: AEE £
Code:
Descnphon:
Interval #1 Interval #2 Interval #3
Stat | 00| 0[] || Stat oofH: oo0f || Start 00| oofH
End: 00f=]:| 00f] | | End: 00]:| oo | | End: 0z 0[]
Figure 170 - Add Time Set
4. Use the Interval to set the time for the time set. Eg: Working hour 9.00 am until 6.00 pm. Then
click OK to save the time set.
5. Click Modify to change the settings.
6. Click Delete to delete the time set.
7. Click Print to print the time set (Refer Figure 171).
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Ml E ' xPortal3000 System
"]Pl] “ume,@ MicroEngine
Integrated Security Systems Time Set Listing
e —
Time SetNo Code Description Interval 1 Interval 2 Interval 3
000 Mo Access Mo Access 00:00 00:00 00:00 00:00 00:00 00:00
001 Full Access Full Access 00:00 2358 00:00 00:00 00:00 00:00
002 T52 09:00 18:00 00:00 00:00 00:00 00:00
Total Record : 3

Figure 171 - Print Time Set Listing

8. Click on enallsa button to download the settings to the controller.
9. Click on |RetrieveData |1, 01 to retrieve the settings from the controller.

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

C. Time Zone

@

1. Click on icon.

2. The following window will be shown (Refer Figure 172). On the Time Zone Setup window, you
can see the time zone for each day.

LD b= @ 2 |©

Add Modify Delete Print | Send Data Retrieve Data Close

Thu Holiday 2

Holiday 1
000

Mon Wed

Tue

oo 0oo

001 Full Access Full Access
002 TZ2 002 oo2 o002 oo2 o002 oo2 ooz oo2 ooz

[WeekDay: || Sunday || Monday | Tuesday | Wednesday| Thursday || Friday || Saturday | Holiday1 || Holiday2* |
[TimeSet | 7000 [""'000 " ["e00 |["eoo [ eeo |"eoo |["eoo [ eeo oo
Interval #1: | 00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 [00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00
Interval #2- | |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |D0:00 - 00:00
Interval #3: | |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 [00:00 - 00:00 [00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00
" Notes: "Holiday 2° setting only applicable to M2000i / M1000i +2/ C2000 controllers

Figure 172 - Time Zone Setup

3. Click Add button to add new time zone (Refer Figure 173).
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0K Cancel

Time Zane No: 003 (=

Code:

Descnpbon:

|WeekDay: |[ Sunday || Monday || Tuesday |[Wednesday|| Thursday || Friday || Saturday || Holiday1 || Holiday2 |

[TimeSet /000 (V][] (000 [¥][=] 000 [][-] (000 [v](=] 000 [v]F-] 000 [0 000 [V 000 [0 ooo [v]F-]

Interval #1: | |00:00 - 00:00

[o0:00- 00:00 [00:00-00:00 |00:00-00:00 |00:00-00:00 |00:00-00:00 |00:00-00:00 |00:00 - 00:00

Interval #2- | [00:00 - 00:00

ooo |
gg; ||uu:uu—uu:uu [00:00 - D0:00 |00:00-00:00 [00:00-00:00 [00:00-00:00 |00:00-00:00 [00:00 - 00:00
Interval #3: | |00:00 - 00:00 |OUSU0=UUEO0™ |00:00 - 00:00 |00:00 - 00:00 |00:00-00:00 |00:00-00:00 [00:00-00:00 |00:00- 00:00 |00:00 - 00:00

Figure 173 - Add Time Zone

4. Choose the time set for each day including holiday and click OK to save the time zone.
5. Click Modify to change the settings.
6. Click Delete to delete the time zone.
7. Click Print to print the time zone (Refer Figure 174).
O 0 xPortal3000 System
M":llﬂﬂllume@ MicroEngine
Inteq R s Time Zone Listing
No Time Zone Code  Description Monday Tuesday Wednesday Thursday Friday Saturday Sunday Holiday
000 Mo Access Mo Access 000 000 000 000 000 000 000 000
001 Full Access Full Access 001 001 001 001 001 001 001 001
002 TZ2 002 002 002 002 002 002 002 002
Total Record - 3
Figure 174 - Print Time Zone Listing
8. Click on 2" P3t | 0n to download the settings to the controller.
9. Click on LRetrieveData |1 401 to retrieve the settings from the controller.

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

D. All Holiday Dates

1. Click on

icon.

2. The following window will be shown (Refer Figure 175).
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) Holiday Setting

4 o [ =10

Madify  Delete Prmt Close

Date
20140101

Description

| New Year Day
Empty Date

Mew Year
EmptyDate

| Janvary201s |

29 30 319 2 3 4
5 F 8 9 1w 11
12 13 14 15 16 17 18
19 20 21 22 23 24 45
d 7 W/ 22X 30 31 1
2 3 4 5 o6 T &8

Figure 175 - Holiday Setting

3. Click Add button to add a new holiday date (Refer Figure 176).
" Add Holiday

Code:
Descnption:
Holiday Date: LI October 2014 _'I
29 30 1 3 4
7 18 1 11
14 15 17 18

29

e ow
W E G
M
@ 85w
g
i

& BN

Figure 176 - Add Holiday

Choose the holiday date in the calendar and click OK to save the holiday date.
Click Modify to change the settings.

Click Delete to delete the holiday date.

Click Print to print the holiday (Refer Figure 177).

No gk
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xPortal3000 System

MicroEngine

MicroEngine
Integrated Security Systems Holiday Listing
—
Holiday Code Description Date
Deepavali Deepavali 201410022
EmptyDate Empty Date
Mew “ear Mew Year Day 201401/

Total Record : 3

Figure 177 - Print Holiday Listing

E. Access Holiday Dates

1. Click on icon.

2. The following window will be shown (Refer Figure 178). On the Holiday Access Setting window,
ou can see the EmptyDate in Set 1 and Set 2.

£} Holiday Access Setting

1
= & & 0
Meodify  Print | Send Data Retrieve Data | Close
Set 1 Set2
Code Description Holiday Date No |Code Description Holiday Date A
EmptyDate Empty Date 1|EmptyDate Empty Date
..... 2 EmptyDate Empty Date 2 EmptyDate Empty Date
3 EmptyDate Empty Date 3 EmptyDate Empty Date
4 EmptyDate Empty Date 4 EmptyDate Empty Date
5 EmptyDate Empty Date 5 EmptyDate Empty Date 4| October 2014 a
& EmptyDate Empty Date & EmptyDate Empty Date
7 EmptyDate Empty Date 7 EmptyDate Empty Date 28 29 30 1 2 3 4
8 EmptyDate Empty Date 8 EmptyDate Empty Date 5 6 7 @ 9% 1w 1n
9 EmptyDate Empty Date 9 EmptyDate Empty Date E ;;' :ZL‘I 71_; ;‘; :; ;i
10 EmptyDate Empty Date 10 EmptyDate Empty Date 26 27 28 29 3 31
11 EmptyDate Empty Date 11 EmptyDate Empty Date 2 3 4 5 § 7 8
12 EmptyDate Empty Date 12 EmptyDate Empty Date
13 EmptyDate Empty Date 13 EmptyDate Empty Date
14 EmptyDate Empty Date 14 EmptyDate Empty Date
15 EmptyDate Empty Date 15 EmptyDate Empty Date
16 EmptyDate Empty Date 16 EmptyDate Empty Date
17 EmptyDate Empty Date 17 EmptyDate Empty Date
18 EmptyDate Empty Date 18 EmptyDate Empty Date
19 EmptyDate Empty Date 19 EmptyDate Empty Date
20 EmptyDate Empty Date 20 EmptyDate Empty Date
21 EmptyDate Empty Date 21 EmptyDate Empty Date
22 EmptyDate Empty Date 22 EmptyDate Empty Date
23 EmptyDate Empty Date 23 EmptyDate Empty Date
24 EmptyDate Empty Date 24 EmptyDate Empty Date
25 EmptyDate Empty Date 25 EmptyDate Empty Date
26 EmptyDate Empty Date 26 EmptyDate Empty Date
27 EmptyDate Empty Date o 27 EmptyDate Empty Date v
<o - > < - >
* Notes : Only applicable to M2000 / M10000 v2/ C2000 controllers

Figure 178 - Holiday Access Setting

V1.1 20/10/2014 141



Microkngine,

Integrated Security Systems xPortal3000 User Manual

3. Click on Modify button to modify the EmptyDate (Refer Figure 179).
" Edit Holiday Access for #1

QK Cancel
Holiday Code: EmptyDate
. . Deepaval
Hol Descnphion:
“fm” EmptyDate
Holiday Date: Mew Year

Figure 179 - Edit Holiday Access

4. Choose the Holiday Code and click OK to save the settings.
5. Click Print to print the holiday access (Refer Figure 180).

A Mil:l'“]:nuiﬂe xPortal3000 System

MicroEngine

Integrated Security Systems

Holiday Access Listing

Holiday Code Description Date
Deepavali Deepavali 2014M0/22

Figure 180 - Print Holiday Access Listing

—
No.
1

L4

sendData |}, tton to download the settings to the controller.

B -

7. Click on Retrieve Data

6. Click on

button to retrieve the settings from the controller.

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

F. Floor Zone

1. Click on icon.
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2. The following window will be shown (Refer Figure 181).

Foor Zone Satup

% L

Add  Modify Delete

-

Print

Send Data

e O

Close

Retrieve Data

F.Zone Mo Code

|F| aar

001 AllFlaor

Description
Mo Floor
Access to A

[IFloors All Lifts

—Zone Setting

b Fone #1

Zone 72

Zone 3

Zone #4

Zone #5

Zone 76

Zone 7

Zone #8

From

999-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!
988-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!

To

999-Floor Not Found!
999-Floor Not Found!
999-Floor Not Found!
999-Floor Not Found!
889-Floor Not Found!
999-Floor Not Found!
999-Floor Not Found!

Figure 181 - Floor Zone Setup

3. Click Add button to add new floor zone (Refer Figure 182).
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Add Hoor Zone

—Zaone Setting
From To
P Zone #1 999
Zone #2 G99 999
Zone #3 499 999
Zone #4 499 999
Zone #5 499 9499
Zone #6 999 999
Zone #7 999 999
Zone #8 499 999

Change Floor Reset Floor

Figure 182 - Add Floor Zone

4. Specify the code, description and lift. Choose the lift panel that you already created.

5. To change the zone setting, double click or click and Floor Relay window will be

shown (Refer Figure 183).
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£ Select Floor Relay %]
0K Cancel
Floor Mame Relay Mo Auto Floor Release TZ
Relay Mo as on the MicroEngine Relay Controller Board:
MTA-R16 is used as the expandable module for contreling lift floor
accessibility. k has 15 relay on each board.
MTA-R16 #1 (Addr 01): Relay No 001-016
MTA-R16 #2 (Addr 02): Relay No 017-032
MTA-R16 #3 (Addr 03): Relay No 033-043
MTA-R16 #4 (Addr 04): Relay No 045-064
MTA-R16 #5 (Addr 05): Relay No 065-080
MTA-R16 #6 (Addr 06): Relay No 081-096
MTA-R16 #7 (Addr 07): Relay No 057-05%
Figure 183 - Select Floor Relay
6. Choose the floor relay and click OK to save the settings.
. Reset Floor
7. Click on to reset the floor relay.
8. Click Modify to change the settings.
9. Click Delete to delete the floor zone.
10. Click Print to print the floor zone (Refer Figure 184).
Eloor Zone No 003
Eloor Zone Code  Zone 2
Description Zone 2
Lift Lift 1
From To 1Z From To 1z
Range #01 002-Floor 3 - 001-Floor 2 000 Range #02 999-Floor Mot Found - 999-Floor Not Found 000
Range #03 989-Floor Not Found - 998-Floor Mot Found 000 Range #04 9599-Floor Mot Found - 989-Floor Mot Found 000
Range #05 989-Floor Not Found - 999-Floor Net Found 000 Range #06 999-Floor Mot Found - 999-Floor Net Found 000
Range #07 985-Floor Not Found - 99%-Floor Net Found 000 Range #08 5595-Fleor Not Found - 995-Floor Net Found 000
Range #09 989-Floor Not Found - 993-Floor Not Found oo Range #10 999-Floor Mot Found - 999-Floor Not Found oo
Range #11 989-Floor Not Found - 998-Floor Mot Found 000 Range #12 9599-Floor Mot Found - 989-Floor Mot Found 000
Range #13 989-Floor Not Found - 999-Floor Net Found 000 Range #14 999-Floor Mot Found - 999-Floor Net Found 000
Range #15 985-Floor Not Found - 99%-Floor Net Found 000 Range #16 5595-Fleor Not Found - 995-Floor Net Found 000

Figure 184 - Print Floor Zone Listing

E -

send Data | iton to download the settings to the controller.

B -

12. Click on LRetrieveData |, 101 19 retrieve the settings from the controller.

11. Click on

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.
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G. Door Accessibility

1. Click on icon.
2. The following window will be shown (Refer Figure 185).
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) Door Accessibility Setup

4 L= B B2 O

Madify  Delete Prlnt Send Data  Retrieve Data Close

Door Accessibility:
Access| Code Description Enable| Start Date |End Date
o AcCcess Mo Access to All Doors 2014/07/22 | 2034/07/22
I]EI1 Free Access Free fccess to All Doors b 2014/07/22  2034/07/22
002 DA 2 ¥ 2014/07/22  2034/07/22
003 DA3 ¥ 2014/07/22 2034/07/22
—Manage Doors
| Is Selected | Door Code | Door Descripton |T|me20ne
3 1 I_ DOOR GT DOOR GT 000
I_ DOOR M1000i 000
3 I M/ fvailable Not Available 000
~ Total0

Figure 185 - Door Accessibility Setup

3. Click Add button to add the new door accessibility (Refer Figure 186).
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! Add Door Accessibility

v R

OK  Cancel

Door Acc MNo: 004@

Code: |

Descnphon:

Enable?: Y

Start Date: 2014/11/04

End Date: 2034/11/04

—Manage Doors
No |IsSelected |DoorCode | Door Description | Time Zone

3 1 r N/Available Not Available 000

2 I_ DOOR GT DOOR GT 0oo
3 I_ DOOR M1000i 000

+ Totalo

Figure 186 - Add Door Accessibility

4. Specify the code and description. Choose the door code for the door access by clicking on the
checkboxes at the manage doors section (Refer Figure 187).
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—Manage Doors
Door Access List
No |IsSelected |DoorCode Door Description Time Zone
y |1 [v DOOR GT DOOR GT 002
2 [v DOOR M1000i 002
3 r N/Available Not Available 000

Figure 187 - Manage Doors

5. To change the time zone for the door access, click on the time
window. Choose the time zone that you want (Refer Figure 188). Click Ok to save the settings.

) select Time Zone

zone to open Select Time Zone

% L | ™ 2 v R

Add Modify Delete | Send Data Retrieve Data OK  Cancel

Time Zone No| Code Description 5 Mon Tue

Wed Thu

Sat Holiday 1

Holiday 2

000 Mo Access Mo Access oon ooa ooo ooa ooo oon ono ooa ono
B Ful acces |Ful accss
002 TZ2 no2 ooz o2 ooz o002 ooz ooz ooz ooz

|WeekDay: || Sunday || Monday | Tuesday | Wednesday| Thursday || Friday || Saturday || Holiday1 || Holiday2" |
TimeSet || 001 | o001 | oo | ool | oo | eon | ool | ool | 001

Interval #1: |EI[I:[IEI-23:59 |EIIZI:EIIZI-.'Z.3:55L |EIEI:EIEI-23:59 |EIEI:[IEI-23:59 00:00 - 23:52 |00:00-23:5% |00:00-23:59 |00:00-23:59 |00:00-23:59%
Interval #2- |EI[I:[IEI-EIEI:EIEI |EIEI:EIEI-[IEI:[IEI |EIEI:EIEI-[IEI:EIEI |EIEI:[IEI-EIEI:EI[I 00:00 - 00:00 |00:00-00:00 |00:00-00:00 |00:00-00:00 |00:00-00:00

Interval #3: | 00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 [00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00 |00:00 - 00:00
~ Notes: "Holiday 2° setting only applicable to M2000i / M1000i v2/ C2000 controllers

Figure 188 - Select Time Zone

6. Click Modify to change the settings.
7. Click Delete to delete the door accessibility.

8. Click Print to print the door access (Refer Figure 189).

Total Record : 4

Mi E 2 xPortal3000 System
l][ll] [l!]]]le@ MicroEngine
IntegrATRCEREEIE R s Door Access Listing
e —
Door Access No Code Description Enabled Start Date End Date Door Code Time Zone
000 Mo Access Mo Access to All Doors il 2014/07/122 2034/07/22
o Free Access Free Access to All Doors A 2014/07122 2034/07/22 - -
002 DAZ A 201407122 2034107122 DOOR M1000i 001
003 DAZ A 2014/07/22 2034/07/22 DOORGT 002
DOOR M1000i 002

Figure 189 - Print Door Access Listing

9. Click on [279P3% |0 to download the settings to the controller.
10. Click on LetrieveData |, 1101 19 retrieve the settings from the controller.
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Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

H. Floor Accessibility

1. Click on icon.
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2. The following window will be shown (Refer Figure 190).

" Floor Accessibility Setup

3 0 -

I >

Add  Modify Delete  Print | Send Data Close
Floor Accessibility:
Access| Code Description
Wilif NoAccess Mo Access to All Floors
001 Fresficcess Free Access to All Floors
—Manage Lift
Mo | Is Selected | Lift Name | FlaorZone
» 1 I Lift 1 000
+/ Total 0

Figure 190 - Floor Accessibility Setup

3. Click Add button to add new floor accessibility (Refer Figure 191).
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! Add Floor Accessibility

v R

QK Cancel

Floor Acc No: 25
Code: Floor A

Descnphon: Floor &

—Manage Lift Access

Floor Access List
No | Is Selected | Lift Name | Floor Zone
R v Lift 1 002

+ Total 1

Figure 191 - Add Floor Accessibility

4. Specify the code and description. Choose the lift name for the floor access by clicking on the
checkboxes at the manage lift access section (Refer Figure 192).

Manage Lift
Floor Access List

Mo | Is Selected | Lift Name | Floor Zone
y |1 Iv Lift 1 002

Figure 192 - Manage Lift

5. To change the floor zone for the floor access, click on the floor zone to open Select Floor Zone
window. Choose the floor zone that you want (Refer Figure 193). Click Ok to save the settings.
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Select Floor Zone

Send Data Retrieve Data OK

Cancel

F.Zane Mo

000 MoFloar
001 AllFlaor

(k) Zone 1

003 Zone 2

Description

Mo Floor
Access to All Floors

Zaone 2

All Lifts
All Lifts

Lift 1

—Zone Setting

b Fone #1

Zone 72

Zone #3

Zone #4

Zone #5

Zone 76

Zone #7

Zone #8

From

999-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!
999-Floor Mot Found!

To

999-Floor Not Found!
999-Floor Not Found!
8999-Floor Not Found!
899-Floor Not Found!
999-Floor Not Found!
999-Floor Not Found!
8999-Floor Not Found!

Figure 193 - Select Floor Zone

6. Click Modify to change the settings.
7. Click Delete to delete the floor accessibility.
8. Click Print to print the floor access (Refer Figure 194).

Floor Access Mo Code

002 Floor A
Lift Code
Lift 1

Description
Floar &

Floor Zone
002

Figure 194 - Print Floor Accessibility Listing
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E -

Send Data

9. Click on button to download the settings to the controller.

Note: Send Data and Retrieve Data only applicable in xPortal3000 Standalone/ Full version.

Staff Settings
A. Staff Record

1. Click on icon.

2. The following window will be shown (Refer Figure 195). On the Staff Detail Setup window, you
can see the staff menu, list of staff, staff centric view and staff details.

[ staff Detail Setup £3]
]l | ¥
i W b=« B & & = - m 19 @
Add  Modify Delete Print | Import EditPin  Batch Add  Scanlist Rebuild Staff Record  Show Template Or Enrollment  Mifare Card Programming Close \
Action 91 e)
& Staff No Card No Staff Name Branch Department Division Job Title Door Acc
Batch Add } | STAFF 525125 STAFF MAME 525125 A
STAFF 795649 | 795649 STAFF MAME 735549 HQ N, ilabl N, ilabl N, ilabl oo3
@Q STAFF 795650 | 795650 STAFF MAME 795850 HQ M Available N/fAvailable NfAvailable o2
Scan List
I"'ﬂ"
Rebuild Staff Record
J’ General || User Defined Info | o)
) Access Control
A #eten Pin No: 3158 Activate: Y
 Finger Print Token Type: Proximity Card Start Date: 2014/07/22
" Management Verification Mode: By Door End Date: 2024/07/22
"I:!;ﬂ Fore T Finger Print ldentification: Y Super Card: N
Template Enroled: 0 AntiPassback Enabled: Y
r-_{B Time Attendance Door Access Code: 001-Free Access Card Lock Enabled: Y
= Floor Access Code: NoAccess
tl!.J Reports
- Shift Code: Default Vehicle No:
g‘;zr,earcn:.;:g Attendance Door Group: N/Available Parking Lot Date Of Creation: 2014/07/22
Total Records : 3 Total Templates : 2
Figure 195 - Staff Detail Setup
Following are the description of the user interface:
Table 39 - Staff Details Setup Window
No User Interface Description
1  Staff Menu Allow user to access the functions available in the staff
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2 Staff List

3 Staff Centric View
4 Staff Details

records.

Display the entire staff list.
Shortcuts to configure settings related to staff records.

Display the staff details.

Note: Staff Centric View only applicable in xPortal3000 Standalone/ Full version.

. Staff Menu

Click Add button to add staff using Normal Mode.

Click Delete button to delete the staff records.

B
1.
2. Click Modify button to edit the staff records.
3
4

Click Print button to print the staff details (Refer Figure 196).

xPortal3000 System

" L]
"lﬁwJI-IE@ MicroEngine
Integrated Security Staff Detail Listing
g |
Stafi Code Card No Stafi Name Branch Division Department Job Title Arm Card Super Card Shift C ode
Start Date End Date Door Acc Floor Acc Activate In Use
STAFF 525125 525125 STAFFNAMES25125 HQ i N N Default
2014007722 2024107122 001 000 Y
STAFF 795849 795849 STAFFNAME735643 HQ N N Default
2014007722 2024/07/22 003 000 N
STAFF 795650 795650 STAFF NAME 795650 HQ Nifvailable MiAvailable Nisvailable M M Default

Total Record : 3

201407122

2024/07/22

002

000

Figure 196 - Staff Detail Listing

5. Click Import button to import the staff records using csv or txt file format.

6. Click Edit PIN button to change the PIN for the selected staff.

7. Click Rebuild Staff Record to synchronize the staff records (Refer Figure 197).

¥Portal 3000

Staff records are synchronised!

Figure 197 - Rebuild Staff Records

8. Click on Show Template or Enrolment to view the template for the selected staff records (Refer

Figure 198).
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) Finger. Print Template Details

1
2
3
4
g

Existing Database Result

Right Hand Index Finger

GT3200L
GT3200L
GT3200L
GT3200L
GT3200L

Manager
Manager
Manager
Manager
Manager

~

2014/07/22 11:34:06
2014/07/22 11:34:06
2014/07/22 11:34:06
2014/07/22 11:34:06
2014/07/22 11:34:06

‘ * Remove Selected ‘ ‘E Remove All ‘

Template Index

Finger Index

2
Right Hand Thumb

=

C. Batch Add

Figure 198 - Finger Print Template Details

You may use this method if you wish to add staff record in a batch (Sequence card numbers).

1. Click on

&

Batch Add

to add staff using Batch Add method.
2. The following screen will be shown (Refer Figure 199).
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| Batch Add (x
J’ General Info || Door Accessibility |

Token Type: Proximity Card [~ Allow 1:N Finger Print Identification

Verification Mode: By Door

Start Card No: 000000

End Card No: 000000

Branch: HQ

D N/Available

Department N/Available

Job Title: NS/ Available

Start Date: &6/25/2014

End Date: 6/25/2024

Floor Access Code: MNoAccess

AntiPassback Enabled: Y

Card Lock Enabled: Y

Attendance Door Group: M/ Available

Shift Code: Default

|W oK ‘ |@ Cancel ‘
Figure 199 - Batch Add
3. Entered all the necessary fields, click OK to confirm and save settings.
4. For Start Card No and End Card No, the card number must be sequence.
Eg.: Start Card No.: 000001.
End Card No.: 000005.
This is batch add for 5 staff cards number.
| Door Accessiilty |

5. Click on tab to select the door accessibility.
6. The following screen will be shown (Refer Figure 200).
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. Batch Add
General Info | Door Accessibility
[ Load Door Accessibility Template ] Select All UnSelect Al
Mo | Is Selected DoorMame Time Zone
e r Not Available 000
z I Main Door 000
 Total: 0

Figure 200 - Batch Add (Load Door Accessibility)

[ Load Door Accessibility Template ]

7. Click icon to load your Door Accessibility Template.
8. The following screen will be shown (Refer Figure 201).
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) Salact Door Access

A P v %

Send Data Retrieve Data OK  Cancel

Door Accessibility:

Access Code Description Enable| Start Date | End Date
000 Mo Access Mo Access to All Doors M 2014/06/23  2034/06/23
101 Free Access Free fccess to All Doors Y 2014/06/23  2034/06/23

Office Staff A= Y |2014/06/25 | 2034/06/25
—Manage Doors
Mo | Is Selected | Door Code | Door Description |T|meZnne
3 | [v Main Door Main Door ooz
2 r N/Available Not Available 000
+/ Total1

Figure 201 - Select Door Access

9. Select your door access and then click OK to confirm.
10. The following screen will be shown (Refer Figure 202).
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xPortal3000

Confirm load selected door access?

Figure 202 - Confirm Load Door Access

11. Click Yes button to confirm load the selected door access.
12. The following screen will be shown (Refer Figure 203).
13. Your door access list will show the selected door accessibility.

G | Info
14. Click on EnerEl tab.

15. Click OK to confirm and save changes.

) Batch Add

General Info || Door Accessibility ]

L Load Door Accessibility Template ,] Select All UnSelect &ll
Door Access List
Mo |Is Selected | Door Name | Time Zone
b 1 [v Main Door 00z |
2 r Nat Available 000

Figure 203 - Loaded Door Access

16. The software will automatically send user setting (install card) to all controllers.
17. After downloading all the settings, it will display a report of data being sent. Click Close to
return to Staff Detail Setup menu (Refer Figure 204 and Figure 205).
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. Result x|
Batch Add Result

No- 1/5, Rdding Staff Becord for Card No: [000001]
++ Becord Has Been Successfully Added !
MNo: 2/5, Rdding Staff Record for Card No: [000002]
++ Record Has Been Successfully Rdded !
No- 3/5, Rdding Staff Becord for Card No: [000003]
++ Becord Has Been Successfully Added !
MNo: 4/5, Rdding Staff BRecord for Card No: [000004]
++ Record Has Been Successfully Rdded !
No:- 5/5, Rdding Staff Becord for Card No: [000005]
++ Becord Has Been Successfully Added !

% Added -5, Error :0 £#§

Figure 204 - Batch Add Result

"‘-:5 Delivery Report

Delivery Report

| Ma. : 1/5, Sending Install Card for Door Controller [GF Cirl], Rec Mo : [000001]
++ Send CK!
== Mo, ; 25, Sending Install Card for Door Controller [GF Cirl], Rec No : [000002]
++ Send OK!
== Mo, ; 3/5, Sending Install Card for Door Controller [GF Cirl], Rec Mo ¢ [000003]
++ Send CK!
== Mo, : 4/5, Sending Install Card for Door Controller [GF Ctrl], Rec Mo & [00000<]
++ Send OK!
== Mo. : 5/5, Sending Install Card for Door Controller [GF Ctrl], Rec Mo : [000005]
++ Send OK!

##% Sent :5, Error :0 #F

Figure 205 - Delivery Report Install Card (Batch Add)

18. The newly added staff record will be added to the staff record list (Refer Figure 206).
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Staff Mo Card No Staff Name Branch Department Division Job Title Door Acc
795649 795649 LEE GI KWANG HQ N/Available Njavaisble  NfAvaiable 002

| |sTaFF ooooo1  ooooo1 STAFF NAME 000001 HQ N/Availzble NjAvaizble  NfAvaiable 002

| |sTaFF ooooo2 | ooooo2 STAFF NAME 000002 HQ N/Available Njavailzble  NfAvaisble 002

| |sTaFF ooooo3  ooooos STAFF NAME 000003 HQ N/Available NjAvalzble  NfAvaisble 002

|| sTaFF ooonos | ooooo4 STAFF NAME 000004 HQ N/Available NjAvailzble  NfAvaiable 002

| |sTaFF ooooos  ooooos STAFF NAME 000005 HQ N/Available Njavaisble  NfAvaiable 002

w STAFF NAME 525179 EHo  [v/avalable N/Available N/Available

Figure 206 - Staff Record List

D. Scan List

You may use this method if there are any unlisted users listed in your Latest Event List (Refer Figure
207).

| Card Mo Mame Transaction

525129 Unlisted User (P2) Unknown Card Number
Figure 207 - Unlisted User

. Scan List . .
1. Click on to add staff using Scan List method.

2. The following screen will be shown (Refer Figure 208).
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Unlisted User List:

[] 525129

0/1 selected..

Select all Unlisted Users
[ Allow 1:M Finger Print Identification

Token Type: Proximity Card
Verification Mode: | By Door

Branch: HQ
Division: N/Available
Department N/Available
Job Title: N/Available
Shift Code: Default
Att. Door Group:  N/Available

Unselect All Unlisted Users

Door Access Code: | )
Floor Access Code: | NoAccess
Start Date: 25/5/2014
End Date: 25/6/2024
AntiPassback Enabled: | Y
Card Lock Enabled: | Y

—

, ¢ Refresh ] [D Clear ] [W oK ][@ Cancel ]

Figure 208 - Unlisted User List

3. Check the staff card number from the unlisted user list.
4. Entered all the necessary fields, click OK to confirm and save settings.

5. Click on

Door Access Code: |

)

to select the door accessibility.

6. The following screen will be shown (Refer Figure 209).
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. Select Door Accessibility

v R

QK Cancel

_ Load Door Accessibility Template Select All  UnSelect All
Mo Iz Selected Door Name Time Zone

E v Not Available 001
2 v Main Door 001

o Total2

Figure 209 - Select Door Accessibility

[ Load Door Accessibility Template ]

7. Click icon to load your door accessibility template.
8. The following screen will be shown (Refer Figure 210).
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T Select Door Access

& & v %

Send Data Retrieve Data QK Cancel

Door Accessibility:

Access Code Description Enable| Start Date | End Date
000 Mo Access Mo Access to All Doors M 2014/06/23 20340623
001 Free Access Free Access to All Doors ¥ 2014/068/23  2034/06/23

il Office Staff Y |2014/06/25 | 2034/06/25
—Manage Doors
No | Is Selected | Door Code | Door Description |'I'|meZnne
b 1 v Main Door Main Doaor ooz
2 r N/ Available Not Available 000
+ Total 1

Figure 210 - Select Door Access

9. Select your door access code and then click OK to confirm.
10. The following screen will be shown (Refer Figure 211).
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xPortal3000

Confirm load selected door access?

Figure 211 - Confirm Load Door Access

11. Click Yes button to confirm load the selected door access.
12. The following screen will be shown (Refer Figure 212).

" Select Door Accessibility

v R

QK Cancel

E Load Door Accessibility Template i| Select All  UnSelect Al

Door Access List

Mo | Iz Selected | Door Mame |T|me Zone
3 1 [v Main Door 002
2 r Not Available 000

Figure 212 - Loaded Door Access

13. Your door access list will show the selected door accessibility.

14. Click OK to confirm and save changes.

15. The software will automatically send user setting (install card) to all controllers.

16. After downloading all the settings, it will display a report of data being sent. Click Close to
return to Staff Detail Setup menu (Refer Figure 213 and Figure 214).
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) Result [x]
No: 151, Adding Staff Becord for Card No: [5251Z3%]
++ Becord Has Been Successfully Added !

§#§ bdded :1, Error :0 §##

o oo |

Figure 213 - Adding Unlisted User Result

T Delivery Report
Delivery Report
t:"} Mo, : 1f1, Sending Install Card for Door Controller [GF Ctrl], Rec Mo : [525129]
++ Send CK!
## Sent :1, Error :0 £2
@ Close

Figure 214 - Delivery Report (Install User)

17. The newly added staff record will be added to the staff record list.
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Staff Mo Card No Staff Name Branch Department Division Job Title Door Acc
795643 795649 LEE GI KWANG HQ N/favailable Nfavailable N/favailable 002
4 STAFF MAME 525129 NfAvailable NfAvailable NfAvailable 002

Figure 215 - Staff Record List

Note: If you add staff using Scan list, your Staff No and Staff Name will automatically generated.

E. Branch

1. Click on icon.
2. The following window will be shown (Refer Figure 216).

Branch Data Setup

% s e =) O

Add  Medify Delete  Print Cloze
Description
H Head Quarter

Figure 216 - Branch Setup

3. Click Add button to add new branch (Refer Figure 217). Specify the code and description for the
new branch.
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Add Branch

Figure 217 - Add Branch

Click OK to save the new branch.
Click Modify to change the settings.
Click Delete to delete the branch.
Click Print to print the branch.

No ok

T

. Department

Click on icon.
The following window will be shown (Refer Figure 218).

Department Data Setup

% ) e =)D

Add  Medify Delete  Print | Close
Code Description
N/Available | NotAvailable
Sales Sales
1T IT Management
Admin Admin
Security Security
Management Management

N

Figure 218 - Department Setup

3. Click Add button to add new department (Refer Figure 219). Specify the code and description for
the new department.
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Add Department

Figure 219 - Add Department

4. Click OK to save the new department.
5. Click Modify to change the settings.
6. Click Delete to delete the department.
7. Click Print to print the department.

G. Division

—

1. Clickon icon.
2. The following window will be shown (Refer Figure 220).

Division Data Setup

s 2 2 =9

Code Description
M/Available | Mot Available

Figure 220 - Division Setup

3. Click Add button to add new division (Refer Figure 221). Specify the code and description for the
new division.

V1.1 20/10/2014 170



Microkngine,

Integrated Security Systems xPortal3000 User Manual

Add Division

Figure 221 - Add Division

4. Click OK to save the new division.
5. Click Modify to change the settings.
6. Click Delete to delete the division.
7. Click Print to print the division.

H. Job Title

Click on icon.
The following window will be shown (Refer Figure 222).

T Job Title Data Setup

% s e =) O

Add  Medify Delete  Print Cloze
Code Description
MN/Available { Mot Available
Manager Manager

Executive Executive

Director Director

G.Clerk General Clerk

N

Figure 222 - Job Title Setup
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3. Click Add button to add new job title (Refer Figure 223). Specify the code and description for the
new job title.

! Add Job Title

v B

QK Cancel

Code:
Descnphion:

Figure 223 - Add Job Title

Click OK to save the new job title.
Click Modify to change the settings.
Click Delete to delete the job title.
Click Print to print the job title.

No gk

|. Default Staff PIN

L’"‘\

Default Staff

1. Click on PN icon.

2. The following window will be shown (Refer Figure 224). On the Change PIN window, you can see
the Card Holder Selection and Sort Order for you to select.

" change PIN

Card Holder Selection: | 000000 | To : 000000

[ ] &l card
Sort Order CardMo

[@ ReGenerate ] [@ Get [ Preview ][@ Close ]

Figure 224 - Default Staff PIN

3. Click on card holder selection to select the card holder or tick the all card checkbox to choose all
card holders.

L ReGenerate
4. Click to generate a new PIN for the card holder.
) g] Get f Preview ) ]
5. Click to preview the card holder PIN (Refer Figure 225).
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M' E . xPortal3000 System
l[:r[l ]lu“lea MicroEngine

Integ e s Staff PIN Listing

Staff Code Staff Name Card No Branch Division Department Job Title Default Pin No

STAFF 525125 STAFF NAME 525125 525125 Ha Nidwailabl Nitwvailabl it ailabl 2158

STAFF 785549 STAFF NAME 785649 79564 Ha Nidwailabl Nitwvailabl it ailabl aa54

STAFF 785850 STAFF NAME 795650 795650 HQ Niwvailabl Nidwailabl Nidwailabl 4383

Total Record - 3

Figure 225 - Print Staff PIN Listing

J. Change PIN
E—- =y
1. Click on ge PIN icon.

2. The following window will be shown (Refer Figure 226). On the Change PIN window, you can see
the card holder and new PIN field for you to select.

. change PIN

Change PIN

( 000000

i

Figure 226 - Change PIN

3. Choose the card holder and assign a new PIN to the card holder by entering 4 digit number in the
textbox. Click OK to save the changes.

Attendance

i.  To open Attendance in xPortal3000 Client, click on [Attendance| jcon at the top menu. The
following window will appear (Refer Figure 227).
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Attendance

Attendance Settings Attendance Reports

Press ESC key to exit

Figure 227 - xPortal3000 Client Login Window

ii. There are 2 sections in the Attendance which are Attendance Settings and Attendance Reports.

Attendance Settings
A. Schedule Rebuild

1. Clickon icon.
2. The following window will be shown (Refer Figure 228). There are 2 schedule rebuild that you
can use.
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! Schedule Rebuild Setting

Mo

Save Close

[ (3)Rebuild #1 || (2) Rebuild #2 |
Schedule Rebuild - Rebuild #1

[] Deactivated

rSchedule Setfing
Rebuild Time:

Rebuild Period:

- Export Setfing
Export After Rebuild:
Export Format:
Destination Folder: =
File Name Prefix:
File Name Time Stamp:
File Name Suffix:

File Name Extension:

Figure 228 - Schedule Rebuild Setting

Note: Schedule Rebuild for Daily and Monthly Attendance only applicable in xPortal3000 Standalone/
Full version.

. [ | Deactivated . I .
3. Tick the checkbox to activate the Daily Time Attendance Schedule Rebuild.

4. Set the rebuild time and rebuild period (Refer Figure 229).
r Schedule Setfing

Rebuild Time: 00 ;00
Rebuild Period: Yesterday
I Export Setfing
Export After Rebuild: [] Deactivated
Export Format:
Destination Folder: =0

File Name Prefix:
File Name Time Stamp:
File Name Suffix:

File Name Extension:

Figure 229 - Schedule Setting
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5. You can configure the Export Setting by activate the Export After Rebuild checkbox (Refer Figure
230).

~ Export Setfing
Export After Rebuild:
Export Format: ( DailyAtt ]
Destination Folder: |C:‘1_ProgramDatB‘l_MicroEngine\xPortaIBUUU w1\ Server\Database\ExportAttDaily |
File Name Prefix: |Daily |
File Name Time Stamp: [ Yyyy, MM, dd ]
File Name Suffix: | |
File Name Extension: .CsV

Figure 230 - Export Setting

DailyAtt )

6. To choose the Export Format, click on [
will be shown (Refer Figure 231).

! select Daily Attendance Export Se

& [ & =« %

button. The following window

(X

Add Modify Delete Print QK Cancel | Close
Profile Name % (Text-based) Delimited The columns are separated by any character(s).
Daily Attendance " (Text-based) Fixed Field Information is aligned into columns of equal width.

r E“fgﬁﬂ‘ms) Vary Character The fields are created using data type varchar
e

I E“fgﬂﬂ'mﬁﬁ) Fixed Character The fields are created using data type char
e

Header: First row has column names

Rowdelimiter  New Line |

Column delimiter: ICumma |

TextQualifier  Double Quote {7 . Table Name: bl_Export
Date Format dd/MMAyyy

Tim Fort

Field Name ¢ | Length | Format String Text Qualifier
» Dateln 10 dd /MM yyyy Y

Timeln 8 HH:mm Y

TimeQut 9 HH:mm Y

LunchQut 10 HH:mm Y

LunchIn 10 HH:mm Y

CardMo 16 Y

StaffNo 12 Y
—Output

Format I“I:IateIn" "TimeIn"”,"Timeout™, "Lunchout™, "LunchIn","CardNo™, "StaffNo" , "SName™, "Totalwor kHR"™

Sample: | 18,/08,/2005","08:31","18: 42", "00: 00", "14:15","123456", "AB0123456789", "Catherine

Figure 231 - Daily Attendance Export Setting
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7. You can choose the default Daily Attendance Export Setting or add a new export setting.
8. To add a new export setting, click on Add button. The following window will be shown (Refer
Figure 232).

¥ | Daily Attendance Export Setting

v X
0K Cancel
Profile Code fi
Profile Name |
File Type & (Text-based) Delimited The columns are separated by any character(s).
" (Text-based) Fixed Field Information is aligned into columns of equal width.
= (MS Access) Vary Character Length The fields are created using data type varchar
" (MSA ) Fixed Ct Length The fields are created using data typechar
Header ¥ First row has column names

Column delimiter IComma vI
TextQualifier  [Double Quote {3~
Table Name [BlEBpot

Field Selection Options General Date General Time

Available Field Selected Field

DateIn *

~
=
o - [ [ recnome g roma
TimeOut *
LunchQut *
LunchIn *
ATimeIn *
ATimeOut *
ALunchTimeOut *
ALunchTimelIn *
ChangedLunch
CardMNo

Staffilo *
SMame A

—Output

anill
Sample |

Figure 232 - Add Daily Attendance Export Setting
9. Enter the information as described below:
Table 40 - Export Setting Description

Fields Description

Profile Code A short name that describes the export format.

Profile Name Longer description for the export format.

File Type There are two options for file type:
1. Delimited - Each data item (field) is separated by a certain
character. Refer to Column Delimiters.
2. Fixed Field - Pertaining to a characteristic of a file in which all of
the records are the same length. Every record in such a file has the
same length, which is specified by the field length. Refer to Field

V1.1 20/10/2014 177



Microkngine,

Integrated Security Systems xPortal3000 User Manual
Setting.

Header Specify that the first row in the text file has column headings rather than
data.

Row Delimiter Specify that each row in the file is separated from the next with a

character sequence. Click one of the following: New Line; Semicolon;
Comma; Tab; Vertical Bar.

Text Qualifier Specify which character marks were used in the delimited data files to
qualify text.
Table Name Table name that store export setting in the database.

10. From tab Field Selection, select field (data item) that you wish to save into the file by clicking the
Add button or double-click on the selected field (Refer Figure 233).

Field Selechion Options General Date General Time Staff No TimeIn Time Out
Available Field Selected Field
Dateln * A Export Setting
DayIn *
TII‘nYEII'I - = Add Field Name Length | Format
StaffNo 12
un ut =
Lunchn * -> Select All SName 50 @- Remowve Al
ATimeIn =
ATimeOut Timeln 8 HH:mm 4+ Move Up
Changed @- Unselect All
ALunchTimeOut = » TimeQut 9 HH:mm
ChangedLunch
Cardio
Stafftlo =
SName A
Qutput
Format |"Staffh0" y "SName” ,"TimeIn","TimeQut"
Sample |"AE|012345 &789","Catherine chin™,”08:31","18:42"

Figure 233 - Field Selection

Note: You can always refer to the Format and Sample at the bottom of the form from time to time to
have a better view on the export output format.

11. After you have entered all the fields setting and export options, click OK to confirm and save
settings.

) o [ | Deactivated )
12. For Monthly Time Attendance Schedule Rebuild, tick the checkbox to activate

the rebuild
13. Choose the rebuild time and the rebuild period. You can select the date to rebuild the attendance
(Refer Figure 234).

Schedule Setting
Rebuild Time: 1
- — | () Daily =
0w [ : o [ 2
) 4
() I
() Weekly 5
- _ )6
Rebuild Period: \
| (= Monthly )7
Last Month [v] 8

Figure 234 - Schedule Setting for Monthly Time Attendance

MonthlyAtt |

button.

14. To choose the Export Format, click on
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15. Click Save to save the settings.

B. Leave Type

1. Click on icon.
2. The following window will be shown (Refer Figure 235).

%)

Add  Medify Delete  Print Close

Description Is Annual Leave

! Leave Type Setup

AnnualLeave | Annual Leave Y
CompassionateLeave Compassionate Leave M
EmergencylLeave Emergency Leave ¥
MarriagelLeave Marriage Leave N
MaternityLeave Maternity Leave M
MedicalLeave Medical Leave M
UnpaidLeave Unpaid Leave M
Others Others M

Figure 235 - Leave Type Setup

3. Click add button to add a new leave type (Refer Figure 236).
! Add Leave Type

v R

QK Cancel

Code ||
Descriphion: |
Iz Annual Leave: |Nn |

Figure 236 - Add Leave Type

Specify the code, description and is annual leave. Then, click OK to save the settings.
Click Modify to change the settings.

Click Delete to delete the leave type.

Click Print to print the leave type.

No gk
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C. Leave Application

0

1. Click on icon.

2. The following window will be shown (Refer Figure 237).
. Leave Application x

& [ L =
Add Modify Delete Print | Close
Staff List:

Card No n
79564 3

1 f able | g
795650 STAFF 795650 STAFF NAME 735650 N/Available MfAvailable N/Available
525125 STAFF 525125 STAFF NAME 525125 NfAvailable M/available

N/Available

—Leave List

From Daie To Date Leave Type Iz Annual Leave | s Paid

Full Day | Remarks

£
 Total Applied : 0

Figure 237 - Leave Application

3. Click add button to add a new leave application (Refer Figure 238).
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. Apply Leave

v R

0K  Cancel

Staff Code: | Press to Select ., |
From Date: 2014/10/09
ToDate: 2014/10/09
Leave Type: Annualleave
Iz Annual Leave:

Is Paid: No

Full Day: Full Day

Remarks:

Panel Clinic:

Figure 238 - Apply Leave
4. Enter the information of the leave application as described below:
Table 41 - Leave Application Description

Fields Description
Staff Code*** Staff number you want to add the leave to.
From Date*** Starting date for the leave.

To Date*** Ending date for the leave.

Leave Type Type of leave applied. This field cannot be empty.

Is Annual Indicates whether the leave is an annual leave. This can only be change from the
Leave*** Leave Type menu.

Is Paid Indicate whether the leave is paid leave.

Full Day Indicate the leave duration of Full Day or Half Day.

Remarks Comment on the leave (i.e. Reasons, Morning Half or Afternoon Half, etc)

Panel Clinic Specify the panel clinic if the staff is applying for a medical leave.

***Note: This field cannot be edited after saved the setting.

5. Click OK to save the application.
6. Click on the user to display the leave application at the leave list (Refer Figure 239).

Leave List

From Date ToDate Leave Type Is Annual Leave |ls Paid | Full Day | Remarks Panel Chinic
201410023 201411023  AnnualLeave N Y Full Day

Figure 239 - Leave List

7. Click Modify to change the settings.
8. Click Delete to delete the leave application.
9. Click Print to print the leave application.
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Attendance Reports

A. Terminate Rebuild

1. Click on icon to cancel the daily or monthly attendance rebuild.
2. Adialog box will be shown (Refer Figure 240).

xPortal3000

Are you sure to terminate rebuild process now?

Figure 240 - Terminate Rebuild

3. Click Yes to cancel the rebuild or click No to continue rebuild the time attendance.
4. A dialog box will be shown if the termination is successful (Refer Figure 241).

xPortal3000

6 Rebuild process terminated Successfully!

v o |

Figure 241 - Successfully Terminate Rebuild
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Device Comm

i.  To open Device Comm in xPortal3000 Client, click on [ P&vice Comm| joqn at the top menu.
The following window will appear (Refer Figure 242).

Device Comm

Commands

e e )

Press ESC key to exit

Figure 242 - xPortal3000 Client Login Window

A. Send Door Command

1. Click on B jcon.
2. The following window will be shown (Refer Figure 243).
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DOCR M1000i (M1000L,0,0)

Select All Door UnSelect All Door 0/2 selected..
Skip sending command if controller down

B
§ "3
& a

[@ Close

Figure 243 — Send Door Command

3. Tick the checkboxes to choose the door.
4. Choose the command that you want to send to the selected door (Refer Figure 244).

#fl  Pulse Open

o Security OFf

BB Security On ‘

¥ Inhibit Off ‘ﬂ Inhibit On ‘

Figure 244 - Door Command

Table 42 — Door Command Description

Door Command Description
Pulse Open Allow the door's lock to be released according to the Door
Open Time setting.
Security Off Release the door's lock, which means no card is required to access the door.
Security On Turn on the Security Mode, only verified user can access the door.
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Inhibit Off Turn off the Inhibit Mode.
Inhibit On The door is locked and programmed in sleep mode. A valid card holder won't

have access right unless he is granted as SuperCard holder.

B. Send Door Setting

1. Clickon icon.
2. The following window will be shown (Refer Figure 245).

! send Door Setting =]

Send Door Controller Settings

GT3200L (LAN GT,0,0)
M1000I (LAN M1000i,0,0)

Select All Controllers LinSelect All Controllers 0/3 selected..

Skip sending command if controller down

>H

e

I

Iy
L

IE
b

-3

B=O#8

©
s
it

Close

Figure 245 - Send Door Setting

3. Tick the checkboxes to choose the controller.
4. Choose the setting that you want to send to the selected controller (Refer Figure 246).
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Holiday Dates

rFE" Door Parameters

L

‘QE Clear Memaory ‘% Send All Settings

Time Set rr Time Zone ﬂl Door Access
—p
T T 1 -

f‘* Floor Relay ] ** Floor Zone

mﬂ Floor Access
R W

ﬂ P2P ANPB

Controller
Command
Clear Memory

Send All Settings

Holiday Dates
Door Parameters

Time Set
Time Zone
Door Access
Floor Relay
Floor Zone
Floor Access
Inputs
Outputs
P2PAnNtiPB

Figure 246 - Door Setting

Table 43 — Door Setting Description
Description

Reset the controller's memory. This will clear all the memory still kept in the
controller including transaction data that has yet to be uploaded.

Settings such as Holiday, Time Set, Time Zone, Door Access, Controller
Setting, Door Data for Door Controller will be sent to the door controller.

Send Holiday Dates to the selected controller.

Send the setting of the controller and doors that under control to the selected
controller.

Send Time Sets to the selected controller.

Send Time Zone Setting to the selected controller.

Send Door Accessibility Setting to the selected controller.

Send Floor Relay Setting to the selected controller.

Send Floor Zone Setting to the selected controller.

Send Floor Access Setting to the selected controller.

Send Input Point Setting to the selected controller.

Send Output Point Setting to the selected controller.

Send P2P Antipassback Setting to the selected controller.

C. Send Card Setting

1. Click on

icon.

2. The following window will be shown (Refer Figure 247).
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T Send card Settings

Send Card Settings
M1000 (LAN M1000i,0,0)
CPRO (COM1,0,0)
Select All Controllers UnSelect All Controllers
Skip sending command if controller down
Card Holder Selection 000000 To

[+ All card

Sort Order

0/3 selected..

995933

Figure 247 - Send Card Setting

3. Tick the checkboxes to choose the controller.

4. Choose the card holder and the setting that you want to send to the selected controller (Refer

Figure 248).
Card Holder Selection 000a00 To 999999
[+ all card
Sort Order Cardhlo

‘% Send All ‘ E Install Card m Delets Card

Update PIN ‘Eil Update Door Access ‘

; .y ., “ .
ﬂ Clear Anti PB @ Clear LodkOut D Clear Card DB ‘ +i* Update Floor Zone ‘

@ Get Template

Install Template @ Delete Template

Figure 248 - Card Setting
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Card Setting
Command

Send All
Install Card
Delete Card
Update PIN
Update Door Access
Clear Anti PB

Clear Lock Out
Clear Card DB

Update Floor Zone
Get Template**

Install Template**
Delete Template**

Table 44 — Card Setting Description
Description

Download all card holders' setting to the controller.

Download the card holders' setting to the controller.

Remove the card holder setting from the controller.

Download Staff Default PIN to the controller.

Download Door Access of card holder to the controller.

If a user had violated the anti passback (double Entry or Exit), the card will be
blocked. The Clear Anti PB command will reset the Card Anti PB status.

Card Lockout feature is only available in Card + PIN mode. After 3 attempts of
supplying CardPIN, the card will be blocked. This command can be used to
reset the Card Lockout status.

Delete all card holders' setting that stored in the controller.

Download the card holder's floor zone settings to the controller.

Retrieve finger print template's data from controller. The data will be stored in
the software database so that the template can be installed to another
controller afterwards.

Download the finger print template to controller.

Remove the finger print template from controller.

***Note: This is applicable for GT controller.

Get Template

1. To get template, you must enrol the fingerprint at any GT controller. In the Send Card Setting
window, you need to choose the GT controller and set the Card Holder Selection.

2. Click on

% Get Template

button. Send Data and Command window will be shown (Refer

Figure 249).

== Mo, 1 1f10, Sending Get Template 01 for Door Controller [GT], Rec Mo @ [252525]

%‘_, ++ Send OK!
J == Mo, 1 2/10, Sending Get Template 02 for Door Controller [GT], Rec Mo @ [252525]
++ Send OK!

|:=-:=- Mo, : 3/10, Sending Get Template 03 for Door Controller [GT], Rec Mo : [252525]

(%] Abort

Figure 249 - Send Get Template

3. A Communication Retrieval Result window will be shown to display the result from the get
template (Refer Figure 250). Click Close to continue to the next screen.
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) communication Result =

** Template Data for Card/PIN/User Mo [252Z5Z5] :

000001 Template 01 : Right Hand Middle Finger

Template Installed - 1

e e e e e e e e e e o e o e ek

%% Template Data for Card/PIN/User Mo [5251Z5] :

000001> Template 01 : Right Hand Index Finger

Template Installed - 1

e e e e e e e e ke o o o e e e e o o e o e o e o e o o e o o o o o e e e e

Total Template Imstalled - 2

Figure 250 - Communication Retrieval Result

4. A Get Template Retrieval Result window will be shown. You need to tick the checkboxes to
overwrite the fingerprint template (Refer Figure 251). Then, click OK.
[ Get Template Retrieval Result

OK  Cancel

Staff Code Staff Name Card No Status Overwrite
STAFF B 252525 Different data, PENDING confirmation

525125 525125 Different data, PENDING confirmati

[~ Overwrite All

—Template Details

Retrieval Result Existing Database Result
1 Right Hand Index Finger Different 1
2 Empty 2
3 Empty 3
4 Empty 2 4
< > 5 W

From Controller = GT
Retrieved By = Manager

1 Right Hand Index Finger GT Manager 2014/10/17 11:48:08
2 GT Manager 2014/10/17 11:48:08
3 GT Manager 2014/10/17 11:48:08
4 GT Manager 2014/10/17 11:48:08
5 vl GT Manaaer 2014/10/17 11:48:08 b

Figure 251 - Get Template Retrieval Result
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Install Template

1. To install template into other GT controller, you need to choose the GT controller that you want to
install and set the Card Holder Selection.

@ Delete Template

2. Click on button. Send Data and Command window will be shown.
3. A Delivery Report window will be shown to display the data (Refer Figure 252). Click Close to
continue.
T Delivery Report x
Delivery Report
k== Mo. ¢ 12, Sending Install Template 01 for Door Contraoller [GT], Rec No @ [252525]
++ Send CK!
= Mo, @ 2/2, Sending Install Template 01 for Door Controller [GT], Rec Mo : [525125]
++ Send CK!
## Sent 12, Error 10 £2
|@ Close |

Figure 252 - Delivery Report to Install Template

4. A Communication Retrieval Result window will be shown to display the install template result
(Refer Figure 253).

) communication Result

Communication Retrieval Result

WAk kAR kAR AR AR AR Ak Rk kkwdhd ks Tnotall Template Begult [GT] **#ssksedbdrtbhbabbhdbadhhdhhdotisn
** Install Template Data for Card/PIN/User No [2525Z5] :
Template [1l] : Installed successfully!
Template Installed - 1
*% Install Template Data for Card/PIN/User No [525125] :
Template [1] : Installed successfully!

Template Installed - 1

Total Template Installed - 2

Figure 253 - Communication Retrieval Result
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Note: If the template already exists, you can delete the user's template from the controller
before installing the new template. This can ensure finger print template data is consistent
throughout the entire GT controller.

Delete Template

1. To delete template in the GT controller, you need to choose the GT controller and set the Card
Holder Selection.

@ Delete Template
2. Click on button. If you select all card holders and the GT controller is set
as Master Finger Print Controller, a warning dialog box will be displayed (Refer Figure 254). Click
Yes to continue and click No to cancel the command.

¥Portal 3000

WARNIMG!

This contraller [GT] is set as Master Finger Print
Controller, This will dear all the finger print

s templates keptin the contraller.

E Do you want to continue?

Figure 254 - Warning for Master Finger Print Controller

3. If you click Yes, Send Data and Command window will be shown.
4. After finished sending the command, a Delivery Report window will be shown to display the result
(Refer Figure 255).
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) Delivery Report
Delivery Report
k== Mo. : 1/1, Sending Delete Template for Door Controller [GT], Rec Mo : [252525]
++ Send CK!
## Sent :1, Error :0 #3#
@ Close

Figure 255 - Delivery Report for Delete Template

D. Send Input Command

o

1. Clickon icon.
2. The following window will be shown (Refer Figure 256).
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™! Send Input Command ¥

Input Select Input Here

—Point Info

Status: | Get Status
PIM Physical State:

Fhysical State: |

[+] 5kip sending command if controller down

Arm DisArm

—

Figure 256 - Send Input Command

3. Select the input by clicking on “Select Input Here” link. Select Input window will be shown (Refer
Figure 257).

| Select Input

MiAvailable
Alarm Panel 1

Bus No: Input Arming TZ: |i]]] |
Point No: Delay Arm Time: 000

sensor Type: i Delay Alarm Time: 000 |
On Text:

Off Text:

Is Alarm:

Figure 257 - Select Input
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4. To get the status of the input, click on Get Status button (Refer Figure 258).

—Point Info
Status: UnKnown Get Status
PIM Physical State: UnKnown
Physical State: UnKnown

MTAMame : Alarm Panel 1
Pointho @ 0

Unitho : 0

Controller : M10001
Connection ¢ LAN M1000i
Mormal State : 1
Supervisory Mode : 0

Skip sending command if controller down

Figure 258 - Input Point Info

5. To change the state of the input, you can click Arm or Disarm button (Refer Figure 259).

Lam | oem |

Figure 259 - Arm and Disarm Button

E. Send Output Command

1. Clickon icon.
2. The following window will be shown (Refer Figure 260).
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| Send Output Command

Dutput Select Qutput Here

—Point Info

Status Get Status

Skip sending command if controller down

Dutput Type: Constant
Pulzse Time: o @ o @
—{¥ Fix
On off Remove Fix
~" Trigger
On Off

ﬁ Close

Figure 260 - Send Output Command

3. Select the output by clicking on “Select Output Here” link. Select Output window will be shown
(Refer Figure 261).
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Select Output

Code Drescription Alarm Panel
Midvailable Mot Available Mifvailable
Qutput 1 z

sus o

Point No:

Signal Type: | Constant

Pulse Time (minutes):

Pulse Time (seconds):

Event:
< >
+ Total:0

Output Activation TZ: |DD|] |

Figure 261 - Select Output

4. To get the status of the output, click on Get Status button (Refer Figure 262).
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—Point Info
Status Get Status
MTAMame : Alarm Panel 1
PointMo : 0
Unitho : 0

Contraller : M1000I
Connection : LAM M 1000

Skip sending command if controller down

Figure 262 - Output Point Info

5. You can configure the output by choosing the Output Type or Pulse Time and turn the Fix and
Trigger to On or Off (Refer Figure 263).

Dutput Type: Constant
Pulse Time: o EI 0 EI
—{¥ Fix
On off Remowve Fix
~" Trigger
on Off

Figure 263 - Configure Output

F. Retrieve Alarm Panel Status

1. Clickon icon.
2. The following window will be shown (Refer Figure 264).
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] Retrieve Alarm Panel Status

[H] cPRO (COM1,0,0)
[ ] &T3200L (LAN GT,0,0)
[ M1000T (LAN M1000i,0,0)

Retrieve Alarm Panel Status

Select All Contrallers

UnSelect All Controllers

[ ] Bkip sending command if controller downi

7
© oo |

0/3 selected..

Figure 264 - Retrieve Alarm Panel Status

3. Choose the controller and click Get Status button to retrieve the alarm panel status.

G. Retrieve Device Status

1. Clickon icon.
2. The following window will be shown (Refer Figure 265).
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! Retrieve Door Controller Settings

Y

[l crro (coM1,0,0)
[ ] 5T3200L (LAN GT,0,0)
[] M10001 (LAN M1000i,0,0)

Select all Contrallers

Retrieve Door Controller Setiings

UnSelect All Controllers

[ | skip sending command if controller down:

H
2l

-

Lid

&

= | (=

:

=0
-
-

i

3

et
= =

03 selected..

(K&

=

3

B &

Figure 265 - Retrieve Door Controller Settings

3. Tick the checkboxes to choose the controller and click on the controller settings to retrieve the

data (Refer Figure 266).

%E Wersion Heliday Dates Time Sets rF Time Zone
=i
ﬂl Door Access rrE'l Door Parameters q Date Time Iml Card Data
o — \(or \(on
f‘* Floor Relay ] ** Floor Zone l—&ﬂ Floor Access w Floor Release TZ
@ Inputs ‘ @ Outputs \ &wﬁ% Serial Mo ‘ I@ Board Info
‘ I L% JU

Figure 266 - Retrieve Door Setting
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Device Setting

Version
Holiday Dates
Time Set
Time Zone
Door Access

Door Parameters

Date Time
Card Data

Floor Relay
Floor Zone

Floor Access
Floor Release TZ

Inputs
Outputs
Serial No
Board Info

Update Firmware

Table 45 — Retrieve Device Setting Description
Description

Get the controller's version.
Get the Holiday Dates that had been downloaded to the controller.
Get the Time Set Settings that had been downloaded to the controller.
Get the Time Zone Settings that had been downloaded to the controller.
Get the Door Accessibility Settings that had been downloaded to the
controller.
Get the door settings (such as Lock Release Time, Door Open Time, AntiPB
Entry Zone Code, AntiPB Exit Zone Code) and the controller's settings
(LockOut, AntiPB, Check Expiry, and Site Code #1-4) as well.
The date and time setting of the controller.
Get the Card Settings (such as Card No, CardPIN, Door Access Level and
etc.) that had been downloaded to the controller.
Get the floor relay setting that had been downloaded to the controller.
Get the floor zone and zone setting that had been downloaded to the
controller.
Get the floor access setting that had been downloaded to the controller.
Get the floor release time zone setting that had been downloaded to the
controller.
Get the input points that had been downloaded to the controller.
Get the output points that had been downloaded to the controller.
Get the serial number that had been downloaded to the controller.
Get the board information that had been downloaded to the controller.

1. Click on [Update Firmware | jcon,
2. Remote Update Firmware window will be shown (Refer Figure 267).

Controller

Firmware

! Remote Update Firmware

Create Remote Update Firmware Job

[ 10001 (XPM1000i : LAN M1000i,0,

3

["] Skip sending command if controller down

& Start

pe Show Pending Action List | \'.n Abort |

= Show Details

Figure 267 - Remote Update Firmware

3. Choose the controller and browse for the controllers’ firmware. Click Start to remote update the
firmware (Refer Figure 268).
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E_. Remote Update Frmware

Controller

Firmware

— Create Remote Update Firmware Job

M10001 (XP-M 1001

0i : LAN M1000i,0,C

CUsers'\Admin'\Desktop®.Software\Firmware M 1000 v2 (4.1.4.2) bin

["] skip sending command if contraler down

& Start |é\_.’

| 6 Abort |

Show Pending Action List

[M1000I] Step 2: Get Current Firmware Version

> Show Details |

wwkdsiw Demote Download Firmware [M1000I]

[

Started at

: 1071672014 18:27:Z1

Step 1 : Reading Source
File Validated.
Firmware Date : 2014/04/18
Description : M1000i IP 1 Door
Controller
Version : 4.1.4.2
Step 2 : Get Current Firmware Version

Figure 268 - Remote Update Firmware Job

4. Click Abort to cancel the update firmware.

Language

1. Click on

R icon.

2. Select Language window will be shown. Choose the language that you want and click OK (Refer
Figure 269).

] Select Language

(®)Engish (United States

() Bahasa Malaysia

v o Jf

Cancel ]

=

Figure 269 - Select Language

Note: This feature is only applicable in xPortal3000 Standalone/ Full version.

Change Password

1. Click on

Change Password

button.
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2. You need to enter your old password and click OK to proceed (Refer Figure 270).
) change Password =]

| Please enter your old password.

Password || |

v ok (@ cancel |

Figure 270 - Change Password

3. Enter your new password and confirm your new password by entering again the password. Click
OK to proceed (Refer Figure 271).

" change Password =]

| Please enter a new password.

New Password || |

@ o )(© cna )

Figure 271 - Enter New Password

4. Make sure you get a message box to verify that the password has been changed successfully
(Refer Figure 272).

xPortal3000 Client

6 Password Has Been Changed

Figure 272 - Successfully Changed Password
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Help
Help
| System Info
= About
L Check Server Info
1. Click on

2. Click on System Info to retrleve the controller and system information (Refer Figure 273).
T System Information

icon. A Help menu will be shown for you to select the menu.

Source Name: xPortal3000 Client

Operating System Name
Operating System Architecture

Operating System Service Pack
Version

Build Mumber

Total RAM Usage
Free Physical Memary
Locale

05 Language

Code Set

Country Code
Current Time Zone
System Device
System Drive

Total RAM

PC System Type
System Type

Mumber of Processars
Manufacturer
Processor Name

Display Device Name

Display Description

[~ Allowto retrievecontraller's zettings

Microsoft Windows 8 Pro
a4-hit

5.2,9200

9200

4079356

1916532

0409

1033

1252

1

480

Device \HarddiskVolume4
C:

4177260544

1

x64-based PC

1

Hewlett-Packard

Intel(R) Core({TM) i5-3470 CPU @ 3.20GHz
Intel(R) HD Graphics
Intel(R) HD Graphics

{'\;4') Retrieve J [ Save J {x

Close J

Figure 273 - System Information

3. Click on About to view the software version ((Refer Figure 274).
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MicroEngine,

Integrated Security Systems

xPortal3000 Client

Version: 3.0.0.5 (8/25/2014)
All Rights Rese

VeV IO

xPortal Access Management System

rved (c) MicroEngine, 2013

Figure 274 - About

4. Click on Check Server Info to view the server information (Refer Figure 275).

xPortal 3000

Server Info
Current Time ; 10/13/2014 15:45:18
Start Since : 10/13/201409:13:24

Version : 3.0.0.9 (5/25/2014)

Server Title : xPortal3000 Comm Server /5

Figure 275 - Check Server Info

Information Tabs

A. Latest Event List

1. In the Latest Event List, you can see all the latest activities events from the software and
hardware that are captured by the software (Refer Figure 276).
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e Latest Event List 'Lat&stﬂaml\s( 4% Fioor Plan Bﬂeulcesust ‘CunnectedUserLlsl

Show Orline Photo | (i@  coptrelst |
{ Type Date Time Connection Unit No RdrNo/Fointhio Controller | Door/panel Card No Name | Transaction
ert 2014/10/13 15:50:55 iiiia (5T) Alarm Acknowledge
Normal 2014/10/13 15:02:57 i (57) User Password Reset
Normal 2014/10/13 15:02:57 FFFFFF (58) User Password Changed
Normal 2014/10/13 15:02:57 FFFFFF {LW) Software User (EDIT)
Normal 2014/10/13 15:02:57 FFFFFF () Data Record (EDIT)
Normal 2014/10/13 14:23:18 FFFFFF {WA) Input Record (ADD)
ert 2014/10/13 09:32:33 liiiiia (L0) Computer Time Changed
ert 2014/10/13 09:32:33 liiiiia (L0) Computer Time Changed
Aert 2014/03/13 09:32:19 FFFFFF (L0) Computer Time Changed
Aert 2014/03/13 09:32:19 liiiiia (L0) Computer Time Changed
Normal 2014/10/13 09:18:47 liiiiia (54)Log In
Normal 2014/10/13 09:18:47 FFFFFF {uw) software User (EDIT)
Normal 2014/10/13 09:18:41 FFFFFF (sH) LogIn wreng Passward
Aarm 2014/10/13 09:18:37 LANGT oo 00 GT3200L liiiiii {5K) Door Controller Down
Aarm 2014/10/13 09:18:32 comM1 oo 00 CPRO liiiiii {5K) Door Controller Down
Aarm 2014/10/13 09:18:31 LAN M1000i 0o 00 M10001 liiiiii {K) Door Contraller Down
Normal 2014/10/13 09:18:25 FFFFFF {5C) xPortal3000 Start Up

2. Click on

Figure 276 - Latest Event List

| &

Show COnline Photo |

Figure 277). Make sure you click on the CardNo in Latest Event List.

to view the staff photo and information (Refer

] Show Card Holder Photo Image = =

[Contraller] = GT, [Door] = Daor 1, [Trans] = (P0) Valid Entry Access

Card No 525125

StaffNo 525125

StaffName  |STAFFA

Branch HQ

Division \NIAvailble

Department | N/Avaikble

JobTite  |N/Avaikble

DoorAccess | 001

FloorAccess 001

Figure 277 - Show Online Photo

3. Click on

(] Capture List

to capture the transaction (Refer Figure 278).
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Drag a column header here to group by that column

Type Date Time Cornection Unittio Rarho/Poi... | Controller DoorfPanel Cardio Name Transaction

Alert 2014/10/14 10:38:53 FFFFFF {L0) Computer Time Changed
Hlert 2014/03/14 10:38:92 FFFFFF {L0) Computer Time Changed
Hert 2014/03/14 10:38:42 FFFFFF {L0) Computer Time Changed
Hormal 2014/10/14 09:56:55 FFFFFE {UW) Software User (EDIT)
Hormal 2014/10/14 09:56:54 FFFFFE {U) Software User (EDIT)
Normal 2014/10/14 09:56:54 FRRRFE {Uw) Software User (EDIT)
Normal 2014/10019 09:56:53 FFFFFF UW) Software User (EDIT)
Normal 201410014 09:56:52 FFFFFF UW) Software User EDIT)
Normal 2014/10/14 09:55:15 FFFFFF {UW) Software User {EDIT)
Normal 2014/10/14 09:55:15 FFFFFF {UW) Software User (EDIT)
Hormal 2014/10/14 09:55:14 FFFFFE {U) Software User (EDIT)
Normal 2014/10/14 09:55:14 i {Uw) Software User (DIT)
Normal 2014/10/14 09:55:14 FRRRFE (Uw) Software User (EDIT)
Normal 201410014 09146159 FFFFFF UW) Software User EDIT)
Normal 2014/10/14 09:46:58 FFFFFF UW) Software User (EDIT)
Normal 2014/10/14 09:46:58 FFFFFF {UW) Software User (EDIT)
Hormal 2014/10/14 09:46:57 FFFFFE {UW) Software User (EDIT)
Normal 2014/10/14 09:46:56 i {Uw) Software User (DIT)
Normal 2014/10/14 FRRRFE {Uw) Software User (EDIT)
Normal 2014/10/14 FFFFFF {uw) software User EDIT)
Normal 22014/10/14 FFFFFF W) software User EDIT)
Normal 2014/10/14 FFFFFF {UW) Software User EDIT)
Normal 2014/10/14 FFFFFF {UW) Software User EDIT)
Alert 2014/10/14 FFFFFE (ST) Alarm Acknowledge
Normal 2014/10/14 i (sA)Log In

Normal 2014/10/14 FFFFFF {uw) software User EDIT)
Normal 201410014 FFFFFF (5H) LogIn Wrang Passord
Alarm 2014/10/14 LAN 6T il 00 aT300L FFFFFF {5K) Door Gontroller Down
Alarm 2014/10/14 coMt 00 00 cPRO FFFFFF {5K) Door Controller Down
Alarm 2014/10/14 LAN M1000i 00 00 M 10001 i {5K) Boor Controller Down
Normal 2014/10/14 FrFFFE (5C) xPortal3000 Start Up
T —  ssss—"—"

Figure 278 - Capture List

4. You can right click on the CardNo in the latest event list to display the user shortcuts (Refer
Figure 279).

Nomal  2014/10/17 Trazaz = (V) Staff Record (DIT)

Normal  2014/10/17 14421 Lan 0 o ar Door 1 525125 STAFF y Access =
et 2014/10/17 1t:44:15 LN oo o ar Door 1 FRFFFF By Showstatfnia/ Phota Mode

Normal 0141017 11:44:11 Lan 00 o0 o Door 1 535125 saFF a| % Edit Staff Record ger Print

Aert 214/10/17 1143:56 LA 0 o ar Door 1 FRFFFF % ShowTrans Report g Mode

Normal  2014/10/17 11:43:45 i [0 Show Daily Atendance Report fais Record (ADD)

Normal  2014/10/17 11:43:45 i = e T rd (A0D)

Aert 14710/17 114320 Lan o0 o o Door 1 FrFFFE = Mode

Aert 14/10/17 11:43:08 LA 00 o ar Door 1 i B Send Card Settings g Mode

Normal  2014/10/17 1142:43 i Lst

Figure 279 - Staff Records Shortcuts

Note: Capture List and user shortcuts only applicable in xPortal3000 Standalone/ Full version.

B. Latest Alarm List

1. Latest Alarm List will display the all the alarm events that used to alert the user (Refer Figure
280). An image will be blinking to indicate warning of existing alarm event that had not been
acknowledged.
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e LotestEvent it | @ Latest Marm st | gl FoorPlan | [ Devices st | @ conmected user st

Latest Alarm List

(Type Date Time Connection UnitNo RdrMo [Pointio Controller [ Door/panel CardNo Name Transaction

Alarm 2014/10/13 09:18:37 LAN GT () 0 GT3200L FFFFFF (SK) Doer Contraler Down
Alarm 2014/10/13 09:18:32 €oML 00 00 CPRO FFFFFF (SK) Door Controler Bown
Alarm 2014/10/13 09:18:31 LAN M1000i 00 00 M10001 FFFFFFE (SK) Door Controller Down

71 Admowledge Alarm ‘ |<a off

Figure 280 - Latest Alarm List

£ 1 Acknowledge Alarm
2. Click on k= to acknowledge the entire alarm list.

A Off

3. You can toggle the alarm alert sound by clicking on the button and
choose the type that you want.

Table 46 - Alarm Sound Description

Device Setting Description
Continuous This is the default setting. The alarm will sound continuously until the alarm
event had been acknowledged.
20 Secs The alarm will sound for 20 seconds only.
1 Minute The alarm will sound for 1 minute to alert the user.
5 Minutes The alarm will sound for 5 minutes to warn the user.
Off The alarm sound is turned off.

C. Floor Plan
1. Floor Plan shows the floor plan that had been loaded (Refer Figure 281).
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g Latestevent st | gl Latest st | s Foorpin | [ beviestiet | ) comecteduser st

Floor Plan Image Size : Record No : Type here to search @

Fioor Plan 1
cccccccc

[~ EHIH
L 1-17]

27T 1"

uuuuuuu

Mo image data

Code Description @) ([« (=) (=) Hide Floor Plan List

Figure 281 - Floor Plan

2. The device icon in the floor plan will be changed real-time to reflect the status of the device.
3. The right side of the floor plan screen will display the thumbnail for the floor plan available (Refer
Figure 282).

Type here to search |;|

Floor Flan 1

|
L 1L .
I 5 I N B

Bl EENET|

Figure 282 - Floor Plan Thumbnail

Note: Thumbnail view only applicable in xPortal3000 Full version.
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D. Devices List

1. All hardware devices that had been setup in the system will be listed in the Device List. Device

List will show basic information of a device and their current status (Refer Figure 283).
'Lat&slﬂarm st | 4l Floor Plan Bnewms List

@ controler st i Door List
Controller List

No. Comnection Mame Controller’

‘ 8. Latest Event List

& Conmected User List

Description Unit No

Model No Status [ Dizgnose

1 comt CPRO cPRO 00 XP-CPROL Down Run Diagnostics

2 LAN 6T GT3200L GT3200L 00 GT-3000 Down
3 LAN M1000i M1000T NOT SET o0 AP 10001 Down

Figure 283 - Devices List

2. If the controller is down, you can click on I BunSinaoosics lto diagnose the controller
(Refer Figure 284).
Coegocomoter &
— Controller —Connection . 3
Code: CFRO Code: coML |\|ﬁ Edit Controller |
Description: CFRO Connection Type: Direct Serial Port |’.,. S —— |
Unit No: o0 Comm No: 1 ’
Model No: ¥P-CPROL Baud Rate: Normal
Remote IP:
[smms | Test Result Remarks ]
q:? Chedk Controller Status of Same Bus Cannot determine as only 1 controller is installed.
,.\\533’ Check Available Comm Port Found comm. port on the server [COM1]
,{3;? Check Comm Port Status [COoM1] is opened
x Test MCI Test fail

t to Send Command to Controller Send command fail

Possible cause(s):

|W Check Again | |@ Close |

Figure 284 - Diagnose Controller

3. Click on possible causes to display the troubleshooting tips (Refer Figure 285).
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Troubleshooting Tips - Mismatch Baudrate at Controller E‘
1.15 Mismatch Baudrate on Controller
1. In the Diagnose Controller window, check the Baudrate set in the Connection Setup.
[ piagnose Controller
Controller Connection =
Code: [t Code: com1 (@ =stoomicter |
Description: ~ Cl Connection Type: Direct Serial Port l 2 Refresh Connection | =
Unit No: on Comm No: 1 ————————————
Model No: XP-CPROS Baud Rate: Normal
Remote IP:
2. Ensure the Baudrate setting on the Controller is same with the Baudrate show in the Control Panel=Connection. Change it accordingly if
different.
i Go to controller
ii. Enter to Programming Mode
iii.. Press ‘1" for System menu
iv. Press ‘8’ for General Parameter
W Precs "8" huttnn fn inumn tn Communicatinon Menn

Figure 285 - Troubleshooting Tips

) @ Edit Controller )
4. Click on L 4 to edit the controller.
i : Refresh Connection ]
5. Click on L 4 to refresh the connection of the controller.

E. Connected User List

1. Connected User List will display the all the System User that connected to the system (Refer
Figure 286).

%y LatestEventList 'lat&s( AlormList | 4ff Floor Plon E Devices st | g, Connected User List
Connected User List

1 Manager xPortal3000 Default Manager User Sheda-PC

Tuesday, October 14, 2014 09:0408

Figure 286 - Connected User List

2. You can see the User ID, Name, Workstation and Log On Time for the System User.
3. Right click on the System User to terminate user session (Refer Figure 287).
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# Latest Event List ‘ Latest Alarm List iﬁ Floor Plan i Devices List z Connected User List

] ] wPortal 3000 Default Manager User
a Terminate User Session

Figure 287 - Terminate User
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Appendix

Table 47 - Supported Firmware Version

Controller Model Supported Firmware Version for Remote Update
XP-M1000i 5.09 and above
XP-M2000i 4.40 and above
XP-C2000 1.20 and above
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xPortal3000 Frequently Asked Question (FAQS)

1. USB dongle inserted but the USB Detection Status showed fail/ System shows
xPortal3000 Server is a Free Edition.

a.

Restart the service.
Unplug and plug in the USB dongle > At xPortal3000 Server Configuration Manager
window click Stop to stop service > Click Start to start the service.

Restart the computer.
Run xPortal3000 Server Configuration Manager > Ensure that USB detection is
successful.

Unplug and plug in the USB dongle to other USB port. Try steps (a) or (b). If
problem persists, please contact MicroEngine Technical Support.

2. xPortal3000 Client log in failed, error message asked me to ensure that the server
service has started and running at IP Address [e.g. 192.168.1.24]

oo ®

Flease make sure that the xPortal3000 Server Service
is started and running at [192. 168. 1.24].

You may run 'xPortal 3000 Configuration Manager' or
use Windows Services Console at the remote machine
to start the service "wPortal 30005vr',

.......................................

Figure 288 - xPortal3000 Error Message

Start/restart the service.

At xPortal3000 server Configuration Manager window click Stop to stop the service >
Click on Start to start the service. Please ensure that xPortal3000 startup is
successful.

If xPortal3000 startup successful, ensure that Server computer’s IP address
matches with Server Connection Setup at xPortal3000 Client.

Run xPortal3000 Client > Click Connection Setup > At Server Location, choose
Identified by IP address and enter correct Server computer’s |IP address.

Ensure that Server computer has been assigned with a fixed IP address.
If you have tried steps (a), (b) and (c) but the problem persists, please ensure that

xPortal3000 Server and Client are allowed to communicate through Windows
Firewall.
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3. xPortal3000 Client Log in failed, error message showed “Invalid Setting”.

oo ®

Invalid setting. Please contact administrator!
Please ensure that firewall(s)/Anti-Virus software is
configured to allow xPortal3000 Server or Client to
use the network service,

Figure 289 - xPortal3000 Invalid Setting

a. Check software port number
Run xPortal3000 Server Configuration Manager > At System Settings, check the port
number > Run xPortal3000 Client at login menu > Click Connection Setup, check the
port number. Ensure that both port numbers match.

b. If you have tried step (a), but the problem persists, please ensure that xPortal3000
Server and Client are allowed to communicate through Windows Firewall.

4. Can | connect USB dongle via a USB hub?

USB dongle works with most USB hubs. On rare occasions the dongle may not be
detected through the hub due to inadequate output voltage. Please check the integrity of the
USB port by trying a different USB device in the same port. For USB 2.0 hubs in particular,
please ensure that the power supply is connected.

5. Why does my monitor displayed an “Unknown Device” after | plugged in the USB
dongle?

It may be caused by interference or bad contact points. Try unplugging the device and
then plugging it in again.

6. | have existing Firebird v1.0 installed on the computer. Error message showed “1
existing Firebird or Interbase version has been found” when installing the xPortal3000.
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-

~ . ==

@ Pre-installation analysis indicates that 1 existing Firebird or Interbase

¥ version has been found.

Firebird 1.0.3.972 Full installation of Super Server and development
tools.

{Installation appears to be correct.)

If you continue with this installation Firebird will be installed but not
configured.

You will have to complete installation manually.

Do you want to CANCEL this installation?

Figure 290 - xPortal3000 Setup

xPortal3000 supports only Firebird v1.5 and above. You need to uninstall the existing
Firebird Database below v1.5 (such as v1.0) first.

a. IMPORTANT: Do not proceed to initialize database.
b. Uninstall the existing Firebird v1.0.

c. Run xPortal3000 Server Configuration Manager to initialize xPortal3000
database.
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